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************************************************************************************************************************************************************************

Definitions 

These General Terms and Conditions apply as from 1st August 2025 to 

new Retail & Private Banking clients. However, for Retail & Private 

Banking clients who have established and maintained a banking 

relationship prior to this date, these General Terms and Conditions 

will only come into force: 

a) on 1st September 2025 for the provisions relating to instant 

payments and the Verification of Payee service (subject to clause C.1, 

General, B. and C. hereof), and  

b) 15 October 2025 for all other amendments.   

The terms set out below are defined as follows for the purposes of these 

General Terms and Conditions: 

- Internet Access: the online banking and secure messaging service 

via the transactional part of the Bank's website enabling the Client 

in particular to perform various banking and stock exchange 

operations governed by the Bank’s General Terms and Conditions 

applying to Internet services and remote selling; 

- Mobile access to the website: a way in which Clients can, amongst 

other things, check all their accounts and manage transfers from 

their smartphone or tablet; the rules for use of the Internet and 

warnings shall apply to mobile website access; 

-    Strong Customer Authentication: an authentication based on the use 

of two or more elements belonging to the “knowledge” categories, 

i.e. something that only the user knows, “possession”, i.e. something 

that only the user owns, and “inherent” i.e. something that 

characterises the user. These shall remain independent so that the 

compromise of one does not call into question the reliability of the 

others. These are designed to protect the confidentiality of the 

authentication data. 

- Bank: ING Luxembourg, a public limited company, having its 
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registered office at 26, Place de la Gare, L-1616 Luxembourg (B.P. L-

2965 Luxembourg), or any other new address applicable in the 

future, registered number B.6041, registration number 1960 2200 

151, VAT number LU 11082217; authorised by and subject to the 

supervision of the Luxembourg financial services authority (CSSF); 

-   Batch Payment Order (Package, Batch or Bulk): a Payment Order 

containing several Payment Orders. A Batch Payment Order 

intended to initiate Instant Payment Transactions may not contain 

other types of Payment Transactions, unless otherwise indicated in 

the Service Documents; 

-    Beneficiary (or Payee): a natural or legal person who is the intended 

recipient of funds that are the subject of a Payment Transaction; 

-  Business Day: all days on which banks in the Grand Duchy of 

Luxembourg are generally open, except Saturdays, Sundays and 

(national and bank) holidays. For the purposes of Instant Payment 

Transactions, business days correspond to calendar days; 

- Client: any person (legal entity or individual) entering into a 

relationship with the Bank. This excludes (i) any individual or legal 

entity that the Bank has notified falls under the “Business Banking” 

sector and that the “Business Banking General Terms and 

Conditions” apply to them and (ii) any legal entity to which the Bank 

has notified as falling under the “Wholesale Banking” segment, for 

which the “Wholesale Banking Terms” shall apply. It is understood 

that any reference in these General Terms and Conditions to the 

Client via the pronoun “he” refers indifferently to the masculine, 

feminine or neutral gender; 

-   Event of Default: any breach of the Client's obligations to the Bank, 

as well as any other event of default defined or qualified as such in 

any contract between the Bank and the Client (including, but not 

limited to, article 10 - Termination and immediate suspension - of 

the General Credit Regulations); 

-  ING Channel: Any securitised online (banking) system and/or 

electronic communication channel furnished by the Bank, or an 

interface of the Bank or its subsidiaries by which the Bank can 

transmit the Payment Orders and information requests with regard 

to the online accounts; 

-    Instant Payment Transaction: an act by the Client (or a User, a legal 

representative or a third party on his behalf) whereby funds in euros 

are instantly transferred and credited within the timeframe imposed 

by applicable law;   

-      Instant Payment Order: the instruction given by the Client (or a User, 

a legal representative, or third party on his behalf), whether or not 

via a channel, to execute an Instant Payment Transaction; 

-    Payment account: an account that is held in the name of one or more 

payment service users and which is used for the purpose of 

executing Payment Transactions.  

-  Consumer: an individual who, in the context of payment services 

contracts with the Bank, acts otherwise than in the course of their 

commercial or professional activity; 

-   CSSF: Commission de Surveillance du Secteur Financier, 283 Route 

d’Arlon, L-1150 Luxembourg, https://www.cssf.lu/, Phone 

+352.262511; 

-  Information access request: A request by a third-party Payment 

Service Provider (third-party PSP) furnishing services to the Client 

and/or to the Payment Service User to disclose information with 

regard to the initiation and execution of Payment Orders (planned) 

and Payment Transactions and/or the Client’s available balance;  

-  Revised Payment Services Directive (PSD 2): Payment Services 

Directive (2015/2366/EU) dated 25 November 2015 as amended; 

-    Revised Shareholder Rights Directive (SRD 2): Directive EU 2017/828 

of the European Parliament and of the Council of 17 May 2017 

amending Directive 2007/36/EC as regards the encouragement of 

long-term shareholder engagement  

-      Sensitive Payment Data: Data, including personal security data, that 

may be used to commit fraud. With regard to the activities of 

payment initiation service providers and account information 

service providers, the name of the account holder and the account 

number do not constitute sensitive payment data;  

-  Customised security data: Personalised information provided to a 

payment service user by the payment service provider for 

authentication purposes. 

- EEA: European Economic Area, at the time of entry into force of 

these General Terms and Conditions comprising the 27 Member 

States of the European Union, Liechtenstein, Norway, and Iceland; 

-   Unique Identifier: the combination of letters, numbers and/or symbols 

which must be provided in a Payment Order or Payment Transaction 

to unambiguously identify the account of a person to enable a PSP 

to execute the requested Payment Transaction. Depending on the 

Payment Service used the Unique Identifier consists, to the exclusion 

of any other element, of (i) the national account number or (ii) the 

International Bank Account Number (IBAN), in either case together 

with the Bank Identifier Code (BIC), to the extent required;  

-    ing.lu (http://www.ing.lu): the Bank’s website address; 

-    Authentication instrument: Procedures and instruments as indicated 

by the Bank that the Client and/or Payment Services User must use 

to access and use a Service, give consent to an Instruction and/or 

allow the Bank to check the identity of the Client and/or of the User, 

including the validity of a Bank payment instrument, including the 

use of the Client’s personalised security data, a Means of Connection 

such as furnished by LuxTrust allowing LuxTrust to provide 

authentication services, in particular the Smartcard, the Scan, the 

Mobile etc., the service furnished by the Bank or, if applicable, a third 

party, for the issuance and maintenance of the digital certificates or 

any other means of access and use; 

-     Key Information Document (“KID”): KID or Key Information Document 

within the meaning of Regulation No. 1286/2014 on key information 

documents relating to packaged retail and insurance-based 

investment products and the KIID or Key Investor Information 

Document within the meaning of Directive No. 2009/65/EC on the 

coordination of laws, regulations and administrative provisions 

relating to undertakings for collective investment in transferable 

securities (UCITS) and its transposition into Luxembourg law by 

means of the Law of 17 December 2010 on undertakings for 

collective investment;  

-     Belgian law of 8 July 2018: the Belgian law dated 8 July 2018 on the 

organisation of a Central Contact Point for financial accounts and 

contracts, and on the extension of access to the central file of 

seizure, delegation, assignment, collective debt settlement and 

protest notices. 

-      Law of 30 March 2022: law dated 30 March 2022 relating to dormant 

accounts, inactive safes and unclaimed insurance contracts; 

-    Personal Data Protection Laws: Any laws, regulations and rules that 

are applicable to the protection of personal data in Luxembourg, 

including Regulation (EU) 2016/679 of the European Parliament and 

of the Council of 27 April 2016 on the protection of individuals with 

regard to processing of personal data and the free circulation of this 

data (GDPR) and any law transcribing these regulations; 

- LuxTrust:: LuxTrust S.A., a Luxembourg company and IT operator, 

providing in particular certification, authentication and electronic 

signature services to the public, regulated as a financial sector 

professional. 

- LuxTrust Mobile: application to download on the Mobile Device from 

download stores such as the Apple Store or Google Play and, once 

registered in the application, providing authentication services or, as 

applicable, generating an OTP (One Time Password). 

-    LuxTrust Scan: electronic system with a screen and camera function 

allowing to scan a mosaic (QR code) containing operating data and 

generating an OTP (One Time Password). 

- Means of Connection: tools for accessing internet services such as 

LuxTrust Smartcard, LuxTrust Mobile, LuxTrust Scan, and any other 

means of connection, electronic, or biometric authentication means 

authorised by the Bank; 

-    Payment Order: the instruction given by the Client (or a User, a legal 

representative or third party on his behalf), or the Beneficiary, 

whether or not via a channel, to execute a Payment Transaction; 

-     Payment Transaction: an act initiated by the Client (or a User, a legal 

representative or a third party on his behalf) or Beneficiary, as the 

case may be, of placing, transferring, or withdrawing funds, 

https://www.cssf.lu/
http://www.ing.lu/


 

General Terms and Conditions of the Bank 

(Retail & Private Banking)  
Issuing Date: 1st August 2025 

Page 3/74 

 

Under the supervision of the Commission de Surveillance du Secteur Financier (CSSF), 283 route d'Arlon, L-1150 Luxembourg, www.cssf.lu, Tel. +352 26 25 11 

ING Luxembourg, Société Anonyme 

26, Place de la Gare L-2965 Luxembourg 

R.C.S. Luxembourg B. 6041 

VAT LU 11082217 

Phone: + 352 44 99 1 

 

www.ing.lu 

BIC: CELLLULL                                     
 

irrespective of any underlying obligations between the Payer and 

the Beneficiary 

      Payment Transactions or Payment Orders shall include Instant 

Payment Transactions and Instant Payment Orders respectively 

unless the latter are explicitly excluded; 

-  Payer: an individual or legal entity who as an account holder 

authorises a Payment Order from his account or, in the absence of 

such an account, an individual or legal entity who issues a Payment 

Order; 

-    Payment Service Provider (PSP): payment service provider within the 

meaning of the PSD2 Directive; 

 -  Payment service provider account manager: terminology derived 

from the PSD 2 directive, which applies in this case to the Bank. The 

Bank acts as a payment service provider that provides and maintains 

a payment account for a Payer; 

-    Pledged Assets: has the meaning ascribed to this term in clause A.8.5; 

-     Secured Obligations: has the meaning ascribed to this term in clause 

A.8.5; 

-    Service Documents: any contract or other form in which the Client 

agrees and the Bank undertakes to provide services to the Client, 

these general terms and conditions and all (other) terms, conditions, 

documents, (provisions on) websites, user manuals, instructions 

and/or agreements relating to the services. 

-   Third-Party Payment Service Provider (“Third-Party PSP”) or Third-

Party Provider (“TPP”), it may be: 

• An Account Information Service Provider (“AISP”) carrying out 

activities referred to in Annex I, point 8 of the PSD 2 Directive, 

or 

• a Payment Initiation Service Provider (“PISP”), duly authorised 

by the competent authorities to carry out activities as referred 

to in Annex I, point 7 of the PSD 2 Directive. 

-  Benchmarks Regulation: Regulation (EU) 2016/1011 of the European 

Parliament and of the Council of 8 June 2016 concerning indices 

used as a reference in the context of financial instruments and 

contracts (...) and amending Directives 2008/48/EC and Regulation 

(EU) No 596/2014;  

-    CBPR 2 Regulation: Regulation 2021/1230 of 14 July 2021 on cross-

border payments in the Union, as amended; 

-   CRS regulation: law dated 18 December 2015 published in Memorial 

A – N° 244 on 24 December 2015, as amended from time to time, on 

the automatic exchange of financial account information (1) 

transposing Council directive 2014/107/EU of 9 December 2014 

amending Council directive 2014/16/EU as regards mandatory 

automatic exchange of information in the field of taxation and (2) 

amending the amended law of 29 March 2013 relating to 

administrative cooperation in the field of taxation; 

-   CSSF 16-07 Regulation: CSSF Regulation No16-07 relating to the 

extrajudicial resolution of claims, as amended; 

-    DAC 6 Regulation: law of 25 March 2020, published in Mémorial A–

No. 192 on 26 March 2020, as amended from time to time, relating 

to reportable cross-border arrangements and transposing Council 

Directive 2018/822 of 25 May 2018, amending Directive 2011/16/EU 

regarding the mandatory automatic exchange of information in the 

field of taxation in relation to reportable cross-border arrangements; 

-   FATCA regulation: law dated 24 July 2015 published in Memorial A N° 

145 on 29 July 2015, as amended from time to time, approving (1) 

the Agreement between the Government of the Grand Duchy of 

Luxembourg and the Government of the United States of America 

to Improve International Tax Compliance and with respect to the 

United States information reporting provisions commonly known as 

the “Foreign Account Tax Compliance Act”, including its two 

annexes, as well as the related “Memorandum of Understanding”, 

signed in Luxembourg on 28 March 2014, and (2) the exchange of 

the related notes, signed on 31 March and 1 April 2015; 

-   MiFID 2 Regulation: the Directive 2014/65/EU of 15 May 2014 on 

markets in financial instruments, European Regulation 600/2014 

(MiFIR) of 15 May 2014, Commission Delegated Directive (EU) 

2017/593 of 7 April 2016 and Commission Delegated Regulation (EU) 

2017/565 of 25 April 2016, as amended from time to time; 

-   Confirmation Availability of Funds (“CAF”): at the request of a 

payment service provider issuing payment instruments related to a 

card. This service is provided by a payment service provider 

managing the account to confirm immediately if the amount 

required to execute a card Payment Transaction is available on the 

Payer’s payment account; 

 -   Account Information Service (“AIS”): an online service provided by an 

AISP, at the request of the Payment Service User, providing 

consolidated information concerning one or more account payment 

services held by the payment service user either with another 

Payment Service Provider (PSP) or with more than one PSP; 

-    Payment Initiation Service (“PIS”): An online service provided by a 

PISP, at the request of the Payment Service User, which initiates a 

Payment Order relating to a payment account held with another 

Payment Service Provider (PSP); 

-  Payment Service: The Bank provides a payment service when it 

executes a payment made by the Payer such as a transfer or a 

standing order; when executing a payment initiated by the 

Beneficiary such as a direct debit; when it makes available to the 

Client the means of payment for initiating payments via 

Beneficiaries such as credit cards or payment cards; and when it 

makes available to the Client other means of payment such as 

checks, bank checks, ATM cards, or any other means of payment, or 

any other means of connection.   

- SEPA: Single European Payment Area; 

-   Payment services user (PSU): An individual or legal entity that uses a 

payment service as the Payer, Beneficiary, or both; 

- SWIFT: Society for Worldwide Interbank Financial 

Telecommunication; 

-  Remote selling: any contract for sale relating to financial services 

and/or products entered into between the Bank and the Client in the 

context of the purchase of an online service and/or product offered 

by the Bank which, for that contract, uses exclusively one or more 

remote communication techniques, until conclusion of the contract, 

including the conclusion itself of the contract, in particular via its 

website 

-   Worldline Financial Services:  Worldline Financial Services (Europe) 

S.A., 10, rue Gabriel Lippmann, L-5365 Munsbach, or any other entity 

subrogating or replacing it; 

-   User: a person authorised directly or indirectly by the Client to 

perform certain acts and/or give instructions, whether in written 

form, in person, via a channel or in any other way, for and on behalf 

of the Client; 

 -   Verification of Payee (or ‘VoP’): the service provided by the Bank in 

connection with Payment Transactions in euro (other than those 

processed and settled via a large-value payment system (such as, 

for example, RTGS and EURO1)) which enables the Client as Payer to 

verify whether the Unique Identifier and the name ((i) surname and 

first name for a natural person and (ii) legal or commercial name for 

a legal person), inputted by the Client, match. Alternatively, provided 

that (i) the payment initiation channel allows the Payer to initiate a 

Payment Order by providing an IBAN and data elements other than 

the Payee's name that unambiguously identify the Payee, and (ii) 

this verification is supported by, and available from, the Payee's PSP, 

it may be carried out on the basis of the IBAN and a legal entity 

identifier (LEI), fiscal  number or other unique European identifier as 

referred to in Article 16(1) of Directive (EU) 2017/1132, which 

unambiguously identify the Payee. 

 

These General Terms and Conditions use the standardised list of terms 

of the most representative services linked to a payment account. These 

fall within the meaning of the law of 13 June 2017 on payment accounts 

and European Directive 2014/92 of 23 July 2014 on the comparability 

of fees related to payment accounts, payment account switching, and 

access to payment accounts with basic features. In accordance with 

Article 7 of the said law, the Bank also uses commercial names to 

https://www.cssf.lu/
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designate some of these services and thus invites Consumers to refer to 

the following definitions to identify the corresponding terms. 

- Online banking: online access to the payment account made available 

to the Client by the Bank and designated in these General Terms and 

Conditions by the terms “Internet Access” and “Mobile access to the 

website”; 

- Authorised overdraft: the Bank and the Client agree in advance that 

the Client may borrow money when there is no money left in the 

account. The agreement determines the maximum amount that may 

be borrowed and specifies whether fees and interest will be charged to 

the Client. 

- Domiciliation: the Client authorises a third party (the recipient) to 

instruct the account provider to transfer a sum of money from the 

Client’s account to that of the Beneficiary. The account provider then 

transfers that amount to the Beneficiary on the date or dates agreed 

between the Client and the Beneficiary. The amount involved may vary. 

In these General Terms and Conditions, the term “domiciliation” is 

referred to by the terms “SEPA Direct Debit” and “B2B Direct Debit”; 

- Account statement: the Bank provides the Client with an account 

statement, referred to interchangeably in these General Terms and 

Conditions as a “statement” or “account statement”. The term “account 

statement” includes online statements and statements sent by post. 

- Provision of a credit card: The Bank provides a payment card linked to 

the Client’s payment account. The total amount of the transactions 

made using this card during an agreed period is debited either in whole 

or in part from the Client’s payment account on an agreed date. A credit 

agreement between the Bank and the Client determines whether 

interest will be charged to the Client in respect of the amount borrowed. 

In these General Terms and Conditions, the term may also be referred 

to as “VISA card”. 

- Provision of a debit card: The Bank provides a payment card linked to 

the Client’s account. The amount of each transaction made using this 

card is debited directly and in full from the Client’s account.  In these 

General Terms and Conditions, the card may also be referred to as “Visa 

Debit card”. 

- Standing order: the Bank makes regular transfers, on the Client’s 

instructions, of a fixed amount from the Client’s account to another 

account; 

- Cash withdrawal: the Client withdraws cash from the Client’s account.  

- Account management: the Bank manages the account used by the 

Client.  

- Transfer: the Bank transfers money, on the Client’s instruction, from 

the Client’s account to another account. 

A. General provisions 

Subject to any specific agreements or special regulations applicable to 

certain types of transactions, business relations between the Bank and 

the Client shall be governed by these General Terms and Conditions and 

any amendments which may be made hereto. 

The Client and the Bank shall comply with customary banking practices, 

unless otherwise stipulated in these General Terms and Conditions or in 

separate special agreements or regulations. 

The Client accepts these General Terms and Conditions upon entering 

into a relationship with the Bank. 

A.1. Account opening 

A.1.1. Duration of account 

Unless otherwise agreed, accounts shall be opened for an indefinite 

period. 

A.1.2. Client’s tax and regulatory compliance (particularly for the 

purposes of AML, anti-corruption rules, FATCA, CRS and DAC 6)  

The Client undertakes to comply with all laws and regulations in force, 

including with regards to tax, and to allow the Bank to comply with its 

own obligations in that regard, particularly for the purposes of 

complying with cooperation requirements between the relevant local 

and foreign authorities. The Client may not use the service provided by 

the Bank for activities or purposes which constitute a violation of the law 

or regulations in force or which may harm the reputation of the Bank or 

the integrity of the financial system.  

The Client agrees to fully cooperate with the Bank and to provide to the 

Bank, upon first request by the latter, all of the information and 

documents requested by it (i) pursuant to the law, regulations, 

guidelines or instructions issued by the competent authorities, or in 

accordance with the internal policies of the Bank in relation to the 

provision of its services (particularly for the purposes of anti-money 

laundering and countering the financing of terrorism regulation, 

sanctions, sustainability regulation, requirements in terms of vigilance 

obligations and knowledge of its clients, FATCA, CRS, DAC 6, or in relation 

to the provisions on financial instruments and investment services in 

accordance with section F. hereinafter), (ii) to comply within the 

relevant time frames with its duties to inform and produce reports 

according to the applicable legislation or respond within the given time 

frames to requests or requirements of local and foreign (fiscal and 

regulatory) authorities, (iii) to verify the Client’s identity, activities and 

objectives, (iv) to explain the reasons for the (envisaged) use of a service, 

origin of funds used for a service or transaction, and the economic 

nature (of the use) of a service or transaction, and (v) to comply with all 

other applicable laws and regulations as well as the Bank’s internal 

procedures. The Client confirms and undertakes that all information 

(that will be) provided to the Bank is accurate, complete and up to date.  

The Client must immediately, within 30 calendar days latest except 

where a shorter time frame is indicated by the Bank, inform the latter 

in writing of any modification relative to the information provided to the 

Bank, including but not limited to a change in his tax situation or to the 

information previously provided, accompanied by documents proving 

that change. The Bank may use the information provided by the Client 

until it receives notice of a change or update to the information 

provided. 

In addition, in the event that, during the process of opening an account 

or during the course of the banking relationship, certain indications lead 

the Bank to believe that the Client could have a tax status (including “US 

Person”, FATCA or CRS) different from that declared by the Client, the 

latter shall be obliged to respond promptly and at the latest within the 

time allowed in the request made by the Bank, to questions raised in 

connection with its status and provide the latter with any evidence or 

supporting document required by the Bank.  

The Client declares that he is informed that in the event of non-

compliance (at the Bank’s discretion) with the above terms and/or 

applicable rules, in particular in taxation matters, the Bank shall be 

entitled to report the relationship to the authorities, withhold any 

applicable taxes, suspend any operation or service concerned and 

where applicable, sell any financial instruments or other securities and 

assets affected by these tax or regulatory obligations, without any 

notification or prior notice, and without the Client being able to demand 

compensation.  

The Client undertakes with regard to the Bank to comply with his tax 

obligations with regard to the authorities in which he is liable for tax, 

including but not limited to in relation with the assets lodged and/or 

held with the Bank and/or managed by it. The Client must proactively 

request from the Bank all necessary documents for compliance with all 

of its tax obligations. In the event that the Client is not the ultimate 

financial beneficiary of the assets held with the Bank, he undertakes to 

inform the latter of the obligation and shall ensure that this person 

complies with the same commitment. The Client’s attention is brought 

to the fact that holding certain assets may have tax consequences 

irrespective of the place of its tax residence. The fact that the Client does 
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not comply with his tax obligations may incur financial penalties and 

criminal sanctions, according to the applicable legislation in the country 

or countries in which the Client is liable for tax. 

The Client acknowledges that tax status (including for the purposes of 

the applicable American rules, where applicable), FATCA, CRS or DAC 6 

determined by the Bank does not in any case constitute a tax advice. 

The Client expressly acknowledges that as part of its obligations the 

Bank may have to communicate some information that it is aware of, 

holds or controls concerning cross-border provisions that must be 

declared, certain personal data concerning him and/or financial 

beneficiaries (including any information regarding his tax status and/or 

tax residence) as well as his accounts.  In such a case, the Bank may 

disclose such information automatically, or upon request, as 

circumstances may require, for conditions to be fulfilled, to the local or 

foreign authorities, including tax authorities. 

Failure to respect any of the undertakings set out in this Article A.1.2., 

the Bank shall be entitled to terminate the relationship and any other 

contract in force with the Client without further notice and/or apply any 

withholding of tax (WHT) imposed by any applicable law or regulation. 

The Bank shall in no event be held liable for the harmful consequences 

of an omission to transmit this information or of a false or erroneous 

declaration made by the Client.  

A.1.3. Obligations relating to automatic exchanges of information in 

relation to cross-border arrangements (DAC 6 Regulation) 

 The Client is informed that where the Bank is required to declare a 

reportable cross-border arrangement concerning the Client, the Bank 

will be required to communicate the unique reference number 

(“Arrangement ID”) to any person of which it is aware, which is subject 

to the obligations under the DAC 6 Regulation, and to any other person 

of which it is aware, which may be subject to equivalent obligations in 

another Member State of the European Union, whether it is another 

intermediary, or a concerned taxpayer, resident or established for tax 

purposes in Luxembourg, or in another Member State. 

In the event that (i) in the context of the relations between the Bank and 

the Client, a reportable cross-border arrangement has been identified  

and the Client wants to declare it or have another reporting 

intermediary declare it, or (ii) in the context of a declaration of a cross-

border arrangement where, the Bank is identified as an Intermediary 

within the meaning of the DAC 6 Regulation, the Client agrees to inform 

the Bank as soon as practicable (and at the latest within thirty days of 

the filing of the declaration), and to submit any and all appropriate 

documents to the Bank, as may be required by the DAC 6 Regulation 

and by the Bank’s internal procedures, in order to demonstrate that the 

reportable cross-border arrangement has been declared to the 

competent tax authorities, in particular but not exclusively the unique 

reference number (“Arrangement ID”) issued by the competent tax 

authorities following good receipt of the declaration. 

A.1.4. Entry into force of the application to open a banking 

relationship 

Accounts will be activated once the Bank has approved the application 

to open a banking relationship by informing the Client of the Client 

number and subject to the Bank’s receipt of all documentary evidence, 

information required by legal or regulatory provisions or deemed 

necessary to fulfil its obligations. The Client agrees to provide accurate 

data to the Bank upon first request, to inform the Bank with no delay of 

any change in such data, and to provide the Bank upon request any 

additional information it deems useful in the context of maintaining the 

banking relationship. 

Moreover, an application to open a banking relationship shall be seen as 

accepted only after the first movement of funds by the Client on any of 

the accounts linked to his Client number and will be definite at the latest 

fourteen calendar days after signature of the application by the Client. 

A.1.5. Opening of accounts/sub-accounts by the Bank  

The Bank is authorised to open any account or sub-account in euro or 

in a foreign currency that it deems to be required for the processing of 

the Client’s transactions. Unless otherwise instructed in writing by the 

Client, the accounts or sub-accounts thus opened will follow defined 

rules, with regard to management power and postal arrangements in 

force at the time the Client entered into the relationship or alternatively 

at the time of opening the first account of this type. The Bank reserves 

the right to request the Client to sign supplementary documentation 

specific to the nature of the account thus opened. 

A.1.6. Changes in status, capacity, persons, and addresses 

Notwithstanding any other publication or registration procedure, in 

order to be binding on the Bank any change in the status, name, 

company form, address (including email address and primary residence 

address), country of tax residence, US citizenship status, FATCA, CRS or 

DAC 6, telephone numbers, capacity, powers or legal position of account 

holders, joint account holders, proxies or representatives, or pertinent 

information relative to the economic beneficiaries, shall be notified to 

the Bank in writing or via the Internet Access of the Client as soon as 

possible. Failing to do so, the Client shall bear sole liability for any 

consequences in general which may arise as a result. The Bank shall not 

incur liability until the end of the fifth Business Day following receipt of 

notice of such a change. In particular, in the event of a change of 

primary residence outside the Grand Duchy of Luxembourg, the costs 

and charges incurred by the Bank to carry out the necessary formalities, 

notifications and/or reporting with the local administrations and 

authorities of the new country of residence (including but not limited to 

external consulting, notary and legal fees), shall be invoiced in full to the 

Client. The Client irrevocably and unreservedly accepts that the entirety 

of the fees incurred by the Bank shall be invoiced to the Client. 

A.1.7. Transfer of information to the Belgian Central Contact Point 

Every Belgian resident client grants his express and irrevocable consent 

to the transfer by the Bank to the Central Contact Point (CCP) of the 

National Belgian Bank of the information indicated in article 4-3 of the 

Belgian Law of 8 July 2018 as amended concerning any financial 

contract signed between the Bank and the Client (regardless of the 

place of negotiation or signature of the contract).  

Financial contracts are covered including, among others, mortgage loan 

contracts, consumer credit contracts, safe deposit box rental contracts, 

investment services contracts, life insurance contracts and leasing 

contracts (regardless of the place of negotiation and/or signature of the 

contract). The Client is also informed that the database containing this 

information is managed by the National Bank of Belgium (BNB) whose 

registered office is at Boulevard de Berlaimont 14, B-1000 Brussels, and 

that he has the right to consult this data with this institution. The 

purpose of such data collection and processing is to rapidly, in 

compliance with the conditions imposed by Belgian law, provide the 

necessary information to the authorities, persons and bodies that the 

legislator has already authorised and may in the future authorise to 

request this information within the framework of their missions, 

including in particular the fight against tax fraud and evasion, money 

laundering and the financing of terrorism and other criminal offences, 

as well as notarial research within the framework of drawing up 

inheritance declarations. 

A.2. Powers to operate account 

A.2.1. Accounts opened in the name of two or more account holders 

shall be held indivisibly or joint account, with or without power of 

attorney(ies). 

A.2.1.1. Undivided account 

Unless otherwise agreed and without prejudice to article C.8. below, 

accounts and assets in the name of several holders are managed under 

their joint signatures.  

Between all joint holders of a single account, there will be joint and 

several liability for all associated obligations. 
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All correspondence or information sent to one of the joint holders of the 

joint account is considered as having been sent to all the joint holders.  

A.2.1.2. Joint and several account 

It is an express and essential stipulation that each holder of an account 

held jointly and severally shall have the right, subject to that holder's 

signature alone, to freely dispose of all credit sums or securities held in 

that account.  Consequently, each joint account holder, individually and 

independently of the other joint account holders, is entitled to dispose 

of any funds and securities, prohibit such use at his discretion, order the 

sale of existing securities or buy new ones, exercise his subscription 

rights, issue cheques or make deposits and constitute any lien, in other 

words to dispose of the account, in law and in fact, as if he were the sole 

account holder.  

Each account holder may appoint or dismiss any agent and close any 

account. All transactions generally, all payments made by the Bank 

under the sole signature of one of the joint and several creditor 

depositors, shall fully discharge it in respect of the other account 

holder(s), as in respect of the signatory, any deceased party(ies) or 

heirs, even if minors, and/or their representatives, as well as in respect 

of any third parties. 

Similarly, each joint account holder may subscribe to any product or 

service enabling payment services in respect of said account (including, 

but not limited to, a request for a Visa Debit and/or Visa payment card 

or Internet Access, etc.), it being understood that transactions carried 

out in this way as well as the terms and conditions applicable to these 

services shall be enforceable on other account holders and their heirs 

and assigns, each account holder undertaking to inform the others, at 

the entire discharge of the Bank which shall have no information 

obligation in this respect.  

Furthermore, each account holder is entitled to delegate his rights to a 

proxy. The latter can be revoked individually by any other account 

holder.  

Subject to the fiscal regulations or legislation in force, each account 

holder shall retain all his rights to use the account, individually and 

independently from the other account holders, in the event of the death 

and incapacity of one or more account holders. This is not the case if 

the deceased joint holder(s) was (were) residents of the Grand Duchy of 

Luxembourg as defined by the Luxembourg fiscal law. Upon receipt of 

the knowledge of their death the current legislation compels the Bank 

to block the account(s) and to inform the indirect taxation department 

(Administration de l’Enregistrement et des Domaines) of their various 

account balances. 

In the event of the death of one or several account holders, all funds 

and assets may by remitted upon the signature either of a surviving 

account holder or of the eligible claimants of the deceased account 

holder, subject to the relevant legal or statutory regulations. 

Each account holder has the right to block the use of the account by 

individual account holders. From the moment of receipt of this request 

in writing, the account may only be operated with the joint agreement 

of all the account holders. The Bank’s responsibility shall, however, only 

be committed at the end of the fifth Business Day following receipt of 

the request. 

The joint and several liability clause relates solely to the right of disposal 

of joint account holders vis-à-vis the Bank, irrespective of their internal 

relationships, with particular reference to the ownership rights of joint 

account holders and their legal assigns. 

All correspondence or information addressed to one of the account 

holders shall be considered as having been addressed to all the account 

holders.  

A.2.1.3. Power of attorney 

Barring gross negligence, the Bank shall not be held liable for the 

consequences which may result from the forgery, imprecision, or 

incompleteness of powers of attorney which may be presented to it or 

from revocation notices of such powers of attorney. 

The powers of attorney which one person grants to another shall be 

considered as valid from the moment they are deposited with the Bank 

until they are revoked by written notification to the Bank by registered 

letter or presented to the Bank against a written receipt. However, the 

Bank shall only be held liable after the end of the fifth Business Day 

following receipt of the power of attorney or the revocation document. 

The Bank is authorised to refuse a power of attorney if it has any doubts 

concerning its origin, authenticity, nature or for any other reason. 

Powers of attorney shall cease to have effect with regard to the Bank, 

following the occurrence of one of the causes stipulated in article 2003 

of the Civil Code or any similar circumstances for a legal entity 

(including, without limitation death, unless agreed otherwise, 

interdiction, entry into liquidation, dissolution, bankruptcy of the 

account holder or the proxy or of the principal), on the fifth Business Day 

after the Bank shall have been informed thereof, although it shall not 

be required to gather such information itself. 

The Bank reserves the right, without any obligation on its part, to accept 

any substitution of a proxy that may also be notified to it in writing. By 

acting in such a manner, it shall not accept any liability. 

The Bank makes power of attorney forms available to its Clients, such 

as postal mandates and general power of attorney. It reserves the right 

to disregard any powers of attorney that may have been granted in any 

other form. The same shall apply to powers of attorney in which the 

description of powers may be too complicated to be managed by the 

Bank. 

A.2.1.3.1 Postal mandate 

With a postal mandate the Client authorises the Bank to deliver all 

account statements, records and advice notes relating to the specified 

Client number(s) and any other correspondence addressed to him to 

the person(s) he designates as his authorised “Information Mandate 

Holder(s)” by any means of communication allowed under these Terms 

and Conditions. If the information mandate holder(s) has/have signed 

an Internet banking contract, they can have online access to consult 

those statements, records and advice notes relating to the Client 

number(s).  

A.2.1.3.2. General power of attorney 

With a general power of attorney, the Client authorises the proxies he 

designates to make in his name and on his behalf all deposits, transfers, 

payments, withdrawals and other transactions on the specified Client 

number(s) or account(s). Moreover, the Client authorises his proxies to 

request interest capitalisation on and/or close his accounts, determine 

balances, issue, and accept all receipts and discharges, order the 

purchase and sale of securities in the name of and on behalf of the 

Client and duly carry out any banking transactions whatsoever. It is 

understood, however, that the Bank reserves the right to require the 

Client’s signature(s) in such matters at its discretion. Unless expressly 

excluded in writing by the Client, a general power of attorney also 

authorises the Bank to issue all account statements, records, advice 

notes and any other correspondence relating to the account(s) 

specified in the power of attorney to the proxy(proxies). If the 

information mandate holder(s) has/have signed an Internet banking 

contract, they can have online access to consult those statements, 

records and advice notes relating to the Client number(s). 

A.3. Communication between the Client and the Bank and 

transfer of information 

A.3.1. Correspondence addressed to the Client and the choice of 

applicable language 

Where communicating in writing with the Client, the Bank undertakes 

to use the (French or English) language that the Client chooses when 

entering into the relationship with the Bank or, where applicable, 

subsequently. 

If the Bank provides the Client with a simplified B2 language version of 

these terms and conditions, this simplified version is not binding. The 

Bank shall be bound solely by the provisions hereof.  

https://www.cssf.lu/


 

General Terms and Conditions of the Bank 

(Retail & Private Banking)  
Issuing Date: 1st August 2025 

Page 7/74 

 

Under the supervision of the Commission de Surveillance du Secteur Financier (CSSF), 283 route d'Arlon, L-1150 Luxembourg, www.cssf.lu, Tel. +352 26 25 11 

ING Luxembourg, Société Anonyme 

26, Place de la Gare L-2965 Luxembourg 

R.C.S. Luxembourg B. 6041 

VAT LU 11082217 

Phone: + 352 44 99 1 

 

www.ing.lu 

BIC: CELLLULL                                     
 

Unless otherwise stipulated, these General Terms and Conditions, 

contracts, forms, tariffs and other documents will be made available to 

the Client or signed with the latter in the language of communication 

chosen by the Client. In the absence of choice, the Bank will use French. 

The Client certifies that it understands and is fluent in the language 

concerned. Without prejudice to articles A.3.3, B.8.1, F.1.3.4. and F.1.3.5. 

of these General Terms and Conditions, any correspondence addressed 

to the Client shall be sent, free of charge, through the Client’s secure 

messaging service, accessible via Internet.  

For Clients without Internet Access or whose Internet Access is refused 

by the Bank, correspondence addressed to the Client shall be sent 

according to the terms agreed in the account opening document or 

subsequently. Where there is more than one account holder, and 

irrespective of the respective powers which they hold, each holder is 

authorised to change the postal address(es) for the account alone, as 

well as the email address(es) as indicated in Article A.3.3. 

All communications shall be validly made to the Client where they are 

sent to the Client’s last known address by the Bank. 

In the event of a communication being returned to the Bank, indicating 

that the recipient is unknown at the address given or that the recipient 

no longer lives there (or in case of change of registered address), the 

Bank will have the right, under the Client’s full liability regarding the 

consequences which may result, of retaining this communication in its 

files, as well as any following mail addressed to this Client at the same 

address. 

The proof of the transmission of the correspondence to the Client and 

the date of transmission are deemed to be established by the Bank’s 

production of a copy or duplicate of the correspondence, including 

documents in electronic form.  

At the Client’s request and subject to the payment of fees fixed in the 

Bank’s tariffs in force at the time, the Bank shall hold, for up to one year, 

any correspondence and make it available for collection from the duly 

appointed branch. At the end of this period, the Bank has the right to 

destroy any unclaimed documents. 

The correspondence held for collection is deemed to have been received 

by the Client on the day after the date indicated on the document 

independently of whether or not the Client has seen or been aware of 

the documents and even if this concerns formal notices, time limits and 

any other communication with negative consequences for the Client. 

Notwithstanding any provision to the contrary, the Bank reserves the 

right but is not bound to contact the Client wherever it believes the latter 

might be found and by any method which it deems appropriate, to send 

important information concerning the Client’s accounts directly to the 

Client’s last known postal or email address and to send the Client any 

correspondence held for collection whenever it deems such action 

necessary. The Client shall refrain from making any claims for 

compensation in respect of the prejudicial consequences of any such 

contact thus made or correspondence thus dispatched. 

The Bank shall not be answerable for damage or other consequences 

which may be caused by the non-receipt of the Bank’s correspondence 

resulting from following the Client’s instructions concerning the 

communication methods, the dispatch, the delivery of the 

correspondence to a third party or the granting of a right of inspection, 

as well as consequences resulting from the method of communication 

used or from the failure to collect the correspondence kept for him by 

the Bank.  

The evaluations provided on any statements, reports and/or valuations 

of security portfolios issued by the Bank are supplied to the Client on an 

information only basis, all errors and / or omission excepted. These 

evaluations are based on financial data provided by external suppliers 

which are carefully selected by the Bank but over which it has no 

control. Except in the case of gross negligence on its part, the Bank shall 

under no circumstances be held liable for ensuring that the evaluations 

provided are up-to-date, complete, reliable or of good quality or for the 

direct or indirect consequences of the use of said information by the 

Client. The Client releases the Bank from all liability if the external 

suppliers fail to provide the relevant financial data in time. 

The Client is required to read account statements and other letters 

addressed to him by the Bank on a regular basis and at least every 30 

(thirty) days, irrespective of the method of communication or 

transmission agreed between the Client and the Bank. 

The Bank shall inform the Client of Payment Transactions, including the 

costs, fees, and the balance in his account. 

The Client accepts, when the law allows the transmission of information 

by electronic means (in particular by email or on an Internet site), that 

the Bank can consider that the Client has access to the internet if the 

Client has communicated to the Bank an address e-mail or if the Client 

has requested to have internet access.  

Notwithstanding the Client’s withdrawal of all consents to receive 

commercial communications, the Bank shall retain the right to convey 

general information pertaining to the products or services to which the 

Client has subscribed. 

A.3.2. Correspondence addressed to the Bank 

Unless otherwise agreed, any notice or correspondence addressed to 

the Bank shall be sent to its registered office or to the fax numbers or 

email addresses indicated by the Client’s account manager or, failing 

this, to the following fax number or email address:  

fax: +352.44 99 82 20; email address:  contactcenter.lu@ing.com 

The Bank shall not be held liable for the authenticity, validity, 

translation, or interpretation of any documents delivered to it except in 

the case of gross negligence on its part. The Client guarantees the 

authenticity and conformity of any document sent by him or his proxy 

and undertakes to inform the Bank of any significant change to these 

documents. Failing which, the Client alone shall be liable for all the 

consequences generally which might arise as a result. 

In the event that documents are submitted in a language other than 

French or English, the client shall have them accompanied by a certified 

translation into one of the aforementioned two languages. 

A.3.3. Communication by email 

Any Client providing his email address to the Bank thereby expressly 

and specifically agrees to communicate with the Bank via his email 

address and is therefore also ready to receive information, notably 

confidential information, by this means in accordance with article 

A.5.2.1, and agrees to inform any other joint holder(s) of the account in 

particular of the email address(es) with which the Client wishes to 

communicate. 

The Client declares that he has been duly informed by the Bank about 

the consequences linked to communicating by email over the 

unsecured network, and that he is duly aware of the risks linked to this 

means of communication, in particular: 

- risks relating to integrity and interception: the transmission of 

emails cannot be guaranteed, as information transmitted over the 

unsecured internet may be incomplete or manipulated or contain 

viruses. Furthermore, information transmitted in this way may be 

intercepted or copied by third parties. Consequently, the Bank 

accepts no liability for any disclosure that may result from the 

transmission of (an) email(s);  

- risks relating to interruption, delay, or loss: the information 

contained in an email may be lost or destroyed or arrive late. 

Consequently, the Bank cannot be held liable for any delay or loss in 

the transmission of messages (sent or received) or for any possible 

consequences thereof. 

- absence of confidentiality: the information contained in the 

messages and/or attachments of transmitted emails, although it is 

for the exclusive attention and use of the individuals or entities to 

whom the emails are addressed via the email address(es) 

communicated, is transmitted over the internet without any specific 

encryption procedures. In the event that an email is sent by the 

Bank, the Bank also has no control over the persons who have or will 
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have access to the inbox relating to the email address(es) 

communicated by the Client.  

The Bank is expressly authorised to transmit, at the Client’s request, via 

the email address(es) communicated, any type of information or 

document that may contain, in particular, personal data and/or 

information relating to all the accounts that the Client holds or jointly 

holds, now or in the future, with the Bank, as well as information relating 

to the assets held or to be held with the Bank or the transactions 

effected or to be effected with or in connection with the Bank.  

These documents or this information include(s), in particular, all 

contracts, applications to open an account, transaction confirmations, 

account statements, reports on the status of the Client’s assets, credit 

or debit card applications or subscription applications for any products, 

services or credit facilities from or via the agency of the Bank, or other 

information sheets on such products, services or loans. 

The Bank nevertheless remains free to decide on the types of 

documents or information it is prepared to communicate via email, 

without incurring any liability in respect of the choice it makes.  

The Client therefore declares that he is aware of and accepts all the risks 

linked to the lack of security associated with this means of 

communication, which cannot guarantee the confidentiality of the 

information or exclude all risks of fraud and may have direct financial 

impact. Consequently, the Client releases the Bank from liability for any 

adverse consequences that may result from its use. 

In order to avoid these risks, the Bank recommends the use of secure 

messaging, which is available via an Internet Access, as referred to 

under point C.8 below.  

The Client, in full knowledge of the facts, further authorises 

communication by email between his legal representative(s) and/or 

proxy (proxies) and the Bank, as well as between the Bank and any 

professional third parties providing services to the Client, including but 

not limited to Paying agents, domiciliary agents, brokers, fund 

administrators, (alternative) investment managers, investment 

advisors, barristers, auditors, notaries or solicitors. 

The Client undertakes to inform the Bank and any account joint holder 

immediately, of any change of his email address(es) or those of his legal 

representative(s), proxy(ies) and service provider(s) previously 

communicated to the Bank. He will do so by fax, post or any other 

means of communication approved in advance by the Bank.  

A.3.4. Unsolicited marketing correspondence 

If the Client has manifested his will in writing or by any other means 

authorised by the Bank, to receive commercial communications, the 

Client expressly and specifically consents that the Bank send him, by all 

agreed means of communication, including email, other unsolicited 

marketing communications that may or may not promote the Bank’s 

services or image directly or indirectly, that it deems useful or necessary 

in the context of its relations with the Client. 

Marketing operations and offers include in particular (1) sending 

information letters, press releases, announcements of events and 

similar communications to the Client concerning the products the Bank 

proposes; (2) promoting his products or services; (3) soliciting the 

Client’s opinion concerning the improvement of his products or services; 

(4) communication of third-party offers related to his products or 

services that might interest the Client.   

A.3.5. Dispatch and transportation of valuables 

The valuables and documents of whatever nature, dispatched to or by 

the Bank, travel at the expense and risk of the Client who dispatches 

them or to whom they are dispatched or on whose behalf they are 

dispatched. Delivery at or collection from the Client’s domicile shall also 

be at the expense and risks of the Client. 

The Bank may take out, at the charge of the Client, any insurance it 

deems necessary for dispatching to or collecting valuables from the 

Client’s domicile without any obligation in this regard. 

Dispatches can also be insured at the express request of the Client and 

at his expense. The Bank shall take out such insurance with the 

insurance company of its choice. The Bank shall not accept any liability 

in this regard. In the event of loss, the involved parties shall only be 

entitled to the indemnity paid to the Bank. 

A.3.6. Service Alerting 

The Bank is authorised to send the Client important alert messages to 

the email address provided by the Client or by way of notification on his 

smartphone. The Client may also manage his alerts and customize 

them in his application allowing him, for example, to be informed of any 

movement on his account, or if the balance of the account reaches a 

predefined limit.   

This account information, sent by means of an alert, is provided on an 

information basis only and does not constitute an account statement. 

This information is also provided without any commitment or 

responsibility on the part of the Bank on the basis of elements that the 

Client will have configured himself in the secure space. This information 

has no contractual value. Only account statements and contract 

documents are binding with respect to the Bank.  

If the e-mail address for which the alerting service is enabled is no longer 

active, the Client shall not be informed of the failure to deliver  

the e-mail, and the Bank may not be held responsible for any technical 

incident and harm that may arise. 

The Client may disable the alerting service at any time.   

The Client may refuse such notifications on his smartphone by 

modifying the relative settings of his smartphone’s operating software.   

The Bank is authorised to terminate the service at any time unilaterally. 

A.3.7. Provision of information 

The Client shall promptly provide the Bank with any information the 

Bank may require in order to establish the elements referred to in these 

General Conditions, to comply with the regulations in force, and for any 

other reason. The Client will notify the Bank of any material change to 

this information. 

A.3.8. Archiving  

The Bank shall keep the originals or copies of these documents, this 

correspondence, and the archives for a period in accordance with the 

legal provisions.  

A.4. Signatures 

A.4.1. Signature specimens 

Holders of any account on the books of the Bank as well as their proxies 

are required to lodge a specimen of their signatures, once they enter 

into a business relationship with the Bank. 

In the case of legal entities, the signature specimens that are to be 

supplied are those of the persons authorised to deal with the Bank, in 

accordance with the articles of association of the company or validly 

empowered to do so.  

As far as the conformity of signatures with the specimen is supplied, the 

Bank shall only be liable for gross negligence. 

Any change in the type of signature of the holder or his proxy must be 

lodged as a new specimen with the Bank, failing which the Bank cannot 

be held liable for any loss or damage linked to the non-conformity of 

the specimen initially remitted to the Bank. 
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A.4.2. Electronic signatures 

If the hand-written signatures have been replaced by a method of 

personal and confidential electronic access, such as an electronic 

signature, the entry of a confidential and personal identification 

number (PIN), or the entry of other specific identification elements, 

notably in the transactional section of the Bank’s website, the said 

electronic signature and the electronic identification process shall bind 

the holder with the same value as the hand-written signature. The 

holder of this PIN or the specific identification elements undertakes to 

keep them secret and inaccessible to third parties, including for the 

avoidance of doubt, any proxy or third-party service provider of the 

Client. 

The account holder shall be liable towards the Bank, both in respect of 

himself and in respect of any minors over whom he exercises parental 

authority, for all direct or indirect consequences resulting from the 

disclosure of the personal identification number or the specific 

identification element. He shall be liable for any misuse of this electronic 

signature and shall indemnify the Bank for any resulting loss or 

damage, even in the event of transfer of said identification elements to 

any third party authorised by him.  

For all instructions, contracts and communications issued or accepted 

by these electronic means, the Client accepts that his electronic 

authentication or that of a User acting on the Client’s behalf constitutes 

the proof of his consent and his identity, and that it has the same value 

of proof as a document signed in handwriting by the Client or User. 

A.4.3. Bank’s authorised signatures 

All discharges, receipts or other documents evidencing a commitment 

of the Bank may only be used against the Bank if they are signed by 

persons duly authorised to bind the Bank. The list of all authorised 

signatories, indicating their powers and a specimen of their signature 

can be obtained upon request from the Bank and from the Trade and 

Companies Register. 

A.5. Form, execution and evidence of instructions 

A.5.1. The Bank may subject the settlement of any transaction with its 

Clients to the provision of any information and supporting documents it 

may deem necessary relating in particular to its legal obligations 

relating to the fight against money laundering and against the 

financing of terrorism. 

Any change to any aspect of this information must be notified in writing 

to the Bank immediately, signed by the Client and accompanied by the 

necessary supporting documents. 

A.5.2. Form of instructions 

The Bank provides its Clients with various forms to be used for the 

provision of orders. However, the Bank may but is not bound to agree to 

execute orders provided to it in any other written format. In such a case 

the Bank may levy an additional charge in accordance with its tariff in 

force. 

The Bank can agree to receive instructions from its Clients via electronic 

mediums under the terms of a specific reciprocal agreement, or where 

the document “acceptance of communication by electronic means” is 

signed (formerly entitled “electronic quittance by telephone, fax or any 

other means of communication”). 

For the sake of clarification and provided that the Client does not refuse 

to communicate with the Bank electronically in accordance with article 

A.5.2.1. The Bank is expressly authorised, but is not required, to execute 

a written instruction from the Client or the Client’s authorised 

representatives transmitted in the form of a scanned copy as an 

attachment to an e-mail.  

A.5.2.1. Acceptance of communication by electronic means  

By agreeing to communicate electronically, the Client authorises the 

Bank to execute all orders, he or his designated mandate holder(s) 

transmit to the Bank in writing, but also and without specific contrary 

convention, by fax, telephone, Swift, in the form of a scanned copy as 

an attachment to an e-mail or by any other means of communication 

agreed upon in advance by the Bank (hereinafter known as the “means 

of communication”).  

The transmission of orders by simple e-mail is expressly prohibited. 

However, the Bank reserves the right, without being under any 

obligation, to agree to execute such instructions in exceptional cases, 

with the Client being fully aware of the risks, in particular those set out 

below in this article. 

The Client declares, unless expressly excluded in writing by the Client, 

that he wants to communicate with the Bank and receive information, 

notably confidential information, from the latter through his e-mail 

address provided in the initial Request to open a banking relationship or 

in all subsequent correspondence sent to the Bank. He authorises his 

mandate holder(s) to do likewise. 

The Client declares that he has been duly informed by the Bank about 

the consequences linked to communicating by email over the open 

network of the Internet, and that he is duly aware of the risks linked to 

this means of communication, in particular the risks indicated in Article 

A.3.3 hereof. 

The Client, in full knowledge of the facts, further authorises 

communication by e-mail between the Bank and professional third 

parties providing services to the Client, including but not limited to 

paying agents, domiciliary agents, brokers, fund administrators, 

(alternative) investment managers, investment advisors, barristers, 

auditors, notaries or solicitors. The Bank draws the Client’s attention to 

the fact that there is no guarantee of integrity and security with such 

means of communication which therefore cannot guarantee banking 

secrecy. 

The Client undertakes to inform the Bank and any account joint holder 

immediately of any change of his email address(es) or those of his legal 

representative(s), proxy(ies) and service provider(s) previously 

communicated to the Bank. He will do so by fax, post or any other 

means of communication approved in advance by the Bank. 

The Client declares that he is aware of and accepts all the risks relating 

to the use of these means of communication. He will assume sole 

responsibility, under all circumstances, for any detrimental effects that 

may result from the transmission of confidential information by these 

means of communication and from acceptance and execution of such 

instructions by the Bank, particularly with regard to any errors, 

omissions or delays that might occur in their execution. Furthermore, 

the Client renounces the right to take any legal action whatsoever 

against the Bank so that there will be no prejudice to the Bank in 

connection with the execution of such instructions or the use of such 

means of communication. 

The Client considers the execution of such instructions by the Bank as 

valid and accepts that these instructions thus given are binding upon 

him and that the records of the Bank are sufficient to prove the 

instructions have been executed as they were given.  

If necessary and in contravention of article 1341 of the Civil Code, the 

Bank shall be allowed to provide evidence of such instructions by any 

legal means, notably by giving testimony.  

The Client declares that he is aware that, for all instructions sent by 

these means of communication, he may not be in possession or only be 

in partial possession of the information that the Bank was able to 

provide the Client concerning the proposed transaction. The Client 

releases, to the fullest extent permitted by applicable law, the Bank 

from any and all liability for the consequences of carrying out the 

Client’s order without information, without prejudice to the Bank’s legal 

obligations applicable for certain remote transactions. 

The Bank has the option, but is not obliged, to request any information 

from the person giving the instruction to confirm the latter’s identity. 

The Bank is authorised to refuse to execute any instructions given by 
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these means of communication if it has any doubts about the identity 

of the person giving the order or the authenticity of the instructions. The 

Bank will incur no liability under such circumstances.  

The Client acknowledges and accepts that any signed document 

received by the Bank by fax or any other means of communication 

agreed upon in advance by the Bank will have the same legal effect and 

the same probative force as an original. 

The Client declares having been informed that the Bank may record 

instructions given by telephone as stated in its General Terms and 

Conditions, and the Client will undertake to inform his mandate 

holder(s) of this fact. 

This waiver will remain valid until revoked in writing, with a letter served 

by recommended delivery to the Bank or remitted to the Bank in 

exchange for a receipt. The Bank’s responsibility may however only be 

engaged upon expiry of the fifth Business Day following receipt of the 

notice of revocation. 

A.5.3. Execution, blocking, suspension or refusal of orders, 

transactions and Information access requests.  

The Bank is authorised to act on instructions given by or on behalf of the 

Client and to execute orders and transactions in accordance with the 

information contained in such instructions. This clause applies to all 

orders received by the Bank, including stock market, and securities 

orders and Payment Orders (and to transactions arising therefrom). 

Without prejudice to the other applicable provisions hereof, the Bank 

may (in whole or in part) refuse to execute, initiate, transfer or suspend 

the execution, initiation or transfer of any order, transaction or any 

Information access request, or block the Client's accounts, in particular 

if: 

(i) the order is not authorised by the payment service offered by the 

Bank and/or authorised on the account in question, as well as in case of 

any order in a currency not authorised by the Bank in its current tariff, 

or not freely available, at the time of the Payment Transaction; 

(ii) the order or request is incomplete, incorrect or ambiguous or does 

not comply with the provisions applicable to the service; 

(iii) there are unusual circumstances with regard to the form of a 

transaction or order, its amount, its reference or any other 

characteristic of the order or transaction which give rise to a suspicion 

that it does not come from the Client, is a forgery or has been altered, 

or more generally, if there is any doubt as to the validity, authenticity 

or legality of the order, transaction or Information access request or as 

to the identity or authority of the person issuing it; 

(iv) a Payment Order, Payment Transaction or Information access 

request is received via a third-party PSP and there is doubt as to the 

identity or authority of that party or there is a suspicion of unauthorised 

or fraudulent access to the account or a suspicion of unauthorised or 

fraudulent initiation of a Payment Order, Payment Transaction or 

Information access request by that party;  

(v) the relevant User's power of attorney has been amended, revoked 

or is otherwise no longer valid; or 

(vi) the available balance on the account is insufficient or the Payment 

Order exceeds any applicable limit; or 

(vii) the account is blocked or seized; 

(viii) persons, banks, or countries with bad reputation are involved in the 

transaction; 

(ix) a security interest, right of set-off or right of retention exists on the 

account concerned; 

(x) the order, transaction or Information access request violates an 

applicable law or regulation, a list of (inter)national sanctions or the 

Bank's internal policy, or the Bank considers that there is a risk that such 

order, request or transaction may violate the law or any obligation or 

regulation with which the Bank is bound or has undertaken to comply 

with (in particular legislation on the fight against money laundering and 

the financing of terrorism, and more particularly with regard to its 

Know-Your-Customer obligations);  

(xi) the order, transaction or Information access request violates or 

infringes an agreement between the Bank and the Client or, more 

generally, if the Client is in breach of any obligation towards the Bank, 

whether under these terms and conditions or under any other 

agreement or declaration; 

(xii) the order, transaction or request for information does not comply 

with the Bank's form, format and/or other requirements; 

(xiii) the Client is charged or is the subject of a criminal or regulatory 

investigation or conviction; 

(xiv) the Bank establishes that the Customer has made false or 

incomplete declarations, or that the transactions do not comply with 

the profile, with the declarations made when the relationship was 

established or during any subsequent visit, or that they do not 

correspond to the Client's usual transactions; 

(xv) there is a suspicion of money laundering, breach of sanctions or 

fraud or a suspicion of unauthorised or fraudulent use, or irregularities 

relating to the security of an ING payment instrument or Payment 

Service, or a risk of fraud, until it is clear that this suspicion or risk is 

unfounded; and  

(xvi) there is a case of force majeure. 

The Client accepts full liability for any errors, omissions or ambiguities 

contained in such information which may lead to the refusal or the 

incorrect or delayed execution of the order.  

In case of doubt the Bank reserves the right to demand written 

confirmation of instructions which are given to it. It may keep such 

instructions pending until receipt of such written confirmation. 

The Client shall bear all the consequences of the delay or failure to 

execute the order. 

The Bank reserves the right, without any obligation on its part, to 

request such information as it deems necessary from the principal of 

the transaction to confirm his identity and to explain the economic 

nature of the transaction. 

To the fullest extent permitted by applicable law, and without prejudice 

to the liability provisions in the section on Payment Services hereof, the 

Bank shall not be liable for any consequences resulting from the 

execution of forged orders or Payment Transactions presented to the 

Bank. 

To the fullest extent permitted by applicable law, and without prejudice 

to the liability provisions in the section on Payment Services hereof,  the 

Client shall be solely liable for all loss or damage resulting from theft of 

his identity, more generally wrongful use by a third party of means of 

communication chosen to communicate orders, with the exception of 

the use of his Internet Access. This paragraph is without prejudice to the 

provisions of articles A.3.4. and A.5.2. 

The crediting to an account of an amount resulting from a transaction 

whose settlement is not known or not concluded at the time of the 

booking shall, unless agreed otherwise, be made "under the usual 

reserves", even if the clause "under the usual reserves" is not expressly 

mentioned. If the transaction is not carried out, the Bank shall be 

expressly authorised to debit the account without notice. 

Instructions shall only be carried out insofar as there is sufficient 

funding and provided that the signature matches the registered 

specimen or any other agreed authentication means.  

The Bank reserves the right to credit the Beneficiary's account in its own 

books with all amounts to be transferred in favour of such Beneficiary 

notwithstanding the fact that the funds were to be made available to 

the Beneficiary, transferred to the Beneficiary’s account with another 

bank or an account of the Beneficiary at the Bank other than stipulated 

in the order. 
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The Bank reserves the right to determine the method of execution of all 

Payment orders given to it by its Clients (payments in cash, dispatch of 

funds, transfers, or any other method of payment which may be 

considered normal banking practice). Where the Client chooses not to 

use the method of execution proposed by the Bank, the Bank may either 

refuse to execute the order or levy an additional charge in accordance 

with the tariff in force. 

Any contact by the Bank with the Client will be made on the basis of the 

contact details provided by the Client at the time of the relationship, 

without any liability on the part of the Bank if it has been unable to 

contact the Client and the suspension or blocking therefore remains in 

place. 

Although the Bank does not intend to be the judge of disputes that may 

arise between the Client and a third party, there are circumstances in 

which the Bank nevertheless agrees to take account of an out-of-court 

objection that it considers legitimate.  In such a case, the Bank will make 

all or part of the Client's assets unavailable for a period that cannot 

exceed the time required for the objector to initiate the necessary legal 

proceedings. 

If the account is blocked, the Bank shall inform the Client of the blocking 

by post or electronic mail, unless giving this information is not 

acceptable for security reasons or is prohibited under any European or 

national legislation.  

To the fullest extent permitted by law, the Client shall not be entitled to 

claim any compensation as a result of the blocking of the account or 

the refusal to execute or the suspension of orders, transactions and 

Information access request, under the terms of this article. 

The Bank shall be authorised to refuse any request for the account to 

be unblocked made by the Client for as long as, at its sole discretion, it 

considers that the reasons for the blocking still exist. 

In any event, the Bank’s liability will be limited in accordance with the 

terms of Article A.7 below. 

A.5.4. Evidence of the order 

The recording of a transaction in an account statement, overview 

and/or any correspondence sent by the Bank to the Client by any 

means whatsoever – including electronically – shall be deemed to 

constitute evidence of its execution. Failing such a document, a record 

of the transaction in the Bank’s books shall be deemed to constitute 

such evidence. 

Unless evidence to the contrary is furnished, the Bank’s records alone 

shall be sufficient to show that orders given by any telecommunication 

means and notably those given verbally or by telephone were carried 

out as instructed.  

If necessary and in contravention of article 1341 of the Civil Code, the 

Bank shall be allowed to provide evidence of such instructions by any 

legal means, notably by giving testimony.  

Furthermore, in accordance with the regulations in force, the Bank 

record instructions given by telephone in order to assist in the 

processing of orders, retain evidence of any commercial transaction or 

other commercial communication, monitor services provided for the 

benefit and/or at the request of Clients and verify the validity of orders. 

The Client gives his agreement to this practice and accepts that the 

telephone recordings shall be considered valid and irrefutable proof of 

their content.  

These telephone recordings shall be retained in accordance with the 

laws on limitation. 

Failure to record or retain the recording can under no circumstances be 

held against the Bank. 

The Bank is entitled to carry out electronic archiving and cannot be 

blamed for not retaining the originals. Consequently, the proof of 

inaccuracy of the micrographic and electronic recordings made by the 

Bank on the basis of original documents must be made in writing. 

A.5.5. Transactions in cryptocurrencies 

The Bank reserves the right to refuse to execute and/or suspend any 

transaction performed or initiated by the Client in cryptocurrencies if it 

sovereignly and at its sole discretion considers that its intervention in 

such transactions does not allow it to guarantee compliance with its 

legal and regulatory obligations, particularly with regard to monitoring 

of transactions and the fight against money laundering and the 

financing of terrorism. 

A.6. Complaints 

A.6.1. All Client complaints are to be sent in writing to ING Luxembourg, 

to the attention of the Complaints Department, 26. Place de la Gare,  

L-2965 Luxembourg, or following the procedure established for this 

purpose on the website www.ing.lu. 

The normal processing time for complaints is set to thirty days unless a 

longer period is justified by the complexity of the request and the 

required investigations.  In such a case, the Client shall be informed with 

no delay. 

In the absence of a response or a satisfactory response, the Client may 

submit a new complaint in writing to the Management Committee’s 

head of complaints. 

If the Client has obtained no response within the provided time limit or 

if the parties were unable to reach an agreement on the resolution of 

the complaint, the Client may contact the CSSF, as provided in CSSF 

Regulation16-07, available on the website www.cssf.lu, or any other 

Regulation replacing it.  

A.6.2. The Client may obtain correction of an unauthorised or incorrectly 

executed transaction only by immediately reporting in writing any error 

which he identifies in the documents or account statements sent to him 

by the Bank to its “Complaints” Service. 

If no complaint is received within the period specified below, all account 

statements and interest statements shall be deemed to be exact and 

approved by the Client.  

Without prejudice to the rules on domiciled post set out in article A.3.1 

above, of article C.1.21 relating to complaints regarding payments, or 

contrary mandatory legal provisions, the Client shall be presumed 

undeniably to have identified the unauthorised or incorrectly executed 

transaction within 30 (thirty) days of the date on which the account 

statement relating to the disputed transaction was sent.  

If no such notification is given within that period, taking into account the 

nature of the transaction in question, the transaction shall be deemed 

to be correct, accurate and to have been approved by the Client.  

In any event and even after the aforementioned periods, the Bank 

reserves the right to debit from any account held on its books any 

payment or other transaction made to it without permission or in error. 

Account statements are thus always issued subject to any errors or 

omissions in calculation or record keeping. 

A.7. Exclusion of liability  

A.7.1. The Bank shall incur no liability for any damage, loss or expenses 

suffered or incurred by the Client due to the performance by the Bank 

of its contractual obligations except in case of gross negligence by the 

Bank. 

A.7.2. The Bank shall be liable for the non-performance of any of its 

obligations only in the event of gross negligence on its part. 

A.7.3. The Bank assumes no liability in respect of any loss or damage 

suffered by its Client as a result of force majeure or any event outside 

its control including, notably, any breakdown in transmissions, 

communications or information technology networks, postal and other 

similar strikes or collective industrial action and failure by the markets, 

clearing houses and/or brokers involved to perform their obligations for 

any reason whatsoever, armed assaults, errors or delays attributable to 
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other financial organisations or third parties, interruption to telephone 

or telematic communications and non-performance by relevant 

markets, clearing houses and/or brokers of their obligations, for any 

reason whatsoever.  

A.7.4. Neither is the Bank liable for any prejudice which might result for 

its Client from any statutory or regulatory duties or decisions taken by 

the Luxembourg or foreign authorities, notably in relation to exchange 

controls, credit management or withholding taxes, irregularities with 

opposition procedures (in court and out of court), etc. 

A.7.5. The Bank may not be held liable in the event of a breakdown, even 

temporary, for whatever reason, of its computers. The same principle 

shall also apply in the event of the destruction or deletion of the data 

they contain or of the fraudulent use made of it by third parties. 

A.7.6. For the execution of any transaction the Bank may, whenever it 

deems it useful or necessary, call on the intervention of third parties. If, 

when appointing the third party, it follows the instructions of the Client, 

it shall not assume any liability in this regard. If, it chooses the third 

party at its own discretion, it shall do so with due care and attention, 

and shall only be held liable in the case of gross negligence on its part. 

A.7.7. The Bank shall be liable for the non-performance of any of its 

obligations only in the event of gross negligence on its part.  

In all events its liability shall be limited to direct damage. 

Neither the Bank nor any third party acting in its name may incur any 

liability in respect of the Client (except in the event of fraud) for any 

damage, loss or indirect cost, special, incidental or punitive loss which 

the Client may incur or bear, however it was caused and whether 

foreseeable or not. For the purposes of this article the expression 

“damage, loss or indirect cost” shall include, notably, any damage, loss 

or cost linked to the Client’s inability to assign financial instruments in 

case of a fall in prices, to acquire financial instruments in case of a rise 

in prices, to conclude or complete any other transaction (such as a 

hedge, swap or other derivative transaction) under the terms of which 

the Client is bound to assign or acquire financial instruments, and any 

other damage resulting from a loss of business, profits, clientele or data. 

A.8. Collateral 

A.8.1. Account indivisibility 

Without prejudice to the laws, regulations and agreements governing 

special purpose accounts, all the accounts of a same Client, of whatever 

nature and whatever the terms and conditions applicable to them, 

whether with a credit or a debit position, callable or not, which a Client 

holds with one or more of the Bank’s branches form sub-accounts of 

one single and indivisible account. 

The Bank has the right to merge, at any time, these sub-accounts and 

to make transfers at any time by simple notice from one sub-account 

to another, of a debit balance to a credit balance and vice versa, and 

even from a debit balance to a debit balance, the term “balance” 

meaning here a debit or credit position. The balance of the single 

account is secured by all the collateral pledged as security and personal 

guarantees linked to any of these various sub-accounts. 

If some sub-accounts are held in foreign currencies, they shall be 

converted into euros at the exchange rate in force on the account 

settlement or transfer date. Furthermore, the Bank, in the case where 

an asset expressed in a currency other than that in which the debit 

balance of another account is denominated no longer offers a sufficient 

margin, reserves the right of immediate conversion. The Bank alone 

shall judge if such cover is sufficient. 

A.8.2. Right of set-off 

All transactions between the Client and the Bank, for the purpose of his 

business relationship, are deemed to be inter-related. 

The Bank may, at any time, without notice, even after the bankruptcy 

of the Client, generally set-off respective credit and debit balances, 

whether callable or not, possibly by converting for this purpose foreign 

currencies into euros and vice versa, and by making transfers from one 

account to another. The Bank shall determine at its own discretion 

which of its claims it shall set-off. 

Due balances shown by accounts opened in the name of a Client may 

be transferred, without giving legal notice or other formalities, to 

accounts opened jointly and severally and/or indivisibly in the name of 

said Client and third parties. 

Unless otherwise agreed, the Client waives the right to invoke Article 

1253 of the Civil Code and agrees that the Bank may, at its own 

discretion, apply any sums received from the Client to the debt or 

proportion of the debt it is intended to reduce. 

A.8.3. Transfers between accounts held by jointly and severally 

and/or indivisibly liable parties 

All accounts in the name of a Client and showing a debit balance whose 

repayment has been demanded may be credited, without formal notice 

or any other formalities by transferring to such account the credit 

balances recorded in the name of persons who together with the said 

Client are jointly and severally and/or indivisibly liable towards the Bank, 

either as principal or as secondary obligors under any collateral 

endorsement or any other guarantee. For this purpose, the Bank may, 

at any time, carry out any transfers which may be necessary to clear 

the debit balance of an account using the assets of another account. 

A.8.4. Non-fulfilment of obligations – right of retention 

The Bank is authorised not to fulfil its obligations if the Client himself 

fails to fulfil any of his own obligations for whatever reason. 

All sums and assets, of any kind whatsoever, held by the Bank on behalf 

of the Client, may be retained by the Bank in the case of non-

performance or delayed performance by the Client. 

A.8.5. Indivisible and preferential pledge 

A.8.5.1. In accordance with the amended law of 5 August 2005 on 

financial collateral arrangements, the Client hereby grants a first-

ranking, indivisible and preferential pledge in favour of the Bank on all 

fungible or non-fungible documents, securities and financial 

instruments, assets, securities and commercial paper held and/or to be 

held by the Client or on his behalf with the Bank, as well as on all present 

or future accounts held by the Client with the Bank (including claims, 

assets and related rights) (the Pledged Assets). The Bank may not be 

obliged to release these assets. 

The aforementioned pledge guarantees the full performance in 

principal, interest, commission, costs and incidentals of all present and 

future commitments or obligations, including conditional or term debts 

that the Client has contracted or may contract with the Bank for any 

reason whatsoever, either alone or with third parties, jointly and 

severally or not (the Guaranteed Obligations). 

In the event of an Event of Default as defined in these General Terms 

and Conditions, the Bank is authorised, without prior formal notice or 

judicial authorisation, to: 

- enforce the pledge in the most favourable manner permitted by 

Luxembourg law, including, but not limited to, in accordance with article 

11 of the aforementioned 2005 law; and 

- set off immediately any reciprocal, certain, liquid and due claims that 

it holds or may hold against the Client, whatever their origin or maturity. 

The occurrence of an Event of Default will result in all of the Client's 

obligations to the Bank being accelerated, rendering all sums due or to 

become due immediately, without prior formal notice. The Bank will 

proceed with the set-off without any legal formalities being required, in 

accordance with the provisions of the amended law of 5 August 2005 

on financial collateral arrangements. This clause is without prejudice to 
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the single account agreement and/or the set-off provided for in these 

General Terms and Conditions.  

To this end, the Bank is authorised to carry out any foreign exchange 

transactions or early settlement of forward transactions. 

The Bank expressly accepts the creation and granting of this pledge in 

its favour. 

In addition, unless otherwise agreed, all guarantees constituted or to be 

constituted by or for the Client in favour of the Bank, regardless of when 

they were constituted, guarantee the payment or reimbursement of all 

sums owed or to be owed by the Client to the Bank. 

A.8.5.2.  

In application of this general pledge, for all intents and purposes: 

- securities, in dematerialised form or otherwise, whether fungible or 

non-fungible, and all securities and financial instruments deposited by 

the Client with the Bank shall be remitted to the Bank by way of pledge; 

- the Bank is authorised to record in its name, in the issuer's registers, 

all registered securities to be held by the Client in his accounts with the 

Bank;  

- all other negotiable securities may be provided by the Bank in the 

name and on behalf of the Client with a regular endorsement indicating 

that the securities have been provided as collateral; 

- all fungible securities are considered to be registered in a special 

account and, to this end, the account opened in the Client's name is 

declared by mutual agreement to be a special account set up for this 

purpose. 

A.8.5.3. Without prejudice to the special guarantees that it may have 

been granted and those resulting from the foregoing, the Bank is 

entitled to demand, at any time, the constitution of new guarantees or 

the increase of those granted to it, to cover itself against all the risks 

that it incurs as a result of the transactions carried out with the Client, 

whether these are due or forward, pure and simple or affected by a 

suspensive or resolutory condition. 

A.8.5.4. The Client expressly agrees that insofar as the Bank accepts an 

express written waiver of this general pledge in the context of the 

pledge granted by the Client in favour of a third party of all or part of his 

assets deposited with the Bank, this waiver remains subject to: 

- acceptance of the said pledge by the Bank; and 

- the creation in favour of the Bank of a new 1st ranking pledge identical 

to the present general pledge which will take effect at the earliest on 

one of the following two dates: the date on which the third-party 

beneficiary of the pledge notifies the Bank that the contract governing 

it has (i) ended or (ii) been released. Insofar as necessary, the Client 

irrevocably and unconditionally accepts the automatic creation of this 

new pledge in such a case. 

A.8.5.5. The Client expressly authorises the Bank to grant, within the 

framework of its contractual relations with its sub-custodians, a right of 

pledge or any other similar security in favour of the latter over the 

assets deposited by the Client with the Bank and sub-deposited with 

one or more of its sub-custodians. 

A.8.5.6. If, notwithstanding the occurrence of an Event of Default, the 

Bank does not make use (in whole or in part) of its right to enforce the 

said pledge, this tolerance or this partial use may not subsequently be 

invoked as constituting a waiver by the Bank to make use, in the future, 

of the rights conferred on it by the present pledge. 

A.8.6. Joint and several liability and indivisibility 

All persons who are joint holders of an account or assets, co-

beneficiaries of a facility or jointly affected by the same transaction 

irrespective of their capacity are jointly and severally as well as 

indivisibly bound by all the obligations attached thereto. 

The Client’s heirs, universal claimants or claimants considered universal 

are bound jointly and severally as well as indivisibly by all of its 

obligations vis-à-vis the Bank. 

A.8.7. Bank’s unilateral right of termination of bank account pledges 

Notwithstanding any contrary provision in the pledge agreement 

(including any related notices) granted by the Client to a third-party 

pledge creditor (or security agent), the Bank is entitled (at its entire 

discretion) to terminate its contractual relationship as Bank in that 

pledge at any time in relation to the pledged account(s) held in relation 

thereto, subject to respect of written notice of 2 (two) months 

addressed to the Client, acting as pledgor, and the pledge creditor (or 

security agent). The Bank is not required to justify its decision in this 

regard. In this time frame, the parties may, where applicable, proceed 

to replace the Bank as account holder and are required to provide the 

Bank with the corresponding wire transfer instruction(s), as well as the 

signature rules applicable to the pledged account(s) in accordance with 

the pledge agreement. 

After this two-month period, the Bank is entitled (without particular 

notification or formality) to block the pledged account(s), delete any 

reference to the pledge in its books and where applicable, close the 

pledged account(s). The Bank shall not be held liable for any damage 

whatsoever suffered by the Client, the pledge creditor or any third party 

and creditor/guarantor, in this regard (including but not limited to, in 

the absence of receipt of transfer instructions within this period). 

A.9. Data protection  

The Bank collects and processes the personal data of its Clients in 

accordance with the Personal Data Protection Laws and its Privacy 

Statement. The purposes of the processing carried out by the Bank are, 

in particular, to enable it to ensure:  

- The granting and management of accounts, credits, or 

deposits;  

- The management and execution of Payment Transactions;  

- The overall management of banking, leasing and/or 

insurance intermediary services, as well as the management 

of related litigation;  

- Compliance with its legal obligations (for example with 

regard to the legislation on the fight against money 

laundering and terrorist financing legislation or investor 

protection); 

-  Client follow-up through a global view of the Client and the 

determination of the Client’s risk profile;  

- The management of subscriptions for units of mutual funds, 

UCIs, and SICAVs and, more generally, the management and 

execution of transactions in financial instruments including 

any related third-party requests for the Client’s personal 

data;  

- The control of operations and the prevention of irregularities. 

The Bank is expressly authorised to process the personal data when 

such is necessary to guarantee the prevention, search, and detection of 

fraud in payment matters. 

In addition, third-party payment service providers only have access to 

personal data necessary for the performance of their payment services, 

and only process and store the data with the express consent of the 

payment service user. Depending on the case, the personal data of the 

Client’s shareholders and/or agents, as well as of the beneficial owners 

may be collected and processed by the Bank for the same purposes and 

according to the same methods as those set out in this article and in 

the Privacy Statement. Subject to the legal or regulatory requirements 

in force, the personal data collected are not intended to be 

communicated to third parties other than the persons designated by 

the Client and the companies whose action is necessary to carry out 

one of the purposes, including in particular the Bank’s subcontractors or 

the ING Group entities. 
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Within the limits and for the purposes set out in Article 41 of the law of 

5 April 1993 on the financial sector, certain data of the Client, including 

his personal data may also be passed on to the Bank’s parent company 

or to third parties wherever the bank is legally bound or authorised such 

as supervisory authorities, judicial authorities, and tax authorities. 

The Client, their agents, and shareholders may object to the processing 

of their personal data. In which case the Bank may refuse to enter into 

relationships with the Client, terminate any existing relationship, or 

refuse to perform an operation requested by the Client or in favour of 

the Client. In accordance with the Personal Data Protection Laws, the 

Client, its agents, and shareholders have (i) a right of access, (ii) a right 

of opposition, (iii) a right of rectification, and (iv) a right to cancellation 

with regard to their personal data. The Bank’s premises, car parks, and 

ATMs, whether or not accessible to the public, are equipped with CCTV 

systems. The data thus collected is processed by the Bank for the 

purposes of security and protection of the Bank, its property and 

materials, its personnel, and its Clients. Subject to the exceptions 

provided by Luxembourg law, this data is not likely to be disclosed to 

third parties. 

Personal data is processed according to the Confidentiality Agreement 

in force and available on the Bank’s website at www.ing.lu or at a branch 

office. 

The Client undertakes to inform all his representatives, shareholders, 

beneficial owners, and other individuals acting on the Client’s behalf 

with the Bank of the contents of this clause and the Confidentiality 

Agreement applicable. The Client guarantees the Bank that their 

consent has been obtained in this respect for the processing of their 

personal data by the Bank, as required. 

If the Client has a complaint relating to the processing of his personal 

data, or if he feels a possible violation of his personal data has occurred, 

he may consult the complaints procedure on the Bank’s website at 

www.ing.lu and/or contact the Bank by writing to: 

Complaints Service, 26 Place de la Gare, L-2965 Luxembourg,  

email: complaints@ing.lu 

Moreover, for all intents and purposes, the Client agrees that the Bank 

reserves the right to record phone conversations and orders placed by 

phone in order to process them properly and to respect their legal 

obligations. Thus, the Bank shall maintain evidence of any commercial 

transaction or of any commercial communication to ensure the 

monitoring of services provided in the Client’s favour (upon his request 

or not) and monitoring of operations regularity.  These recordings 

belong to the Bank. The Bank also may use such recordings and/or 

transcriptions for any other purpose that the Bank deems as legitimate.  

For this purpose, the Client agrees that the recordings of his telephone 

conversations are probative, valid, and irrefutable as to their content.  

In no event shall the failure to register or maintain the recordings be 

invoked against the Bank. 

 

A.9 bis Outsourcing  

 
A.9bis.1. The Bank is bound by an obligation of professional secrecy. It 

may not disclose personal, banking, financial data and information 

relating to the business relationship with the Client (the “Information”) 

to third parties, except if the disclosure of the Information is in 

accordance with (or required by) applicable law, on instruction or with 

the Client’s consent. 

 

A.9bis.2. In order to provide the Client with optimal service and high-

quality standards, to comply with regulations, and to benefit from the 

technical resources of qualified specialists, the Bank may subcontract 

all or part of certain tasks or activities to third parties in Luxemburg or 

abroad, or to another ING entity worldwide (hereinafter the “Service 

Provider”). 

The Bank may outsource some or all of the following tasks and activities 

(together the “subcontracting”):  

 

- Operational, maintenance and support tasks for IT infrastructures and 

applications; 

- Messaging and payment platforms (including manual data 

encryption, processing, monitoring, and storage/archiving of payment 

messages), filtering and message verification to ensure transactions 

executed by the Bank comply in all respects with applicable 

international regulations and laws; 

- Centralisation and processing of all documents;  

- Client identification and data management activities (e.g. document 

collection, decision-making, risk appetite, tax classification, and 

reporting obligations (including notably FATCA, CRS (AEFAI), and EMIR); 

- The procedures for recording, monitoring, and archiving instructions, 

and orders on banking and financial transactions (including by 

telephone); 

- The processing of payment services activities and financial 

instruments in commercial matters or litigation, from origin to decision-

making; 

- The execution of any credit transaction and the management of 

related cash flows, controls and verification of certain credit 

transactions and records.  

For further information on all outsourced activities, the location of the 

outsourcing as well as the data exchanged, the Client can consult Annex 

3 hereto entitled “SUMMARY TABLE – Infrastructures common to third 

parties and/or the ING Group” and also published on the website of the 

Bank at www.ing.lu and available in the branch offices at request.  

In all subcontracting and/or where applicable each case of 

subdelegation (i.e. delegation of a subcontractor to a third party), the 

Bank ensures compliance with its regulatory obligations in this area.  

The Service Providers designated by the Bank may be regulated or 

unregulated entities that are either subject by law to an obligation of 

professional secrecy or contractually required by the Bank to comply 

with strict rules of confidentiality.   

The Client acknowledges and hereby agrees that the Service Providers 

are not subject to the Luxembourg rules relative to professional secrecy 

and that the professional secrecy that may be applicable to them could 

be less stringent than the Luxembourg legislation on professional 

secrecy. In certain circumstances and despite their confidentiality 

commitments, they may be legally obliged to provide the Information 

to third parties or to the authorities.  

 

A.9bis.3. The Client hereby expressly agrees and authorises the Bank to 

engage Service Providers in the aforementioned Subcontracting and the 

transfer and disclosure of the Information relating thereto to the Service 

Providers, in accordance with the regulatory requirements to which the 

Bank is held.  

A.9bis.4. To the extent permitted by applicable regulations, the Client 

accepts to bear all consequences resulting from the transfer and/or the 

disclosure of the Information to the Service Providers. He agrees that 

the Bank shall not be held liable in any way for any loss, damage or 

costs caused or incurred in connection with the transfer or disclosure of 

the aforementioned Information.  

A.9bis.5. The Information will be transferred and/or made available to 

the Service Providers for as long as the Client maintains a banking 

relationship with the Bank. A revocation by the Client of his consent 

must be sent to the Bank in writing, and this therefore constitutes a 

notice of termination of the banking relationship. This takes effect on 

the day the Bank receives it without prejudice to the Bank’s right to 

maintain the information transmitted to the Subcontractors concerned 

for the purposes mentioned above for the retention period imposed by 

the Bank’s procedures and/or the applicable laws.   

 

A.9bis.6. Any change as part of Subcontracting, new outsourcing and/or 

sub-delegation shall be notified to the Client in accordance with the 

procedure described in article A.13.1.  
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A.10. Charges, expenses and taxes 

A.10.1. The fees, interest rates, compensation and inducements 

charged by the Bank are set out by it in a tariff. An extract of this tariff 

is available to Clients in the forms laid down by law and shall be made 

available to them at each branch of the Bank and /or on the Bank’s 

website. 

If this extract does not contain the tariff applicable to the transaction or 

order the Client wishes to place, the Client should request the necessary 

information from his branch or his account manager, prior to placing 

the order or concluding the transaction.  

When an order and/or transaction is executed, the Client is, in all cases, 

deemed to be aware of and to have accepted the Bank’s tariff. 

The tariffs for the services offered by the Bank may be modified by the 

Bank during the term of a contract in accordance with Article A.13.1. 

The Bank reserves the right to apply specific pricing conditions to the 

Client, which will apply until further notice. 

A.10.2. Investigation charges as well as the charges incurred by the 

Bank as a result of legal proceedings instituted against the Client shall 

be debited from his account(s). Such is the case for roving bailiff or legal 

expenses in the context of attachment proceedings. This shall also 

apply to all expenses incurred as a result of measures taken against the 

Client by any authorities and to all expenses paid out by the Bank in the 

interests of the Client or his eligible parties. 

A.10.3. All stamp duties and registration fees, asset transfer payments 

due, all taxes and duties, all deductions made at source, all fees, and 

salaries immediately due and repayable at the point of or on account 

of any operation concerning the Bank, shall be borne by the Client 

whether imposed by Luxembourg law or foreign law.  

The Bank is explicitly and unreservedly authorised, without prior 

formality, to make the resulting and corresponding adjustments 

following any variation in such taxes, duties, deductions made at source 

or other payments or salaries immediately due and repayable. 

The Client acknowledges that the Bank may be required to deduct any 

tax, fiscal charge or similar obligation for the Bank or the Client, 

including all interest or penalties associated with the above, from any 

payment made in connection with, or on account of, any operation 

carried out by the Client or on his/her behalf. 

A.10.4. Where the seizure of assets held with the Bank is granted in 

seizure, or similar, proceedings in Luxembourg or abroad, the Client 

expressly and irrevocably authorises the Bank to disclose the amount of 

the assets seized to the distrainer, regardless of any notice issued in the 

affirmative.  

A.10.5. The Client authorises the Bank and commissions it if need be, (i) 

to proceed with all payments required by the Luxembourg or foreign 

authorities by way of attachment (including third-party summons) or 

any other document producing similar legal effects, and (ii) to debit his 

account(s) as a consequence up to the available balance, even if the 

Client’s accounts are subject to a pledge or similar surety in favour of a 

third party, without loss for the Client or his representatives of the 

powers to move the pledged accounts. It is nonetheless understood that 

granting the present inducement constitutes only a right and not an 

obligation in favour of the Bank.  

Furthermore, the Client expressly discharges the Bank from any liability 

for having conformed with the present clause.  

A.10.6. All duty and tax on capital income paid by the Bank acting as 

income payer, intermediary or paying agent or which it owes as a result 

of use of the sub-depositary shall be borne by the Beneficiary of the 

income.  

A.10.7. The Bank cannot in any way be held liable for the costs or 

damage, whether direct or indirect, caused by the process of collecting 

or deducting such taxes, charges, or other fees. These costs and/or this 

damage will exclusively be borne by the Client. 

The Bank may only be held liable where it has made a serious or 

intentional error. 

The Bank is not accountable for damage which may be caused by a 

failure to apply the relevant fiscal deductions or a failure to do so 

correctly, except where it has made a serious or intentional error. 

A.10.8. All legal and extra-legal costs incurred by the Bank in clearing 

any debit balance or in exercising any guarantees shall be borne by the 

Client. 

A.10.9. Unless otherwise agreed in writing, all costs charged by 

intermediaries or correspondents may be communicated by the Bank 

to its Clients. 

A.10.10. The Bank hereby reserves the benefit of Article 12 of the Act of 

18 April 2004 pertaining to payment periods and interest on delay, as 

modified, in the event of delay of payment by the Client of any invoices 

issued by the Bank in the framework of their contractual relation. The 

debts resulting from these invoices rightfully accrue interest at the legal 

rate under Article 12 of said Act. 

A.11. Estates 

A.11.1. In the event of the death of a Client or of his/her spouse, the 

Bank must be advised immediately, by providing the Bank with a death 

certificate. 

A.11.2. Unless otherwise stipulated, the death of a Client shall 

automatically result in the freezing of his account(s), securities deposit, 

and safe-deposit box(es) and the revocation pursuant to Article A.2.1.3 

of these General Terms and Conditions of any powers of attorney which 

the deceased had granted to third parties. 

A.11.3. If the Bank has not been advised of the death, it shall not accept 

any liability with regard to the transactions that may have been carried 

out after the death by the joint account holders or the proxies of the 

deceased. Under no circumstances shall the Bank be required to gather 

the information about the death of its Clients, and consequently takes 

no responsibility for not having taken account of the publication of the 

death of the Client in the obituary column of any newspaper or any 

other medium. 

A.11.4. For the heirs and eligible claimants to obtain the release of the 

account (s), securities depositary(ies) and safe-deposit box(es) of the 

deceased and to personally appropriate the assets deposited therein, 

the Bank must first have received the documents which establish the 

transmission of the estate and the written agreement of the eligible 

claimants. 

A.11.5. The Bank shall transmit the correspondence relating to the 

estate to the last known address of the deceased, or to one of the 

eligible claimants or again, where appropriate, to the notary public in 

charge of the estate, or to any other duly authorised person. The 

correspondence thus addressed is, in all cases, intended for all the heirs 

and eligible claimants. 

A.11.6. The Bank shall make any investigations at the request of an 

eligible claimant on the assets of the deceased Client, insofar as such 

eligible claimant has first proven his quality as an heir (by providing the 

documents establishing the transfer of the estate) and provides his 

reason for such an investigation. The Bank shall be compensated by the 

said eligible claimant for the costs incurred by the said investigation, 

according to the Bank’s tariff in force. 

A.11.7. Barring gross negligence, the Bank shall not be held liable for 

any errors with regard to the transfer of the estate of the deceased 

Client if it is based on documents which are, or appear to be, probative 

for the remittance of the deceased’s assets. 

A.11.8. If the deceased had other commitments vis-à-vis the Bank at 

the time of his/her death, the transfer of the assets to the heirs by the 

Bank and/or the changing of the account name in favour of the heirs or 

certain heirs will not under any circumstances imply any renunciation 

by the Bank of its rights relating to these commitments or any granting 

https://www.cssf.lu/


 

General Terms and Conditions of the Bank 

(Retail & Private Banking)  
Issuing Date: 1st August 2025 

Page 16/74 

 

Under the supervision of the Commission de Surveillance du Secteur Financier (CSSF), 283 route d'Arlon, L-1150 Luxembourg, www.cssf.lu, Tel. +352 26 25 11 

ING Luxembourg, Société Anonyme 

26, Place de la Gare L-2965 Luxembourg 

R.C.S. Luxembourg B. 6041 

VAT LU 11082217 

Phone: + 352 44 99 1 

 

www.ing.lu 

BIC: CELLLULL                                     
 

of discharge by the Bank; unless expressly stipulated otherwise in 

writing by the Bank, the deceased’s heirs continue to be jointly and 

severally liable for the commitments of the deceased. 

A.12. Applicable law and jurisdiction 

A.12.1. Unless otherwise stipulated, all the rights and obligations of 

Clients towards the Bank, including in relation to non-contractual 

matters, shall be governed by Luxembourg law. 

Unless otherwise provided, the registered office of the Bank shall be the 

place of performance of the Bank’s obligations towards the Client and 

of the Client’s obligations to the Bank. Consequently, unless otherwise 

provided and without prejudice to the Client’s right to lodge a complaint 

with the CSSF, all disputes shall be brought before the courts of the 

district of Luxembourg.  

At its own discretion, the Bank may, however, if it prefers, bring the 

dispute before the court of the domicile of the defendant. 

A.12.2. The jurisdiction of the courts specified in this article shall not 

restrict the Bank’s right to lay a case before any other court within the 

relevant jurisdiction or at its discretion any appropriate arbitration 

corporate body. The Client agrees to submit to the jurisdiction of these 

courts and the rules of this arbitration corporate body whatever they 

may be. 

A.13. Amendments to these General Terms and Conditions 

A.13.1. Unless otherwise provided, the Bank may amend these General 

Terms and Conditions, its tariff and any contract or specific conditions 

applicable to its products or services at any time and without notice.  

However, unless otherwise provided and without prejudice to the Bank’s 

right to add new services or bring the Banks terms and conditions into 

line with new legislation or regulations, the Bank shall be entitled in its 

relations with Clients who are also Consumers to amend the provisions 

of these General Terms and Conditions relating to payment services and 

the rates, charges and fees applicable to these services only subject to 

notification of such amendments to the Client Consumer at least two 

months prior to entry into force. 

 

The Client shall be notified of such amendments via the Bank’s website 

(secured or not) or by means of information sent with account 

statements or any other postal or email correspondence sent to him by 

the Bank. 

The General Terms and Conditions and the extract of the Bank’s main 

tariffs in force can also be consulted on the Bank's website at any time. 

If the Client does not wish to accept these amendments, he must 

terminate in writing his business relationship with the Bank or the 

product or service affected by these amendments prior to the date of 

their entry into force. Unless otherwise provided such termination shall 

be free of charge and have immediate effect. 

Failure to use this right shall constitute acceptance by the Client of the 

amendments.  

The new provisions shall apply both to future transactions and to 

transactions initiated prior to the entry into force of the amendments. 

 

A.13.2. The cancellation or ineffectiveness of certain clauses or of a part 

of these General Terms and Conditions or of the Bank’s tariff or 

contracts or conditions shall affect neither the validity nor the 

effectiveness of the other conditions. 

A.14. Withdrawal period 

A.14.1. For any distance selling agreement in relation to financial 

services except insurance or a consumer credit agreement as defined in 

the Consumer Code introduced by the law dated 8 April 2011 as 

amended, the Client has the right of withdrawal in writing using any 

permanent form, without indicating a reason and without paying a 

penalty, within fourteen (14) calendar days from the date on which the 

provision or dispatch of the product or service subscribed is confirmed. 

A.15. Translated versions of these General Terms and 

Conditions 

A.15.1. Unless otherwise agreed, in case of discrepancy between the 

French version and the translated versions of these General Terms and 

Conditions or of the Banks contracts and/or other conditions, only the 

French version shall prevail. 

A.16. Fiduciary contracts 

A.16.1. Unless otherwise agreed and depending upon the 

circumstances, the fiduciary contracts entered into between the Bank 

and the Client shall be governed by the law of 27 July 2003 relating to 

trust and fiduciary contracts. 

A.17. Miscellaneous 

A.17.1. The cancellation or ineffectiveness of certain clauses or of a part 

of these General Terms and Conditions or of the Bank’s tariff or 

contracts or conditions shall affect neither the validity nor the 

effectiveness of the other conditions. 

B. Provisions relating to the accounts 

B.1. General Provisions 

B.1.1. The Bank opens current or term accounts in euros or in foreign 

currencies in the name of private individuals or companies that it 

accepts. 

B.1.2. Protection of depositors and investors  

B.1.2.1. The Bank is a member of the Luxembourg Deposit Guarantee 

Fund (FGDL). 

In case of insolvency of the Bank, the FGDL protects depositors by 

guaranteeing the repayment of their deposits up to €100,000. 

The deposit guarantee is implemented within the limits and under the 

conditions set by the legislation in force and by the statutes of the FGDL. 

The scope of the guarantee, the conditions of indemnification, and the 

formalities required to be indemnified are detailed in Appendix 2 of 

these General Conditions, on the website www.fgdl.lu, and are also 

provided to the Client by the Bank upon simple request. 

B.1.2.2. Compensation for investors holding financial instruments is 

covered by the Luxembourg Investor Compensation Scheme (SIIL). 

In the event of the Bank’s default, if the Bank is unable to return the 

financial instruments to the Client, the Client shall have protection 

enabling compensation up to an amount of €20,000. 

The extent of the guarantee, the compensation conditions, and the 

formalities to be completed are provided to the Client by the Bank upon 

request. 

B.1.2.3. In order to qualify the beneficiaries of the assets contained in a 

deposit guarantee and investor indemnification account, as described 

herein, the Client must inform the Bank in a timely manner, in 

accordance with the rules laid down by the Luxembourg Deposit 

Guarantee Fund, of the number of beneficiaries concerned by the assets 

appearing in this account. He must be able to provide the Bank upon 

first request their identity and the breakdown among the beneficiaries. 

B.1.3. Unless otherwise expressly agreed, these accounts shall bear 

credit or debit interest calculated on the account balance on a pro rata 

basis in accordance with the Bank’s tariff in force.  In the event of 

exceptional circumstances on the markets related to the reference 

currency, the Bank may decide to apply negative interest rates to 

Clients’ deposits of any kind, subject to the provisions of this article on 

changes to interest rates being respected.  

Unless otherwise agreed, the interest rates on current and card 

accounts are set in accordance with the rate(s), calculation method(s) 

https://www.cssf.lu/
http://www.fgdl.lu/


 

General Terms and Conditions of the Bank 

(Retail & Private Banking)  
Issuing Date: 1st August 2025 

Page 17/74 

 

Under the supervision of the Commission de Surveillance du Secteur Financier (CSSF), 283 route d'Arlon, L-1150 Luxembourg, www.cssf.lu, Tel. +352 26 25 11 

ING Luxembourg, Société Anonyme 

26, Place de la Gare L-2965 Luxembourg 

R.C.S. Luxembourg B. 6041 

VAT LU 11082217 

Phone: + 352 44 99 1 

 

www.ing.lu 

BIC: CELLLULL                                     
 

or reference rate(s) specified in the Bank’s tariff in force, as well as 

according to practices and customs applicable in Luxembourg. 

In the event that a market rate is used as a reference to determine the 

credit interest rate applicable to an account and this rate becomes 

negative, the Bank may pass on this rate in full or in part to the Client, 

even if he has a positive balance, through the application of a negative 

interest rate to the account in question. 

The Bank may change the interest rates and other current account 

conditions at any time with immediate effect and without notice. 

However, for Clients who are also Consumers, interest rates and current 

and card account conditions may be changed with immediate effect 

and without notice only if the changes are based on the method of 

calculation or the reference interest rate(s) set out in the Bank’s tariff. 

The Bank may also apply changes in interest rates which are more 

favourable to the Client without notice. Changes to interest rates that 

are not based on a method of calculation or a reference interest rate or 

changes to conditions may only be implemented at the Bank’s initiative 

in relation to Clients who are also Consumers if a period of two months’ 

notice is observed. 

When the Bank changes an interest rate or other conditions it shall give 

notice of this change via the account statement, postal or email 

correspondence, the transactional part of its website and/or by 

communication on its website.  

The same rules shall apply to exchange rates. In the event of change of 

the exchange rates based on a reference exchange rate, the changes of 

the exchange rates may be applied immediately and without prior 

notice. 

B.1.4. In accordance with the Benchmarks Regulation, the Bank 

maintains a procedure for monitoring the benchmarks used, when the 

Bank applies an interest rate that is based on a benchmark index, 

describing the measures to be implemented in the event of substantial 

changes to a benchmark or the disappearance of that index.  

In case of a (i) change affecting the composition and/or definition of the 

benchmark index, (ii) substitution of an index of the same nature or of 

equivalent nature, (iii) change affecting the publication organisation or 

the methods of publication, (iv) and in the event of the disappearance 

or absence of a benchmark, the Bank shall apply: 

− The proxy index as indicated by the administrator of the relevant 

index; or 

− The index as indicated by the central bank or regulatory authority 

in charge of overseeing the relevant index; or 

− The index as determined by law, if any; or 

− An index that it shall determine in good faith, taking into account 

market practices and circumstances. 

The alternative index as previously designated will apply automatically, 

after prior written notification by the Bank by any means. 

B.1.5. A Client wishing to withdraw a cash amount greater than ten 

thousand euros (EUR 10,000) from his/her current or savings account on 

any given date must inform the Bank’s services of this intention at least 

three Business Days before the date in question for the request to be 

guaranteed. Depending on the currency of the withdrawal, the notice 

period may be longer than the above. Funds reserved in such a manner 

by the Client but not withdrawn will be liable for the Bank’s charge at 

the applicable rate. 

B.1.6. To the extent permitted by applicable regulations, the non-

consumer Client expressly waives his right to receive the information 

and conditions applicable to the account, whether on paper or any 

other durable form, prior to opening the account. 

B.2. Overdrafts 

B.2.1. Unless otherwise agreed, all accounts must show a credit balance 

at all times.  

B.2.2. Should the Bank tolerate any kind of unauthorised overdraft this 

may never be taken as constituting a right of any nature to maintain or 

repeat such an overdraft. 

When the available balance on the account is insufficient or when the 

authorized credit line is insufficient, the Bank may execute a non-

instant Payment Order with a deferred execution date no later than the 

end of the next Business Day if, at the end of that Business Day, the 

available balance is sufficient to execute the Payment Order. The Bank 

will refuse to execute the Payment Order if the available balance is still 

insufficient at the time indicated above. The Bank will refuse an Instant 

Payment Order if the available balance is insufficient.  

The time of receipt of such a non-instant Payment Order is deemed to 

be the time when the available balance is sufficient to execute such 

Payment Order. 

B.2.3. Unless otherwise expressly agreed, any account without credit 

facility shall be subject, ipso jure and without formal notice, to interest 

calculated pro rata time according to the Bank’s tariffs in force when it 

shows a debit balance. 

B.2.4. The Bank may, at any time, demand the immediate repayment 

to cover the unauthorised overdraft or the entire debit balance of the 

account.  

B.3. Current accounts 

B.3.1. Unless otherwise provided, "value" dates shall be determined in 

the Bank’s tariff in force. 

B.3.2. Any credit, whether or not it bears the wording "under usual 

reserve" shall be made subject to the condition of the actual arrival of 

the funds. 

B.3.3. Unless otherwise indicated, interest shall be capitalised on current 

accounts annually and on current accounts with credit facilities 

quarterly. 

B.3.4. The Teen Account is a current account for minors that functions 

like a current account.  Periodic limits on use or withdrawals are set 

when the Teen Account is opened.  These limits may be changed with 

the agreement of the legal representative(s). 

B.4. Foreign currency accounts 

B.4.1. The Client unreservedly accepts the regulations of the European 

Central Bank or the Central Bank of Luxembourg as well as all the legal 

or statutory provisions, as well as the measures taken or to be taken by 

the competent authorities. 

B.4.2. The Client’s deposits in foreign currencies shall be placed in the 

Bank’s name, but on behalf and at the risks of its Client, with 

correspondents chosen by the Bank and established either in the 

country of origin of the relevant currency, or in another country. In this 

case, the Bank is obliged to exercise due care and attention in its choice 

of and instructions to its correspondent. Its liability is, however, limited 

to cases of gross negligence. 

B.4.3. Consequently, the Client will bear a proportional share of all the 

financial and legal consequences affecting the assets placed in the 

Bank’s name as a result of any case of force majeure that may arise, 

changes in rates or legal and statutory provisions, fiscal or otherwise, 

applicable in the country of the currency in question and/or in the 

correspondents’ country and particularly in the case where the 

situation thus created may involve the elimination, deterioration, 

unavailability of or loss of income– total or partial – from the assets.  

B.4.4. The Client may not require assets to be restored in a currency 

other than that in which these assets are denominated. If the currency 

concerned is unavailable or has suffered significant depreciation, the 

Bank may, but is never bound to, remit the funds in the corresponding 

amount in euros with all exchange or other losses being borne by the 

Client. 
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B.5. Term accounts  

B.5.1. The Bank accepts deposits under the terms and conditions 

determined by it as notified to the Client at the time of opening or 

renewing a term account. Any dispute regarding those terms and 

conditions must reach the Bank at the latest within two Business Days 

after the relevant notice or statement being sent.  

B.5.2. Unless specifically agreed between both parties, the Bank shall be 

entitled to refuse early repayment of any term account. 

B.5.3. Unless the Client has given instructions to the contrary before the 

expiry date, the Bank reserves the right, without any obligation, to 

automatically renew term deposits for the same duration and under the 

terms and conditions in force at the time of the renewal. 

B.6. Savings accounts 

B.6.1. General provisions applicable to all savings accounts 

B.6.1.1. Unless otherwise provided, and without prejudice to deposits 

and withdrawals made in branches, the operation of the savings 

account is limited as follows: (i) for transactions to the credit of the 

savings account, to transfers made from any account opened under the 

same client number in the Bank's books in the name of the savings 

account holder, and (ii) for withdrawals from the savings account, to 

transfers made to any account opened under the same client number 

in the Bank's books in the name of the savings account holder. 

B.6.1.2. Subject to the provisions relating to accounts for minors 

(underage), withdrawals may be made at any time up to the limit of the 

available balance and subject to the Bank’s right to restrict the amount 

of withdrawals per week. However, if the account holder wishes to 

ensure his ability to withdraw a significant amount in cash on a given 

date, he shall notify the Bank accordingly at least three Business Days 

prior to this date. 

B.6.1.3. Credit or debit interest, calculated pro rata time on the account 

balance in accordance with the Bank’s tariff in force, will be applied to 

deposits, including interest from a matured term deposit. 

Cheque collections, coupon payments and redemption of securities 

which have matured are credited in accordance with the practices for 

such matters. 

Amounts withdrawn or transferred from the savings account cease to 

be interest-bearing as according to the Bank’s tariff in force. 

B.6.1.4. The interest rates, premiums, and value dates applicable to the 

various savings accounts are set out in the Bank’s tariff in force. In the 

event of exceptional circumstances on the markets related to the 

reference currency, the Bank may decide to apply negative interest 

rates to Clients’ savings deposits, subject to the provisions of article B.6. 

on changes to interest rates being respected.  

The Bank reserves the right to modify the interest rates, value dates and 

conditions of the savings account at any time on the basis of market 

conditions. Account holders shall be informed of any changes by means 

of notices displayed in the Bank’s premises and/or on its website 

(secured or not) or by notices attached to account statements or other 

correspondence sent by the Bank to account holders.  

In the event that a market rate is used as a reference to determine the 

credit interest rate applicable to a savings account and this rate 

becomes negative, the Bank may pass on this rate in full or in part to 

the Client, even if he has a positive balance, through the application of 

a negative interest rate to the account in question. 

B.6.1.5. The amount of interest is calculated once a year on 31 

December. Interest due at the end of each year and not withdrawn is 

capitalised and itself becomes interest-bearing at the interest rate in 

force. 

B.6.1.6. The Bank may terminate any savings account or category of 

savings account at any time and with immediate effect. The account 

holder shall be notified thereof by any of the means specified in article 

B.6.1.4 above. 

B.6.2. Compte Vert 

A Compte Vert account may be denominated in any currency specified 

in the Bank’s tariff in force. 

The savings account called “Compte Vert”, as well as the “Vert Junior” 

and “Vert Jeunes Adultes” accounts, do not have any specific 

environmental or social characteristics and, therefore, is not deemed to 

be a “sustainable investment” product within the meaning of Article 

2(17) of Regulation (EU) 2019/2088 of the European Parliament and of 

the Council of 27 November 2019 on sustainability-related disclosures 

in the financial services sector.  

B.6.3. Compte Vert Junior (0-18 years of age) 

B.6.3.1. The Compte Vert Junior is opened by the under aged person 

and/or in the name of an under aged person by and/or with the 

agreement of his legal representative(s). The under aged person is the 

holder of the Compte Vert Junior. 

B.6.3.2. A Compte Vert Junior belonging to a minor under the age of 12 

operates as follows: 

The minor may only access his account with the express written 

permission of his legal representative(s), within the limits of his available 

balance. This condition shall apply to every withdrawal. 

B.6.3.3. A Compte Vert Junior belonging to a minor over the age of 12 

and up to the age of 18 operates as follows: 

Up to a limit of this available balance and in whatever currency is the 

account opened, the minor may, with the express agreement of the 

legal representative(s) by way of a one-off consent regarding future 

transactions to be made by the minor, access his account according to 

the options listed below: 

1) with the express written permission of his legal representative(s) for 

every withdrawal 

2) up to €15 per week (Monday to Sunday included) 

3) up to €25 per week (Monday to Sunday included) 

4) up to €50 per week (Monday to Sunday included) 

5) up to €75 per week (Monday to Sunday included) 

6) up to €100 per week (Monday to Sunday included) 

7) up to €125 per week (Monday to Sunday included) 

8) up to €175 per week (Monday to Sunday included) 

9) up to €250 per week (Monday to Sunday included) 

10) without limit. 

With regard to options 2 to 10, the legal representative(s) retain(s) the 

option of demanding in writing that the operation of the account be 

frozen. 

At the express written request of the legal representative(s), the choice 

of the option of power of disposal over the account may be modified at 

any time. 

B.6.3.4. When the holder reaches the age of 18, the capital and interest 

in the Compte Vert Junior shall be automatically transferred to a 

Compte Vert Jeunes Adultes, unless the holder has instructed the Bank 

to transfer the amounts in question to another type of savings account 

or to carry out some other transaction. 

B.6.4. Compte Vert Jeunes Adultes (18-25years)  

B.6.4.1. When the holder reaches the age of 26, the capital and interest 

in Compte Vert Jeunes Adultes shall be automatically transferred to a 

Compte Vert, unless the holder has instructed the Bank to transfer the 

amounts in question to another type of savings account or to carry out 

some other transaction. 

B.6.5. Junior Savings Account (0-18 years) 

B.6.5.1. Unless otherwise agreed, the Junior Savings Account is opened 

by the underage person and/or in the name of an underage person by 
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his legal representative(s). The underage person is the holder of the 

Savings Account. 

B.6.5.2. The Junior Savings Account belonging to an underage person 

aged less than 12 operates as follows: 

- the capital and the interests remain blocked until the age of 12. At 

this time, and within 2 months, the underage person, with the 

consent of his legal representative(s), may withdraw all or part of 

the balance on the account. Otherwise, the Junior Savings Account 

continues to operate under the system laid down in Article B.6.5.3 

below; 

- the Bank reserves the right to set a ceiling on the capital amount. 

B.6.5.3. The Junior Savings Account belonging to an underage person 

older than 12 operates as follows until the holder reaches the age of 18: 

- the capital remains blocked until the age of 18, but the interest 

payable may be withdrawn annually by the account holder, with 

the consent of his legal representative(s); 

- however, the Management of the Bank may, upon the written 

request of the account holder, with the consent of his legal 

representative(s), and for valid reasons, authorise the withdrawal, 

in whole or in part, of the amount in the Junior Savings Account. No 

inducement for early repayment shall be deducted in this case. 

B.6.5.4. When the holder reaches the age of 18, the capital and interest 

in Junior Savings Account shall be automatically transferred to a 

Compte Vert Jeunes Adultes, unless the holder has instructed the Bank 

to transfer the amounts in question to another type of savings account 

or to carry out some other transaction. 

B.6.6. Current Savings Account 

B.6.6.1 The yield on the Current Savings Account is composed of the 

base rate, plus, where appropriate, the growth premium or the fidelity 

premium. The growth premium is calculated on the amount of the 

increase during the month and in comparison with 31 December of the 

previous year, provided such increase remains permanently on the 

account until 31 December of the current year. Such premium is 

calculated pro rata time and is credited on 31 December of the current 

year. The growth premium fluctuates on a monthly basis for new 

deposits under the conditions stipulated in article B.6.1.4 above. 

However, the growth premium applied to the increase of the month in 

question remains valid until 31 December of the current year on the 

increase made during the month.  

The fidelity premium is calculated on the lowest balance between 31 

December of the previous year and 31 December of the current year. 

The fidelity premium can fluctuate at the beginning of every year under 

the conditions stipulated in article B.6.1.4. 

B.6.7. Teen Savings  

B.6.7.1. The Teen Savings Account is a savings account denominated in 

euros that is opened by a minor and/or on behalf of a minor by and/or 

with the agreement of his/her legal representative(s). The minor is the 

holder of the Teen Savings Account. 

B.7. Other deposit account 

B.7.1. All other interest-bearing deposit accounts are opened for non-

consumer Clients at the conditions mentioned in the confirmation of 

account opening addressed to the Client by the Bank, or on any other 

document later sent to the Client by the Bank. 

B.8. Bank statements  

B.8.1. The Bank shall provide its Clients with account statements 

detailing, notably, the balance of the account, all the transactions 

carried out on the account during the period in question, any credit or 

debit interest payable and any charges made during the period in 

question. 

The account information services provide the PSU with aggregated 

online information regarding one or more payment accounts it holds 

with one or more other PSPs. They are accessible via online interfaces 

of the PSP account manager. The PSU is therefore able to immediately 

obtain an overview of its financial situation at any given moment. 

Unless otherwise provided for in this article, account statements shall 

be provided monthly and free of charge via the transactional part of the 

Bank’s website by the Bank to Clients who have an Internet Access with 

it. 

A Client who chooses to receive account statements by another method 

of communication previously agreed by the Bank and/or more 

frequently may be charged in accordance with the Bank’s tariff in force. 

For Clients who are also Consumers for whom an Internet Access is 

refused by the Bank, account statements shall be supplied by post once 

a month and free of charge except in the case of domiciled post or 

where the Client chooses to have them sent more frequently. In such 

cases the statements shall be supplied or provided to the Client in 

accordance with the method of communication and frequency chosen 

by the Client and in accordance with the Bank’s tariff in force. 

For Clients whose Internet Access is refused by the Bank, statements 

shall be supplied or provided in the manner agreed with the Bank and 

in accordance with the Bank’s tariff in force. 

B.8.2. Where a Client has not received documents, account statements 

or other notices relating to a specific transaction within the usual or 

agreed posting times, he shall inform the Bank immediately.  

B.9. Account termination and settlement 

B.9.1. Either party may terminate the business relations and/or close all 

accounts at any time, without any obligation to provide a reason to the 

other party, subject to specific credit arrangements and by giving: 

- 1 (one) months’ notice if the initiative comes from the Client, 

or if the initiative comes from the Bank and the Client is not 

a Consumer, 

- 2 (two) months’ notice if the initiative comes from the Bank 

and the Client is a Consumer.  

The Bank may terminate the business relationship with immediate 

effect, without notice, in particular: 

- if the Client has failed to comply with his, her or its legal and 

contractual obligations; 

- if the Bank considers that the Client’s solvency is 

compromised and/or that the collateral obtained or 

requested is insufficient or has not been obtained;  

- if the Bank risks incurring liability by continuing the business 

relationship, or if the Client’s transactions appear to the Bank 

to be contrary to public order or good morals or to these 

General Terms and Conditions or risk harming the reputation 

of the Bank; 

- if the Bank is bound by legal obligations (in particular under 

European or national legislation) and it considers that there 

is a risk that it could contravene these obligations by 

maintaining the business relationship with the Client. This will 

notably be the case in the context of the legislation on the 

fight against money laundering and terrorist financing as 

well as in relation to international sanctions.    

The same applies, unless otherwise agreed, for any term and/or savings 

account.  

The Client will be notified by any correspondence (postal or electronic) 

sent by the Bank.  

The Bank reserves the right to invoice any termination of an account at 

its current rate, except in the event of termination by a consumer at 

least twelve months after the opening of the account in question. 

The Bank reserves the right to close the Client’s Junior Savings and Teen 

Savings accounts in existence prior to an account opened in the name 

of the same Client at another bank. 
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B.9.2. In case of the termination of its relationship with the Client, all 

undertakings entered into by the Client including those subject to a 

specific term shall automatically become payable immediately and 

without notice unless otherwise specified in the applicable legislation or 

by contract. 

 

B.9.3. After having terminated the Client relationship, the Bank can 

make all assets held in account available to the Client in the way it 

believes has been indicated, and does so at the Client’s risk. Specifically, 

the Bank reserves the option to proceed in accordance with the terms 

specified in clause C.5. of these General Terms and Conditions. The Client 

is obliged to withdraw his assets, or where applicable give the Bank 

appropriate transfer instructions, within the period indicated by the 

Bank. Otherwise, upon the expiry of this time frame, the Bank reserves 

the right to at any time sell the Financial Instruments lodged to the 

Account and provide the proceeds of the sale to the Client.  

Furthermore, and without prejudice to private agreements or special 

regulations specifying a longer time frame, the Bank reserves the option 

to retain the funds for a period of sixty (60) days starting from the date 

of the termination in anticipation of the potential payment of all 

operations of any nature generally carried out by or for the Client. These 

assets do not generate interest. 

B.9.4. The Bank also reserves the right to freeze and/or to close any 

accounts upon which there have been no movements, whether they are 

in debit or not. The funds shall be held at the disposal of the Client 

without incurring interest. The Bank fees and costs shall however 

remain applicable in such a case.  

B.9.5. The parties shall settle current transactions and their reciprocal 

balances as quickly as possible, subject to any specific terms or maturity 

dates laid down by contract, legislation or regulation which cannot be 

contravened or varied, and in compliance with any undertakings given 

to third parties. 

The provisions of these General Terms and Conditions and of any other 

agreement between the parties shall in all other respects remain 

applicable, until all transactions and all undertakings are completely 

discharged. 

B.9.6. Where the Client gives no instruction as to the transfer of the 

assets held following termination of the relationship, the Bank reserves 

the right to transfer his assets to the Caisse de Consignation (Official 

Deposit holder). 

B.10. European and international financial sanctions and 

embargos 

B.10.1. The Client, as well as the economic beneficiary and any related 

party must be aware that the Bank may block any accounts, 

transactions and payment cards, refuse to carry out any transactions 

and take any precautionary measure (such as asset freezing, for 

example) relative to any obligation or regulation applicable to the Bank 

with regard to its clients, particularly pursuant to any legislation or 

regulation issued by the Luxembourg government or the European 

Union or any other member country of the European Union or another 

country or any competent international authority such as the Office of 

Foreign Assets Control of the US Department of the Treasury or a non-

governmental organisation (such as the Financial Action Task Force or 

the United Nations Security Council), in particular with regard to 

sanctions, embargos and/or certain restrictive measures regarding 

certain persons or entities indicated in the applicable regulations. 

The Bank's compliance with its legal obligations under sanctions regime 

and financial and trade embargoes may involve the disclosure of 

information to the relevant authorities.  

More detailed information on the Bank's statement on financial 

economic crime is available on the ING Group website: 

https://www.ing.com/About-us/Compliance/Financial-Economic-Crime-

Statement.htm 

B.10.2. The Client, as well as the effective beneficiary and any related 

party, specifically undertake and guarantee that they will not directly 

or indirectly use the proceeds of any payment or recovery, nor lend, 

contribute or otherwise make available to any counterparty, finds to 

finance any activities which would constitute a breach of sanctions or 

embargos. 

B.11 Inactive accounts 

In the context of its obligations to provide information and to search for 

the holder(s) (or, where applicable, the beneficiary(ies)) as imposed by 

the Law of 30 March 2022, the Client expressly and irrevocably accepts 

that the Bank may transmit information relating to the Client to 

institutions, administrations, notaries, lawyers, and to the Bank's search 

service provider, located in Luxembourg and, where applicable, abroad, 

which it deems to be necessary or useful for the purposes provided for 

by this law.  

The research costs incurred shall be offset against assets held by the 

Client with the Bank in accordance with the provisions of the Law of 30 

March 2022, up to a maximum of 10% of the available assets, without 

exceeding a maximum amount of 25,000 euros.  

C. Provisions relating to payment services 

C.1. General Provisions 

A. The provisions of this section C apply, unless otherwise provided in 

the frame of the product and/or payment service subscribed by the 

Client with the Bank. 

The provisions of this section C apply exclusively to the Payment 

Services that the Bank provides to Clients. Unless otherwise specified, 

this Article C applies to Payment Transactions effected in euros or in the 

currency of a State of the European Economic Area (“EEA”) (on the date 

of publication of this version of the General Terms and Conditions, the 

EEA includes, in addition to the Member States of the European Union, 

Norway, Iceland, and Liechtenstein) and within the EEA (i.e. when both 

the Payer’s payment service provider and the Payee’s Payment Service 

Provider are located in the European Economic Area. When only one 

Payment Service Provider is involved in the Payment Transaction, that 

Payment Service Provider must be established in the European 

Economic Area). 

Unless otherwise specified, this section C shall also apply to Payment 

Transactions carried out in the EEA in the currency of the States that 

are not part of the EEA. It also applies to Payment Transactions, 

regardless of the currency, from or to a State outside the EEA, but only 

in respect of those parts of the Payment Transaction that are carried 

out in the EEA. 

This section applies to Payment Transactions and payment services 

described in the Annex to the Payment Services Act, transposing the 

PSD Directive. 

B. Between 1st September and 8 October 2025, the relevant provisions 

of these General Terms and Conditions relating to Instant Payment 

Transactions and VoP apply only if the Bank makes the said services 

available to the Client in advance before the regulatory deadline of 9 

October 2025. In such a case, the Bank is not obliged to ensure their 

continued availability, and to the fullest extent permitted by applicable 

law, does not assume any obligations of result in this respect. 

C.  From 9 October 2025, Instant Payment Transactions and VoP are 

provided by the Bank, being located in an EU Member State having the 

euro as its currency, provided that the Payee's account is opened with 

a PSP located in a Member State, also having the euro as its currency. 

PSPs located in EU Member States whose currency is not the euro must 

provide the service for receiving instant payments from 9 January 2027 

and the service for sending instant payments and VoP from 9 July 2027. 

From 9 July 2027, Instant Payment Transactions may be made to and 

from payment accounts held with PSPs located in the EU and VoP will 

be provided for all Payment Transactions in euro made between 
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accounts held with PSPs located in the EU, with the exception of 

payments processed and settled via large value payment systems 

(such as, for example, RTGS and EURO1).  

From the date of entry into force of Regulation (EU) 2024/886 in the EEA, 

Instant Payment Transactions may be made to and from accounts held 

with PSPs located in the EEA and, to the extent introduced by that 

Regulation, the VoP.  

The relevant provisions of these General Terms and Conditions relating 

to Instant Payment Transactions and VoP shall apply, to the extent 

required by law (including Regulation (EU) 2024/886), from the dates 

referred to in this clause. Should the relevant dates be postponed by 

law, the dates referred to in this clause will be automatically amended 

accordingly. 

C.1.1. Language of the contract and language of correspondence 

Notwithstanding article A.3.1. in its written correspondence with the 

Client the Bank undertakes to use the language (French, or English) 

chosen by the Client upon entering into his relationship with the Bank 

or subsequently where applicable.  

Unless otherwise provided, these General Terms and Conditions and 

contracts, forms, tariffs, and other documents shall be made available 

to or concluded with the Client in the language of correspondence 

chosen by the Client. 

 

The Client certifies that he understands and is fluent in the language in 

question. 

C.1.2. Receipt of information and conditions prior to the acceptance 

of a payment service 

The non-consumer Client expressly waives his right to receive the 

information and conditions applicable to the payment service, whether 

on paper or any other durable form, before he is bound by the payment 

service contract or offer. 

If the Bank acts as an initiation service provider, it gives the Payer and, 

where applicable, the recipient, or makes available to the Payer and 

recipient immediately after initiating the Payment Order: 

A) A confirmation of the successful initiation of the Payment 

Order with the payment service provider managing the 

Payer's account; 

(B)  A reference allowing the Payer and the recipient to identify 

the Payment Transaction and, where appropriate, allowing 

the recipient to identify the Payer, as well as any information 

provided in the Payment Transaction; 

(C) The amount of the Payment Transaction; 

(D)  Where applicable, the amount of the fees payable to the 

payment initiation service provider for the Payment 

Transaction and, where appropriate, a breakdown of the 

amounts of those fees. 

C.1.3. Information to be provided prior to a specific Payment 

Transaction 

The Client may, prior to the execution of a Payment Transaction, obtain 

by telephone or from a branch, details of the maximum execution 

period and the fees and a breakdown of the fees applicable to the 

specific Payment Transaction. 

The Bank charges no costs to the Client and/or to the Payment Services 

User for the accomplishment of its information obligations or for 

executing corrective and preventive measures, except in the event of 

refusal of an objectively justified Payment Order, or revocation of a 

Payment Order, or for the imprecision of a Unique Identifier. 

C.1.4. Permission for initiation of a Payment Order and for a Payment 

Transaction 

The Bank is authorised to act on instructions given by the Client or in his 

name and on his account in writing, by Internet Access, Access by third 

party PSPs, telephone, fax, SWIFT or by any other means of 

communication accepted beforehand by the Bank. 

No Payment Order will be executed by the Bank unless duly authorised 

by the Client or any authorised third party acting in its name. 

In the event of withdrawal of the consent by the Client and/or of the 

Payment Services User, the Bank is authorised to suspend or block the 

Payment Transaction. 

Payment Orders may also be initiated through a duly authorised agent 

including, to eliminate any doubt, a PISP. 

C.1.5. Information to be provided to ensure the correct execution of 

an authorised Payment Transaction 

In order to ensure the correct execution of an authorised Payment 

Transaction, the Client shall provide the Bank with at least the following 

information: 

a) the Beneficiary’s name 

b) the account number (or for certain payment systems the IBAN code) 

of the Beneficiary and the Payer; 

c) where necessary, and in particular for cross-border Payment 

Transactions, the single transaction ID (or, for certain payment 

systems, the BIC code), of the bank or institution with which the 

Beneficiary account is held; 

d)  where necessary, the address, the official ID document number, the 

Client ID number or the Payer’s date and place of birth; 

e) the amount and the currency of the Payment Transaction (only 

transactions in the authorised currencies listed in the Bank’s tariff 

will be executed by the Bank) and; 

f) where appropriate, in the case of a scheduled Payment Transaction, 

the date of execution of the Payment Transaction (and where 

applicable, for the Instant Payment Transactions, the time if this is 

facilitated by the channel used by the Client). 

 

C.1.6. Information to be provided by the payment service provider to 

the Client in case of fraud or suspicion of fraud. 

 

When acting as a payment service provider, the Bank makes available 

to the Client the secure procedure it applies to notify it of a suspicion of 

fraud, proven fraud, or threats to security. 

This procedure is available on the website at www.ing.lu. 

C.1.7. Time of receipt 

A Payment Order shall not be deemed to have been received by the 

Bank unless it has been duly authorised and contains all the information 

required for its correct execution. 

The time of receipt of a Payment Order without a scheduled execution 

date is the time at which the Payment Order is received by the Bank. 

If the time of receipt is not a Business Day, the non-instant Payment 

Order shall be deemed to have been received on the next Business Day 

on which the Bank carries on the activities required to execute the non-

instant Payment Transaction. 

The Bank is also authorised to set out in its tariff a cut-off time (near the 

end of a Business Day) after which any Payment Order or incoming 

payment shall be deemed to have been received or provided on the 

following Business Day. Cut-off times are not applicable to the execution 

of Instant Payment Transactions.  

Subject to the request being addressed in the agreed manner and being 

compatible with the type of Payment Order in question, the Client may 

agree with the Bank for the execution of the Payment Order to start on 

a given date or on expiry of a specific period or on the date on which the 
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Payer made the relevant funds available to his bank, in which case the 

time of receipt shall be deemed to be the pre-agreed day.  

If the agreed day is not a Business Day, the non-instant Payment Order  

shall be deemed to have been received on the next Business Day. 

C.1.8. Refusal to execute a Payment Order 

1. Where the Bank refuses to execute a Payment Order, the refusal and, 

if possible, the reasons for this refusal and the steps required to correct 

any material error having caused it shall be notified to the Client unless 

providing this information is prohibited under the regulations in force. 

For non-instant Payment Orders: 

Without prejudice to the rules on held mail, notification of a refusal to 

execute a Payment Order shall be sent to the Client in the form of a 

bank statement or by mail (postal or electronic) addressed to him 

and/or in the form of a message posted on the Internet Access, on the 

automatic teller machine (ATM) or point-of-sale (POS) terminal no later 

than the Business Day following the refusal.  

In the absence of an online channel for non-instant Payment Orders 

initiated on paper or non-electronically, the Bank sends notification of 

refusal of execution no later than the next Business Day following the 

refusal. 

For Instant Payment Orders:  

As soon as an Instant Payment Order is processed by the Bank, 

notification of refusal to execute is made available immediately via the 

Client's online channels. 

In the absence of an online channel for Instant Payment Orders initiated 

on paper or non-electronically, the Bank sends notification of refusal of 

execution no later than the next Business Day (and not a calendar day, 

by way of derogation from the general definition) following the refusal. 

In the context of instant payments, the Bank may in particular reject an 

Instant Payment Order if it has not received confirmation from the 

Payee's PSP that the Instant Payment Transaction has been carried out 

by the Payee’s PSP. Where applicable, the Bank will credit the amount 

of the Instant Payment Transaction to the Client's account if it has 

received proof that the outgoing Instant Payment Transaction has not 

been successfully executed.  

In cases where the Bank's channels apply a reservation to the amount 

of the transaction, this reservation reduces or increases the available 

balance of the amount of the (instant) Payment Transaction to which 

the reservation relates. The Bank will lift a reservation for an Instant 

Payment Transaction as soon as it receives evidence that the Instant 

Payment Transaction has not been accepted by the Payee's PSP or that 

it has not been successfully executed. 

2. In addition, a refusal to execute a Payment Order may also be notified 

to the Client directly by telephone, although the Bank shall not be bound 

to follow this course of action. 

3. To the extent permitted by applicable law, the Bank is authorized to 

charge a fee for any duly justified refusal of payment in accordance 

with the Bank's current tariffs. A Payment Order which has been refused 

shall be deemed not to have been received. 

C.1.9. Cancellation 

Unless otherwise stipulated in this article, a Payment Order is 

irrevocable from the point at which it has been received by the Bank. 

A Payment Order with a scheduled execution date may be cancelled by 

the Client where cancellation of the Payment Order is received by the 

Bank no later than the end of the Business Day prior to the date on 

which it has been agreed that the funds will be debited. 

Where the Payment Transaction is initiated by or via the Beneficiary, 

the Payer may not cancel the Payment Order once it has sent the 

Payment Order or approved the execution of the Payment Transaction 

to the Beneficiary. 

In the event of drawdown, and without prejudice to the repayment 

right, the Client and/or the Payment Services User may cancel the 

Payment Order no later than at the end of the Business Day previous to 

the pre-agreed day to debit the funds. 

At the end of the periods specified in this article, the Payment Order 

may only be cancelled with the agreement of the Bank. 

Payment Orders may be cancelled only at a branch, in writing, or via 

the Bank’s Internet Access and, by means of an electronic waiver, by 

telephone or fax. 

The withdrawal of approval for the execution of a series of Payment 

Transactions shall result in all future Payment Transactions being 

deemed not to have been authorised. 

In case of cancellation the Bank is authorised to charge the Client at the 

rate set out in the Bank’s tariff in force. 

The cancellation procedures apply to any Payment Transaction 

independently of the currency or destination.  

By way of derogation from the general definition, the above-mentioned 

references to Business Days refer only to days on which banks are open 

in Luxembourg, excluding Saturdays, Sundays and national and bank 

holidays. However, by way of derogation from the above-mentioned 

deadlines, if the ING Channel concerned allows a Payment Order to be 

cancelled on any calendar day, the Client may in this case cancel the 

said order via the channel concerned at the latest on the calendar day 

preceding the scheduled execution date. 

C.1.10. Currency conversion 

Payments shall be made in the currency agreed by the Payer. 

Where funds are to be received, the amount of the Payment 

Transaction shall be credited to the Beneficiary’s account indicated in 

the payment instruction even if the Payment Transaction implies a 

currency conversion and, unless otherwise instructed by the Client, at 

the time of the payment instruction and subject to the Bank’s right to 

open an account in the currency of the transaction in the Client’s name 

at its discretion and to credit the amount of the Payment Transaction 

to it. In the case of currency conversion, the Bank shall take a currency 

conversion charge. Unless otherwise instructed by the Client, the charge 

shall be debited from the account and in the currency of the account to 

be credited. 

If the account indicated in the instruction to withdraw funds is in a 

currency other than that of the Payment Transaction the Bank shall levy 

a currency conversion charge. Unless otherwise instructed by the Client, 

the charge shall be debited from the account and in the currency of the 

account to be debited. 

Unless otherwise agreed, the exchange rate used for currency 

conversions shall be determined in accordance with the rate(s), the 

method(s) of calculation and the reference(s) specified in the Bank’s 

tariff in force. 

The Bank may change the exchange rate at any time and without 

notice. 

However, if the Client is a Consumer, the exchange rate may only be 

changed with immediate effect and without notification if the changes 

are based on the method(s) of calculation or the references(s) set out in 

the Bank’s tariff. Changes in exchange rates which are favourable to the 

Client may also be applied without notice by the Bank. 

Exchange rates applicable to Clients who are Consumers which are not 

based on a method of calculation or a reference may only be changed 

by the Bank subject to two months’ notice. 

The Client understands and accepts that the exchange rate 

communicated to him before the transaction and the exchange rate 

actually applied may vary due notably to the exchange rate 

fluctuations during the day. 
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C.1.11. Deduction of the Bank’s expenses from the amount 

transferred 

The Client authorises the Bank to deduct its expenses from any amount 

to be credited to the Client’s account. 

The Bank is also authorised to deduct its expenses from any amount to 

be debited from the Client’s account subject to the funds being 

withdrawn in a currency other than that of an EEA Member State and/or 

the transfer being made to a payment account outside the EEA. 

C.1.12. Liability 

C.1.12.1. Executed non-authorised Payment Transaction 

The Bank’s liability is limited to the correct execution of the Payment 

Transaction, in conformity to the Payment Order given by the Client. 

Without prejudice to articles A.6.2 and A.7.1 and C.1.21 of these General 

Terms and Conditions, the Bank reimburses the Client no later than at 

the end of the first following Business Day (and not a calendar day, by 

derogation to the general definition), for any unauthorised Payment 

Transaction only if the Client informs the Bank without any unjustified 

delay the Bank, Payment Services Provider of the account, at the time 

it observes such transaction prompting a complaint, as soon as it had 

verified and observed that the Payment Transaction was not 

authorised. The Bank, Payment Services Provider managing the 

account, may not reimburse in these times if it has good reason to 

suspect fraud, and if it communicates these reasons in writing to the 

CSSF.As required, the Bank re-establishes the Client’s account in the 

status where it would have been if the unauthorised Payment 

Transaction had not taken place. The value date of such refund shall be 

the date at which the amount of the unauthorised Payment 

Transaction was debited. 

The Bank, as Payment Services Provider of the Payer, may request 

compensation of the Beneficiary’s Payment Service Provider of a refund 

paid by the Bank to the Payer. 

When the Bank’s liability is due to another Payment Services Provider or 

intermediary (such as of TPP or third-party PSP), the Bank shall be 

indemnified by this Payment Services Provider for all losses incurred or 

sums paid out, including the compensation if such other Payment 

Services Provider (Beneficiary’s Payment Services Provider) does not use 

or does not request a strong authentication. 

The Client shall bear without limitation of amount all losses caused by 

unauthorised Payment Transactions, in particular if these losses result 

from fraudulent acts on his part or from the fact that the Client failed 

intentionally or as a result of gross negligence to fulfil the conditions 

governing the payment service. This shall also be the case if the Client 

fails to inform the Bank or the entity it designates as soon as he is aware 

of it. 

If the Client is a consumer client, then he bears, within the bounds 

stipulated by law, all losses prompted by unauthorised payment 

transactions. No limitation shall however be accepted in the cases taken 

up in the previous paragraph in the event of fraud or gross negligence 

in the context of using the payment service or the disclosure of his 

strictly personal ID elements to a third-party. 

Notwithstanding the fact that the Bank has reimbursed the amount of 

the Payment Transaction to the Client if the Bank subsequently 

demonstrates that the Payment Transaction was authorised, the Client 

shall be obliged to reimburse the Bank this amount plus interest and 

any losses, damages, costs and expenses incurred by the Bank. 

 

C.1.12.2. Payment Transactions executed using an incorrect Unique 

Identifier (or IBAN code) and the VoP service   

(i) Before consenting to a single Payment Order in euro, the Bank will 

perform a VoP and inform the Client of the result: ‘match’, ‘no match’, 

‘no match possible’ or ‘almost/close match’. In the latter case, the Bank 

informs the Client of the name of the payee associated with the 

inputted payment account identifier, as received from the payee’s PSP. 

(ii) For Batch Payment Orders in euros, the Client may (i) use the Bank's 

VoP service for batches by submitting the relevant Batch Payment 

Order to the VoP service, or (ii) opt-out from the VoP service by 

submitting the Batch Payment Order for immediate execution (without 

submitting the batch for VoP or without waiting for the VoP result). 

Batches submitted for the VoP service may contain either Instant 

Payment Transactions or regular Payment Transactions in euros, but 

not both, unless otherwise indicated in the Service Documents. For VoP 

purposes, they may not contain any Payment Transactions in any other 

currency. 

In addition, depending on the channel used by the Client, the Bank may 

enable the Client to opt-out from the VoP via the applicable form; in this 

case, his choice will be applied to the execution of all Batch Payment 

Orders in euros, containing several Payment Orders, from his 

subscription. The Client may at any time request the Bank to opt-in the 

VoP service via the applicable form; his choice will be applied as soon as 

possible in accordance with the procedures set out in the said form;  

(iii) If the Client uses the VoP for a Batch Payment Order, the Bank 

provides a report containing the VoP result for each of the Payment 

Orders, in accordance with paragraph (i) above. The Client shall only use 

VoP for Batch Payment Orders when submitting the Batch Payment 

Order for payment execution. 

(iv) If a Payment Order is initiated in writing, the Bank provides the VoP 

to the extent that the Client is present at the Bank's premises to take 

note of the VoP result at the time of submitting the paper-based 

Payment Order.  

(v) If a Payment Order receives a VoP result of ‘no match’, the Client 

acknowledges that authorising this payment may result in the transfer 

of funds to an account which may not be held by the Beneficiary 

indicated by the Client. In the case of a VoP ‘no match’ result, the Client 

acknowledges that his channel may not allow the Bank to display a 

notification indicating that the funds may not be credited to the 

account of the intended Beneficiary. The Client explicitly accepts this 

risk and, consequently, the Bank is not liable for any negative financial 

consequences arising from it. 

(vi) If the Bank is requested to execute a Batch Payment Order 

containing a single Payment Order, the Client must first carry out a VoP 

in accordance with paragraph (ii) above. If the Batch Payment Order is 

presented for execution without a VoP, the Bank is not liable if the funds 

are not credited to the account of the intended Beneficiary.  

(vii) If the Bank has executed a Payment Transaction in euro with (i) a 

‘match’ VoP result, (ii) an ‘almost/close match’ VoP result or (iii) a ‘no 

match possible’  VoP result, the Bank shall be liable to the Client if the 

Unique Identifier does not belong to the Beneficiary on which the VoP 

was performed or should have been performed or, in the case of an 

‘almost/close match’, does not belong to the payee displayed to the 

Payer together with the VoP result. In such a case, if the Bank is 

responsible for the defective execution, it will restore the account to the 

situation in which the defective execution did not take place. The value 

date of this correction is the date on which the amount of the defective 

Payment Transaction was debited or should have been credited 

(viii) If the Client (i) has opted out from the VoP in accordance with 

paragraph (ii) above, (ii) has requested the Bank to execute a single 

Payment Order or Payment Orders included in a Batch Payment Order 

that received a ‘no match’ result, or (iii) has asked the Bank to execute 

a Payment Order in euros via the ING Direct Initiation Payment API (if 

applicable to the Client), the Bank is not liable to the Client if the Unique 

Identifier did not belong to the Beneficiary on which the VoP was 

performed, and the Client may not claim any refund as a result of this 

discrepancy. The Bank shall endeavour, upon request, to recover the 

funds relating to the Payment Transaction. Any reasonable costs 

incurred by the Bank for such recovery may be charged to the Client. 

(ix) In performing the VoP, the Bank, as PSP of the Payee, will process 

(where applicable, via its VoP provider) the following types of data: 

surname, first name, legal name, commercial (trade) name, legal entity 

identifier (LEI), fiscal number or other unique European identifier as 
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referred to in Article 16(1) of Directive (EU) 2017/1132. The Client must 

ensure that this data provided to the Bank is correct and up to date, and 

to inform the Bank immediately of any changes to this data so that the 

Bank can respond correctly to VoP requests from the Payers' PSPs. The 

Bank, as the Client's/Payee's PSP, is not responsible for sending ‘no 

match’ VoP results to the Payers' PSPs if the data is not correct and up 

to date. 

(x) Where the Bank acts as the Payee's PSP, and the result of the VoP is 

‘almost/close match’, the Bank is required to provide the Client's name 

to the Payer's PSP (where applicable, via its VoP provider). Where the 

Bank acts as the Payer's PSP, the Client is informed that the data 

inputted, such as the Payee's name or unique identifier and the Payee's 

account identification number, will be sent to the Bank's VoP provider, 

as well as to the Payee's PSP and its VoP provider. 

(xi) If the VoP result is ‘almost/close match’, the payee's name displayed 

to the Payer together with the VoP result matches the Unique Identifier 

provided by the Client, and the Client, duly informed of the said result, 

confirms the execution of his (Batch) Payment Order, the Bank is 

deemed to have validly performed its VoP obligations and correctly 

executed the said payment.  

(xii) If the Client initiates a (Batch) Payment Order through PIS services, 

the VoP will be provided by such PSP. 

(xiii) The Bank shall execute euro Payment Orders to an account 

maintained with a PSP located in an EU Member State whose currency 

is not the euro and non-euro Payment Orders based on the Unique 

Identifier. As of the relevant date referred to in Clause C.1.C (9 July 

2027), this clause will apply to non-euro Payment Orders only. 

The Bank shall be considered as having correctly executed such 

Payment Order if it executes it on the basis of the Unique Identifier 

repeated in the instruction transmitted by the Client. 

The Bank is not obligated to check any mismatch between the Unique 

Identifier and the Beneficiary’s name, or address repeated in the 

payment instruction. 

Unless otherwise agreed, such Payment Order shall be executed by the 

Bank using the Beneficiary’s account number (or IBAN) as supplied by 

the Client. 

Such Payment Order executed using the Beneficiary’s account number 

(or IBAN) shall be deemed to have been duly executed in respect of the 

Beneficiary indicated by the Beneficiary’s account number (or IBAN). 

Notwithstanding the provision by the Client of further information in 

addition to the Beneficiary’s account number (or IBAN), such as the 

Beneficiary’s name and/or address, the Bank shall only be liable for the 

execution of such Payment Order in accordance with the Beneficiary’s 

account number (or IBAN) as applied by the Client. 

If the Beneficiary’s account number (or IBAN) as supplied by the Client 

is incorrect, the Bank shall not be liable for any failure to execute such 

Payment Order or to execute it correctly. The Bank shall, however, 

ensure in so far as it is reasonably possible and at the Client’s request to 

recover the funds involved in the Payment Transaction. 

In such a case the Bank shall be authorised to pass the collection costs 

on to the Client at the rate set out in the tariff in force. 

(xiv) An incoming Payment Transaction (in any currency) is deemed to 

be correctly executed when it is executed on the basis of the Unique 

Identifier only. Neither a name nor an address forms part of the Unique 

Identifier. The Bank is not obliged to check for any discrepancies 

between the Unique Identifier provided and the name or address given. 

C.1.12.3. Non- or incorrectly executed Payment Transactions 

(i) Where the Payment Order is initiated by the Payer, the Bank shall 

without prejudice to Articles C.1.11, A.6.2 and A.7.1 of these General 

Terms and Conditions be liable for the correct execution of the Payment 

Transaction in respect of the Client only if the Client/Payment Services 

User informs the Bank of this without unjustifiable delay from the time 

it becomes aware of such transaction prompting a complaint, and no 

later than within thirteen months following the debit date. With regard 

to the elements explained below, this paragraph does not apply if the 

Bank may prove to the Beneficiary, and if applicable to the Beneficiary 

bank, that the Beneficiary’s bank has received the amount of the 

Payment Transaction within the execution timelines. 

If the Bank is liable as the Payer’s bank under the terms of the paragraph 

(i), it shall return to the Payer without delay the amount of the non- or 

incorrectly executed Payment Transaction and, where necessary, 

restore the Payer’s account to the position it would have been in had 

the failed Payment Transaction not taken place. 

If the Bank is liable as the Beneficiary’s bank under the terms of the 

paragraph (i), it shall immediately make the amount of the Payment 

Transaction available to the Beneficiary and, where necessary, credit 

the corresponding amount to the Beneficiary’s payment account. 

The Bank will be liable for costs incurred and interest borne by the Client 

for which it is responsible as a result of failure to execute the payment 

transaction or to execute it correctly only if the Client is a Consumer. 

(ii) Where the Payment Order is initiated by or via the Beneficiary, the 

Beneficiary’s bank shall without prejudice to Articles C.1.11, A.6.2 and 

A.7.1 of these General Terms and Conditions be liable for the correct 

transmission of the Payment Order to the Payer’s bank by the date and 

time agreed between the Beneficiary and its bank. 

If the Bank is liable under the terms of paragraph (ii), it shall return the 

Payment Order in question to the Payer’s bank immediately. 

(iii) Where the Payment Order is initiated by or via the Beneficiary, the 

Beneficiary’s bank shall without prejudice to Articles C.1.11, A.6.2 and 

A.7.1 of these General Terms and Conditions also be liable for the 

immediate provision of the funds and the value date applicable to the 

Payment Transaction. 

If the Bank is liable under the terms of paragraph (iii), it shall ensure that 

the amount is made available to the Beneficiary immediately after it is 

credited to the Beneficiary’s bank account. 

In the case of a non- or incorrectly executed Payment Transaction for 

which the Beneficiary’s bank is not liable under the paragraphs (ii) and 

(iii), it is the Payer’s bank which is liable vis-à-vis the Payer. Where 

necessary and without delay the Payer’s bank shall return the amount 

of the non- or incorrectly executed Payment Transaction and restore 

the payment account debited to the position it would have been in had 

the incorrect Payment Transaction not taken place. 

At the Client’s request and irrespective of the Bank’s liability, the latter 

shall make every effort to track the Payment Transaction and notify the 

result of its search to the Client, this within the laws on limitation. 

Where the Client is not a Consumer, the Bank's liability in the event of 

non-execution or incorrect execution of a transaction is only incurred in 

the event of gross negligence or wilful misconduct on its part. In this 

case, the Bank's liability is in any event limited to the only direct 

damage established by the Client, to the exclusion of any indirect 

damage, in particular, but without limitation, loss of profit, opportunity, 

clientele or damage to reputation. 

C.1.13. Reimbursement of Payment Transactions initiated by or via 

the Beneficiary 

This article does not apply to Instant Payment Transactions. 

C.1.13.1. Reimbursement of SEPA Domiciliation 

A Client who has been debited with a SEPA Domiciliation is authorised, 

for a period of 8 (eight) weeks with effect from the date the funds are 

debited, to obtain a refund of any authorised SEPA Domiciliation, 

without being required to justify his reasons. 

Within 10 (ten) Business Days following receipt of the refund request, 

the Bank either refunds the total amount of the Payment Transaction 
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or justifies its refund refusal, indicating the organisation that the Payer 

can then file with if the Payer does not agree with the reasons given.  

The right of refund provided for in this article is expressly excluded for 

SEPA Domiciliation in the case of the SEPA B2B Direct Debit Scheme 

applicable to Clients who are not Consumers.  

All reimbursement requests are to be sent in writing to the “Complaints” 

Service at ING Luxembourg SAL-2965 Luxembourg. 

C.1.13.2. Verification of powers linked to a B2B direct debit mandate 

Where a non-Consumer Client transmits a B2B direct debit mandate to 

the Bank with a view to authorising debits from his/her account by a 

lender, the Bank only has a duty to verify that the persons having signed 

the mandate on behalf of the Client correspond to those authorised in 

his/her account book at the point the mandate for the account 

movements is transmitted, irrespective of the Client's powers of 

representation with regard to third parties in his/her capacity as Client, 

and as they are published or listed with the relevant registry of 

commerce. The Client explicitly releases the Bank from any additional 

verification in this respect. 

C.1.14. Spending limits and management of limits  

The Bank may set spending limits for the use of payment instruments, 

including via the banking channels accessible to the Client (in particular 

the ING Channels). These limits consist of minimum and/or maximum 

amounts authorised to carry out Payment Transactions. The Bank will 

inform the Client by any means deemed appropriate, in particular on its 

website or via the relevant channels. The Bank may change these limits 

at any time and without prior notice to the Non-Consumer Client.  

The Bank provides the Client with a tool for managing the limits 

applicable to Instant Payment Transactions via the channels where 

such feature is available. The Client may set a limit per Instant Payment 

Transaction (or, where applicable, per day), as indicated in the Service 

Documents or by any other appropriate means. This limit applies 

regardless of the Client's channels, and may not exceed the spending 

limit referred to in the previous paragraph. 

Depending on the rights of Users (acting on behalf of the Client) to 

validate a limit (or its modification) in a channel, as defined or applicable 

according to the configuration of this channel, the Bank applies the 

most extensive rights of these Users to the Client's other channels. 

Any User authorised to validate a payment in a payment channel 

accessible to the Client will also have the right to validate the setting or 

changing of a limit. The Client acknowledges that certain channels may 

not allow the application of joint powers for such validation or change 

of limits and to designate specific Users allowed to set or change limits 

only, regardless of any joint powers available to validate a payment and 

the Client's statutory corporate rules. The Client acknowledges that he 

is bound by such validations or changes of limits validated, according to 

the process in force in the channel, individually by any User authorised 

to validate a payment, and assumes all the negative financial 

consequences relating thereto, discharging the Bank from any liability 

in this respect. 

The Client is advised that certain channels may only allow a limit to be 

set per transaction, which may be limited to that channel. The Bank also 

reserves the right, but is not obliged, to extend the application of the 

limits set by the Clients to types of transaction other than Instant 

Payment Transactions.  

The Client also acknowledges that certain channels may not (directly) 

facilitate the setting of such limits. The Bank is not liable for any 

negative financial consequences if the Client uses such a channel or if 

the Client has not implemented the appropriate tool or ING Channel to 

set such limits.  

The Bank reserves the right, but is not obliged, to apply a technical delay 

before implementing any change of limit set by the Client. The Client 

expressly accepts the application of this technical delay. Such a delay 

will be communicated via the relevant ING Channel or any other 

appropriate means.  

C.1.15. Right to receive copies of contractual conditions 

The Bank shall furnish the Client on request with a paper or other 

durable copy of the General Terms and Conditions in force and any 

other conditions applicable to the payment service requested. 

C.1.16. Charges 

The Bank may make charges for the use of payment services and, 

subject to the legal limits, for the provision of information relating to 

these services.  

Moreover, the Bank reserves the right to charge a fee for the termination 

of any payment service contract by a Client who is not a Consumer and 

for the termination of any payment service contract prior to the end of 

the first twelve months by a Client who is a Consumer. 

Unless otherwise agreed, these charges shall be indicated in the Bank’s 

tariff in force. 

The non-consumer Client expressly waives his right to receive the 

information and conditions applicable to the account, whether on paper 

or any other durable form, prior to opening the account. 

C.1.17. Term of the contract 

Unless otherwise agreed, all payment service contracts are concluded 

for an indefinite period. 

C.1.18. Termination 

Without prejudice to Article B.9.1 of these General Terms and 

Conditions, the Bank is authorised to terminate any payment service 

contract concluded for an indefinite period subject to two months’ 

notice (postal or electronic) sent to the Client. 

Unless otherwise agreed, the Client may terminate a payment service 

contract concluded for an indefinite period at any time and without 

notice. 

Termination of the contract by a retail Client entails no costs unless the 

contract has been in force for less than six months at the time of 

termination. 

For a Client who is a consumer, the fees and charges taken on a regular 

basis for the provision of the payment service are payable on a pro rata 

basis up to the date of termination of the payment service contract. If 

they have been paid in advance, these charges shall be refunded by the 

Bank on a pro rata basis.  

Fees and payments charged on a regular basis for the provision of a 

payment service to a Client who is not a Consumer are payable to the 

Bank and shall not be reimbursed in case of termination of the payment 

service contract. 

C.1.19. Messages on Payment Orders 

The information specified in the “Message” field of the Payment Order 

will not necessarily be communicated completely or only in part by the 

Bank. The Bank shall not incur any liability as a result of this fact. 

C.1.20. Data transfer 

In instructing the Bank to executive a domestic or international 

payment, the Client authorises the Bank, its correspondent banks and 

any other specialist company involved in the transmission or execution 

of the payment instruction, such as SWIFT, to process all the data 

required for the correct execution of the payment instruction and/or 

required by the legislation/regulations in force. Such processing may, 

notably, be carried out from centres located in other European 

countries and/or in non-European countries in accordance with local 

legislation. Consequently, notably the authorities of these other 

countries may have access to data processed and/or stored in these 

operational centres. 
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C.1.21. Complaints 

The Client may obtain correction of an unauthorised or incorrectly 

executed Payment Transaction only by immediately reporting in 

writing to the Bank's "Complaints" Service any error which he identifies 

in the documents or account statements sent to him by the Bank, no 

later than within thirteen (13) months after the date on which the 

disputed transaction was debited. 

If no complaint is received within the above period, all account 

statements and interest statements shall be deemed to be accurate 

and approved by the Client. 

Without prejudice to the rules on domiciled post set out in article A.3.2 

above, there shall be a non-rebuttable presumption that the Client has 

become aware of the executed transaction within 60 (sixty) days of the 

date on which the account statement relating to the disputed Payment 

Transaction was sent. 

If no such notification is given within that period, having regard to the 

nature of the transaction in question, the transaction shall be deemed 

to be correct and accurate and to have been approved by the Client. 

The Client shall report in the same way and within the same time limits 

any errors or discrepancies he observes, in particular, in the statements 

of account, or in any other messages delivered in any form whatsoever, 

notified or sent by the Bank, and any observations which those 

documents or messages raise on the part of the Client, and the 

aforementioned 60 (sixty)-day period shall begin to run on the date on 

which the document or message in question is issued. 

In the event of an unauthorised Payment Transaction, the Bank shall 

immediately reimburse the Client once it has verified and ascertained 

the amount of the unauthorised Payment Transaction. Where 

necessary, the Bank shall restore the Client's debited account to the 

position in which it would have been had the unauthorised Payment 

Transaction not occurred. 

C.1.22. Securitised procedure in the event of suspected fraud or 

security threat 

The Bank makes available/furnishes to the Client Payment Services User 

the securitised procedure that it applies to allow the Client/Payment 

Services User to notify it of suspected fraud, averred fraud, or security 

threats. 

This procedure is available on the website www.ing.lu. 

If the Bank has a suspicion of fraud, averred fraud or security threat, the 

Bank shall make contact with the Client/Payment Services User. To do 

this, it shall use on or the other of the communication means at its 

disposal (such as securitised messaging, phone contact of the officer in 

charge of relations, or postal mail). 

C.1.23. Call-Back measures 

This clause applies to Instant Payment Orders only if they are not 

transmitted via a channel (in particular on paper and non-

electronically). The call-back measure may also apply for VoP purposes.  

 

 

C.1.23.1 General points 

For the purpose of combating fraud and/or if the Bank has doubts 

concerning the authenticity of a Payment Order, the Bank may wish to 

verify certain Payment Orders, without being obliged to do so.  This 

procedure is referred to hereinafter as a "Call-Back Procedure" and the 

application of the Call-Back Procedure to an order is called a "Call-Back". 

Payment Orders subject to the Call-Back Procedure will only be carried 

out by the Bank after the successful completion of the verification 

process described below. The Bank may not guarantee, in this context, 

the execution of the Payment Order on the day of its reception. 

The execution of any Payment Order will thus remain suspended as 

long as a Call-Back has not been conclusively completed. However, if the 

Call-Back attempts are unsuccessful during two Business Days, the 

Payment Order will be rejected. The delay in execution, in particular if a 

positive Call-Back is only possible after the applicable cut-off time, or the 

rejection of the Payment Order concerned, may not be blamed on the 

Bank. 

C.1.23.2. Regarding a legal entity Client: 

The contact person(s) designated by the Client as part of the Call-Back 

Procedure will be contacted by phone or email. The Bank will check with 

the contact person certain data of the Payment Order to enable it to 

ensure with reasonable accuracy the authenticity of the transaction 

before executing the Payment Order. 

The order in which the contact persons are designated by the Client will 

not determine the order in which these persons will actually be 

contacted by the Bank. Each of these people may be contacted in order 

to perform a Call-Back. 

If no contact person was designated by the Client or none of the contact 

persons is reachable, the Bank may ultimately contact the Client's legal 

representatives (provided the Bank has their telephone number or 

email) in order to perform the Call-Back. The absence of recourse to this 

solution may not be blamed on the Bank. 

Via a duly signed ad hoc document, available upon request from the 

Client Relations Manager, the Client shall keep the Bank informed with 

no delay of any changes to the list of contact persons in order to ensure 

the proper execution of the Client’s Payment Orders. The required 

modifications will only be effective once the Bank has been notified of 

the Client's appointment of a contact person or a change in this contact 

list, without prejudice to Article A.1.7 of the Terms & Conditions. 

C.1.23.3. Regarding the individual Client: 

The contact person under the Call-Back Procedure shall be: 

- By default, the account holder concerned;  

- In the case of an account opened in the name of two or more holders 

(joint account or solidarity joint account), any one of the account 

holders; 

- In the case of an account opened in the name of a minor or a person 

subject to protective measures, the legal representatives.  

The contact person will be notified by phone or email. Any telephone 

number or email address provided to the Bank in any respect 

concerning a contact person may be used for Call-Back purposes. 

The Bank will check certain data of the Payment Order with the contact 

person to enable ensuring reasonable accuracy and authenticity of the 

transaction before executing the Payment Order. 

If there are several contact persons for the same account, the Bank may 

indifferently, without order of preference, contact any one of the 

contact persons to perform a Call-Back. 

C.2. Transfer 

C.2.1. Description 

A transfer is a payment service involving the transfer of funds by 

debiting an amount from the Payer’s account and crediting the 

corresponding amount to the Beneficiary’s account. 

A transfer may be executed in writing (using the form provided by the 

Bank or by other written instruction) via the Internet Access or, by 

means of an electronic waiver, by fax, telephone, SWIFT, or any other 

means accepted beforehand by the Bank. 

The transfer is the payment Service provided by the Payment Service 

Provider who holds the Payer's Payment Account. This consists of 

crediting, on the basis of an instruction from the Payer, the Payment 
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Account of a Beneficiary by a Transaction or a series of Payment 

Transactions. 

C.2.2. Information required for the correct execution of a transfer 

In addition to the information required under article C.1.5 of these 

General Terms and Conditions, in order to be executed correctly all 

transfers must specify the principle according to which the Bank will 

charge the fees, i.e. SHA (the Beneficiary pays the charges collected by 

his payment service provider and the Payer pays the charges collected 

by his payment service provider), BEN (Beneficiary pays all charges) or 

OUR (Payer pays all charges). 

The Client acknowledges and accepts that all outgoing Payment 

Transactions in a currency of an EEA country where both the Payment 

Service Provider of the Payer and that of the Beneficiary are located in 

an EEA country, will be executed according to the SHA system, save in 

case of an express request to the contrary and subject to the consent 

of the Bank. 

Therefore, for Payment Transactions made within the European Union, 

when the Payment Services Provider of the Payer and that of the 

Beneficiary are both located in an EEA country, or when the single 

Payment Services Provider acting in the Payment Transaction is located 

in an EEA country, the Beneficiary pays the costs drawn down by its 

Payment Services Provider and the Payer pays the costs drawn down 

by its Payment Services Provider, unless an exception is made and 

accepted by the Bank. 

For incoming Payment Transactions, the Client shall instruct the Bank 

to apply the charging principle chosen by the Payer. 

The Client shall refrain from raising any objections in respect of this 

article. 

C.2.3. Approval of the execution of a transfer 

A transfer is authorised by the handwritten or electronic signature of 

the Client or, by means of electronic release, with the Client’s telephone 

agreement or any other process accepted by the Bank. 

Consent to the execution of a Payment Transaction may also be given 

via the Beneficiary or a payment initiation service provider. 

C.2.4. Consent to third-party PSP services 

Access to the accounts by third-party Payment Service Providers is only 

possible if the Client provides explicit consent to this effect. 

Regarding the Account Information Service (AIS), this agreement is 

granted for a period of 180 (one hundred and eighty) days, and is also 

made through the usual Means of Connexion of the Client - mainly 

LuxTrust products. 

The Client thus agrees that third-party PSPs may access his accounts, 

initiate payments, and/or obtain confirmation of the availability of 

funds. 

Third-party PSPs will be able to access the following data: account 

number, posted balance, available balance, transaction history, and 

transaction details. 

C.2.5. Time of receipt of a transfer 

Without prejudice to Article C.1.7 of these General Terms and 

Conditions: 

For non-instant Payment Orders:  

- transfers transmitted to the Bank by fax shall be deemed to have 

been received by the Bank at the time and date indicated on the fax 

received by the Bank; 

- transfers remitted over the counter or at the reception desk in a 

branch shall be deemed to have been received by the Bank at the 

time they are remitted at the counter or at reception as per the 

Bank’s date stamp; 

- payments placed in the letterboxes provided by the Bank for this 

purpose are collected every Business Day at the cut-off time set out 

in the Bank’s tariff in force. Only those payments found in 

letterboxes at the time of collection shall be deemed to have been 

received by the Bank on the day of the collection. 

- transfers executed via an online channel shall be deemed to have 

been received by the Bank at the time and date indicated on the 

transaction summary note. 

For Instant Payment Orders: 

-    The time of receipt of an Instant Payment Order, transmitted via an 

online channel, is deemed to be the time when the Bank recorded 

its receipt and the Client consented to it, corresponding to the time 

and date indicated on the transaction summary notification.   

-    The moment of receipt of an Instant Payment Order (i) which has not 

been transmitted via an online channel (on paper or any other non-

electronic instruction) is the moment when the Bank has entered 

this order into its internal processing systems; (ii) which belongs to a 

Batch Payment Order is the moment when this individual Instant 

Payment Order (and the resulting transaction) has been unpacked 

and (iii) which originates from a non-euro-denominated account is 

the moment when the amount of this transaction has been 

converted into euros. 

-     If the ING Channel used allows the Client to choose a given day and 

specific time for the execution of the Instant Payment Order, these 

correspond to the time of receipt of this order. 

C.2.6. Maximum execution period for Payment Transactions 

(i) For Instant Payment Transactions:  

Instant (Batch) Payment Orders are executed every calendar day, 

according to the Client's instructions. When the Client acts as Payer, the 

value date of the debit to the payment account corresponds to the date 

of execution of the transaction.  

Instant Payment Transactions are credited to the Beneficiary's account 

within the time limits imposed by applicable law after the Bank has 

received the Payment Order in accordance with Clause C.2.5. The 

execution of Instant (Batch) Payment Orders will start on the calendar 

day on which the order is received in accordance with Clause C.2.5. 

(ii) For non-instant Payment Transactions:  

When the Client is the Beneficiary of a non-instant Payment 

Transaction, the credit value date corresponds to the Business Day on 

which the amount of the Payment Transaction is credited to the Bank's 

account. If the funds are received outside a Business Day, the value date 

corresponds to the next Business Day.  

When the Client acts as Payer, the value date of the debit to the 

payment account corresponds to the time when the amount of the 

Payment Transaction is debited from the payment account. 

Payment Transactions made in euros inside or outside the EEA, 

transactions carried out in Luxembourg in an EEA currency, other than 

the euro without a foreign exchange transaction, as well as transactions 

with a single conversion between the euro and another EEA currency, if 

the conversion is made in the Member State of that other currency and 

the transfer is made in euros, shall be executed at the latest at the end 

of the first Business Day upon receipt (as defined in Article C.2.5 of these 

General Terms & Conditions provided the regulations do not impose 

shorter deadlines. 

This period may be extended by one additional Business Day in the 

event of a paper Payment Order. 

Other Payment Orders made within the EEA are executed no later than 

4 (four) Business Days from the date of reception (as defined in Article 

C.2.5 of these General Terms & Conditions). 

For all other Payment Orders outside the EEA, regardless of the currency 

(other than the euro) or within the EEA in currencies other than the euro 

and the currencies of the countries of the EEA may be executed within 

a period of more than 4 (four) Business Days from receipt (as defined in 

Article C.2.5 of these General Terms & Conditions). 
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(iii) The execution of Payment Transactions (whether instant or not) is 

however subject to the suspension by the Bank of these services for 

security or maintenance reasons, for reasons of force majeure or for 

regulatory reasons, and to the processing capacity (or the possible 

suspension of services) of the payment systems allowing their 

execution.  

The Bank will inform the Client, via an ING Channel, of any planned 

service interruptions. 

For more information on the value date and the book date applied by 

the Bank to Payment Transactions, please refer to the Bank's current 

tariffs. 

C.2.7. Availability of funds 

When the Client is the Beneficiary of a non-instant Payment 

Transaction, the amount of the Payment Transaction is made available 

to the Beneficiary immediately after this amount has been credited to 

the Bank's account, when:  

- no currency conversion is required;  

- or when there is a conversion between the euro and the currency of 

an EEA state, or between the currencies of two EEA states.  

Where a conversion between a currency of a state which is not a party 

to the EEA and the euro (or another currency of an EEA state), or 

between the currencies of states which are not parties to the EEA, is 

required, the funds are not made available immediately, but at the end 

of the period required for the conversion. Incoming Instant Payment 

Transactions will be credited on any calendar day within the time limit 

set by the applicable law, and will be added to the account balance at 

any time. 

For more information on the value date and the book date applied by 

the Bank to Payment Transactions, please refer to the Bank's current 

tariffs. 

C.2.8. Interbank account management.  

This clause applies to the use of an ING Channel to manage accounts 

held with a third-party bank and to the management of the Bank's 

accounts by means of a channel provided by a third-party bank. To be 

able to provide these services, the Bank must have concluded an 

agreement with the third-party bank concerned. 

If agreed, the Bank will allow the Client to use an ING Channel to submit 

Payment Orders and receive information on accounts held with another 

ING entity or a third-party bank. If the Bank provides such services: 

(i) the Bank will transmit Payment Orders to third-party banks and/or 

make information available from third-party banks, provided that the 

account holder has authorised: 

- the Client to add the account holder's account with a third-party bank 

to the ING Channel, to manage this account, to initiate and transmit 

Payment Orders and/or to receive information relating to this account; 

and 

- the third-party bank with which the account is held to execute the 

Payment Orders transmitted by the Bank and to send information 

concerning the account to the Bank. 

(ii) The Client acknowledges and expressly agrees that the Bank may 

consider all the authorisations specified in this clause to be in full force 

and effect until the Bank receives written notification to the contrary. 

(iii) The Client authorises the Bank to transmit a Payment Order by 

affixing his electronic signature and/or any other required means of 

authentication and by submitting or otherwise initiating the Payment 

Order. 

(iv) The Bank will only transmit Instant Payment Orders if they are 

received in the format described in the Service Documents. 

(v) Unless otherwise specified in the Service Documents, the Bank will 

transmit the Payment Order to the third-party bank as soon as it is 

received. 

(vi) The Bank is only responsible for the transmission of the Payment 

Order to the third-party bank. The Bank is not responsible for the 

compliance of the transmitted Payment Order with the format 

standards specified by the third-party bank. The execution of 

transmitted Payment Orders is subject to the conditions of the third- 

party bank and the Bank is not responsible for the execution of these 

instructions or for the actions of this third-party bank. 

(vii) Unless otherwise specified in the Service Documents, a Payment 

Order (to be transmitted) by the Bank cannot be revoked with the Bank 

and revocation of a Payment Order is only possible directly with the 

third-party bank responsible for executing the Payment Order and 

subject to its terms. 

If the Bank acts as the forwarding bank, the Bank provides the VoP 

service to the Client. If the Bank acts as the executing bank, it executes 

the Payment Transactions without VoP. The VoP is performed by the 

forwarding bank. If this forwarding bank is not located in the EU, the 

Client acknowledges that no VoP will be performed and expressly 

accepts this risk. The Bank, as the executing bank, is not liable if the 

Payment Transaction is credited to an account that does not belong to 

the intended beneficiary. 

Without prejudice to the requirements and limitations relating to 

Payment Orders and requests for information as set out in these 

General Terms and Conditions, the Client may, if agreed, initiate, submit 

and, if possible, revoke Payment Orders or issue requests for 

information relating to his accounts held with the Bank via a third-party 

bank. 

The Bank will only execute Instant Payment Orders initiated by the 

Client via a third-party bank channel if and insofar as they are received 

in the format described in the Service Documents. 

C.2.9 Information on the status of payments.  

The status of Instant Payment Orders initiated non-electronically or on 

paper may be transmitted via any ING Channel even if the order was 

not transmitted via a channel.  

The Bank provides the Client with a status report on the execution of a 

Batch Instant Payment Order in the manner described in the Service 

Documents. The Bank is entitled to provide such status via a global 

notification rather than via individual notifications per Instant Payment 

Order being part of the Instant Batch Payment Order.  

The status of Instant (Batch) Payment Orders initiated via a PIS service 

can be consulted by the Client via the ING MyAccount portal. 

C.3. Direct debits (Domiciliation) 

C.3.1. Description of the service 

Direct debit is a payment service designed to debit the payment 

account of a Payer where a Payment Transaction is initiated by the 

Beneficiary on the basis of approval given by the Payer to the 

Beneficiary, to the payment service provider or to the Payer’s own 

payment service provider. 

Instant payments and the VoP service do not apply to this service. 

C.3.2. Approval of the execution of a direct debit transaction 

A direct debit transaction shall be deemed to have been authorised by 

the Client Payer by its handwritten or electronic signature on the 

corresponding direct debit order.  

C.3.3. Cancellation 

Notwithstanding article C.1.9 of these General Terms and Conditions 

and without prejudice to the right of reimbursement the Payer may 

cancel the Payment Order no later than the Business Day prior to the 
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day agreed and before the cut-off time indicated in the Bank’s tariff in 

force. 

After this period the Payer may cancel the Payment Order only with the 

agreement of the Bank. 

Direct debit transactions may be cancelled by the Client Payer in a 

branch, in writing or by means of electronic release, by telephone or fax 

or any other means of communication accepted by the Bank. 

The withdrawal of approval for the execution of a series of Payment 

Transactions shall result in all future Payment Transactions being 

deemed not to have been authorised. 

In case of cancellation the Bank is authorised to charge the Client at the 

rate set out in the Bank’s tariff in force. 

C.3.4. Execution period 

The direct debit will be executed on the execution date specified by the 

Beneficiary, provided that the specified date is a Business Day. 

Otherwise, the direct debit will be executed on the next Business Day. 

C.3.5. Closure of accounts 

In case of the closure of an account, the Bank shall cancel all direct debit 

instructions on the account. The Client Payer alone shall be responsible 

for informing its creditors of its new bank details. 

Upon receipt of a request from the destination Payment Services 

Provider, the Bank (as transmitting Bank) carries out the tasks indicated 

in the banking mobility guide available at the website www.ing.lu, in 

particular closes the transaction account at the date indicated in the 

authorisation, if the Client has no pending payment obligations related 

to this payment account, and invoices the Client for the costs 

corresponding to the services rendered, as shown in the tariff excerpt. 

C.3.6. Remittance for collection 

Any Client remitting a direct debit for collection by Worldwide Financial 

Services, the Bank or any other payment service provider (hereinafter 

the “Client Beneficiary”) undertakes unconditionally and on first request 

to repay to the Bank any amount, in both capital and interest, which the 

Bank may be bound to reimburse directly or indirectly to the Payer of a 

direct debit contested under Articles 62 and 63 of the PSD 2 Directive or 

the SEPA rules. 

This undertaking shall remain valid until thirteen months after the end 

of the relationship between the Client Beneficiary and the Bank. 

The Bank is expressly authorised by the Client Beneficiary of the 

contested direct debit transaction to debit any one of its accounts held 

with the Bank with any amount due under the terms of the first 

paragraph of this article. 

In addition, the Bank may but is not bound to refuse any remittance 

where the Client presents a default or insolvency risk and where it elects 

to do so shall accept no liability therefore. 

C.3.7. SEPA Domiciliation (direct debits)  

Unless otherwise indicated expressly in writing to the Bank, the Client 

authorises the Bank to debit the account(s) under its Client number(s) 

in accordance with all SEPA direct debits (Single European Payment 

Area) presented for collection. 

By accepting the execution of a SEPA direct debit on any one of his client 

numbers, the Client acknowledges and accepts that his anonymity 

cannot be guaranteed, firstly since the creditor may choose a bank 

which will collect the direct debit outside the Grand Duchy of 

Luxembourg, and secondly due to the location of the systems 

processing these orders abroad. The details of the transaction and the 

identity and account number of the debtor are transferred and thus 

processed and stored outside the Grand Duchy of Luxembourg. 

C.4. Standing orders 

C.4.1. Description of the service 

A standing order is a Payment Transaction initiated by the Payer 

intending to debit his payment account on a regular basis with an 

amount fixed in advance. 

The VoP applies to the creation of new standing orders and the 

modification of existing standing orders after the regulatory date on 

which the VoP service comes into force. 

C.4.2. Approval of the execution of a standing order 

A standing order is deemed to have been authorised by the Client by 

the handwritten or electronic signature of the Client placed on the 

corresponding instruction. 

C.4.3. Execution period 

A standing order will be executed on the date of execution specified by 

the Client subject to the date specified being Business Day, and within 

the limits of the available dates of execution in the ING Channel. Failing 

this, the standing order will be executed on the next Business Day, 

within the limits of the available dates of execution of the ING Channel. 

A standing order for an Instant Payment Transaction may be executed 

on any calendar day at the Client's discretion. 

C.4.4. Account closure 

In case of the closure of the account the Bank shall cancel all standing 

orders on the account.  

C.5. Cash withdrawal 

C.5.1. Description of the service 

The cash withdrawal is a payment service initiated by the Payer in which 

his payment account is debited by the withdrawal of cash. 

The cash withdrawal can be made in a branch or by the use of a 

payment instrument at an automatic teller machine or a point-of-sale 

terminal. 

A Client wishing to withdraw a cash amount greater than ten thousand 

EUR (10,000) from his/her current or savings account on any given date 

must inform the Bank’s services of this intention at least 3 (three)  

Business Days prior to this date. Depending on the currency to be 

withdrawn, the notice period may be greater than that indicated herein. 

The non-withdrawal of funds thus reserved by the Client is subject to a 

fee to the Bank according to the applicable fees schedule. 

The Client and the Bank agree that, in the event of a request to withdraw 

an amount greater than ten thousand EUR (10,000) in cash, the Bank 

shall only be entitled to release itself from its duty of repayment by 

bank transfer to a country with legislation on the fight against money 

laundering and terrorist financing equivalent to the legislation of the 

Grand Duchy of Luxembourg. The Client accepts that his/her request for 

withdrawal can only be executed in accordance with the above 

conditions.   

C.5.2. Approval for the execution of a cash withdrawal transaction 

A cash withdrawal shall be deemed to have been authorised by the 

Client by the Client’s handwritten or electronic signature placed on the 

corresponding instruction. 

C.5.3. Cancellation 

A cash withdrawal operation is irrevocable once it has been approved 

by the Client. 

C.5.4. Execution period 

Without prejudice to the aforementioned provisions, the cash amount 

is made available to the Payer after receipt of the cash withdrawal 

instruction as defined in article C.5.1. of these General Terms and 

Conditions. 
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C.6. Cash deposit 

C.6.1. Description of the service 

Cash deposit is a payment service initiated by the Payer which consists 

of paying cash into a payment account in return for receiving the 

corresponding credit to the payment account designated by the Payer, 

without prejudice to clause A.5.3. sub-paragraph 8 and clause B.3.2. of 

these General Terms and Conditions. 

The Cash deposit service may be carried out in a branch or at a Bank 

ATM found in certain branches of the Bank, or, in the case of a specific 

reciprocal agreement, by using a night safe or surveillance and security 

firm.  

Using the card’s PIN code, the main holder, and/or the person in 

possession of the card, can pay euro notes into the account(s) linked to 

the card. Notes must not be folded, stapled, or held together with 

paperclips, and they must not become creased. A limited number of 

notes may be deposited per transaction; however, several deposits are 

possible. 

The Bank is entitled to oppose the deposit of significant amounts of cash 

because of the associated operational risks, and/or because of its legal 

obligations to combat money laundering. These limits are displayed at 

ATMs and/or are stated in the information on current bank charges. 

During the process of depositing cash at an ATM, the Client will be asked 

to confirm the amount paid in as counted by the machine.  Should the 

Client dispute the amount, only that amount confirmed by the Client 

when making the deposit at the ATM shall be binding on the parties. 

C.6.2. Approval of the execution of a cash deposit transaction 

A cash deposit transaction is deemed to have been authorised by the 

Client by the handwritten or electronic signature of the Client placed on 

the corresponding instruction.  

C.6.3. Cancellation 

A cash deposit transaction is irrevocable once the cash has been 

remitted by the Client. 

C.6.4. Time of receipt 

Remittances made via a night safe are collected every Business Day at 

the cut-off time set out in the Bank’s tariff in force; the remittances in 

the night safe at the time of collection are deemed to have been 

received by the Bank on the day of collection. 

Remittances made via a security company acting on behalf of the Bank 

are deemed to have been received by the Bank on the day of collection 

of the remittances by this security company. 

This article is without prejudice to article C.1.7 of these General Terms 

and Conditions. 

C.6.5. Period of execution 

Without prejudice to article C.1.9 of these General Terms and 

Conditions, remittances received or deemed to have been received by 

the Bank are transferred and made available on the payment account 

designated by the Payer:  

a) On the day of receipt of the funds (D) 

- if the payment currency and the account currency are the same, 

for a retail Client; 
b) No later than the following Business Day (D+1) 

- in the case of the payment in the same currency as the payment 

account by a non-consumer; 

- in case of payment in a currency other than that of the payment 

account, for cash payments in EUR into an account with EEA 

currency. 

c) At the latest on the second Business Day (D+2) 

- in case of payment in a currency other than that of the payment 

account, for cash payments in EUR into an account with non-EEA 

currency. 

C.7. Visa Debit and Visa cards 

C.7.1. The Bank may issue “Visa Debit” or “Visa” cards governed by the 

provisions set out on the card application forms, the regulations 

operating within the framework of the Visa Debit and Visa International 

systems and the General Terms and Conditions applicable to Visa Debit 

and Visa cards to those of its Clients, or their proxies, who request such 

cards. The “Standard European Consumer Credit Information relating to 

overdrafts” form (the “European Form”) shall be sent in good time. 

C.7.2. Where the Client uses its card in the European Economic Area, the 

currency that he chooses to conduct his transactions shall determine 

the amount of currency conversion charges billed to him. 

In accordance with the CBPR 2 regulation, if the Client has Internet 

Access, the Bank shall inform the Client of the cost of his currency 

conversion in the form of a margin expressed as a percentage, whether 

by notification sent to the email address communicated to the Bank by 

the Client or by smartphone notification, once per calendar month and 

per currency.  

The choice of one of these channels and the communication of the 

Client’s email address to the Bank may be done by the Client himself in 

his “My Alerts” space via his Internet Access or vis his mobile Access as 

envisaged in point C.8. of these General Terms and Conditions (“My 

Alerts” space). 

The Client shall receive these notifications by default but reserves the 

possibility to unsubscribe from the sending of these notifications at any 

time via his Internet Access or mobile access as mentioned above (“My 

Alerts” space). 

If the Client does not have Internet Access, no notification may be made 

to him in respect of the CBPR2 regulation. In such case, the responsibility 

of the Bank shall not be challenged. 

C.8. Bank Internet Access and mobile access to the 

website 

C.8.1. By means of a special agreement, the Bank provides its Clients 

with an online banking service accessible via the section of its website 

dedicated to transactions, which is governed by the Bank’s Internet 

General Conditions and Remote Selling, or by the Terms and Conditions 

relating to E-Banking Pro Services describing the electronic services 

aimed at professional clients of the online banking services provided by 

the Bank. 

C.8.2. Mobile Access to the Website is provided by the Bank through its 

IT systems (especially its software and servers) and is intended for use 

by Clients using computer systems compatible with Apple, Android, or 

any other system subsequently chosen by the Bank and which grants 

the Client access to the transaction section of the Bank’s Website.  

C.8.3. Where one of the joint holders of a joint and several account signs 

up to this service with the written consent of all other holders, it is 

explicitly agreed that this consent shall also signify the other joint 

holders’ agreement that the initial joint holder may, individually and 

independently of the other joint holders, possess all funds and assets, 

fulfil all actions related to management or lending or credit agreements, 

establish all rights of lien and withdraw all funds and assets by issuing 

instructions via his/her Internet Access, or subscribe to all products 

and/or services offered via this channel. This joint holder has a duty to 

inform the other joint holder(s) of these actions. Each joint holder 

undertakes to hold the Bank harmless in relation to any damage arising 

from an implication of his/her liability in respect of a failure to inform 

the other joint holder(s) or to obtain their authorisation. With regard to 

operations carried out via Internet Access, all correspondence and 

information addressed to one of the joint holders of the joint and several 

account is considered as having been addressed to all of the joint 

holders. 
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C.9. Access by third-party payment service providers 

(“TPP” or “third-party PSP”) 

C.9.1. With the explicit consent of the Client and/or his legal 

representative, the Bank is obliged to make the Client’s Online Payment 

Accounts accessible to third-party PSPs if the Client wishes to use the 

latter's services. In this case, it is the Client's and/or his legal 

representative’s responsibility to enter into appropriate contracts with 

these third-party PSPs. 

C.9.2. Two categories of third-party PSPs exist: the third-party PSPs of 

the AISP type, which offer an account information service, and the third 

PSPs of the PISP type, which make it possible to initiate payments. 

C.9.3. The Bank is part of an ING Group platform offering a common API 

library to TPPs to enable the Bank’s Clients to retrieve Account 

Information, Initiate Payments and Confirm the availability of Funds 

(the “PSD2 Services”). The TPPs connect to the ING Group PSD2 Solution, 

from which the Bank's Clients have access to the PSD2 Services.  

C.9.4. Within the framework of the PSD2 Directive, as transposed into 

Luxembourg law, and the delegated acts linked to this directive, the 

Bank's online banking services also allow the User(s) to give his/her/their 

consent(s) (revocable at any time) to Third Party Payment Service 

Providers (PSPs) or “Third Party Providers (TPPs)” so that they can carry 

out the PSD2 Services. The Client is expressly informed that the powers 

granted to Users in the Bank's online banking services are automatically 

and by default duplicated when PSD2 Services are used with a TPP; the 

choice of these powers is the sole responsibility of the Client and the 

Bank is discharged accordingly. Thus, by granting a power of attorney 

to a User in one of the Bank's online banking channels, this User may 

autonomously decide to use PSD2 Services of the same nature on the 

Client's accounts with the TPP(s) of his or her choice, without the Bank 

or the Client having any further power of control or prior authorization. 

In this context, the Bank will transmit the information requested via the 

TPP automatically and/or execute the Payment Transactions authorized 

via the TPP automatically in accordance with the applicable regulations. 

In the event of subscription to several digital channels, and different 

powers granted to Users per channel, the powers granted by the Client 

to a User within the framework of PSD2 Services will be those of the 

contract/channel with the most extensive powers. 

If the Client does not wish the online banking access/powers granted to 

one or more User(s) to be automatically duplicated for PSD2 Services via 

TPPs, he may ask the Bank (i) to deactivate this feature offered by the 

PSD2 Directive by ticking the box for this purpose in the channel 

subscription contract, if available, or (ii) at any time to deactivate (or, if 

applicable, activate) and/or revoke this functionality by simple e-mail 

request from the Client or his legal representative addressed to the 

manager of his online banking subscription contract with the Bank. 

C.9.5. The third-party PSP transmits Payment Orders to the Bank and/or 

makes the information available from third party PSP provided that: 

- The use of the ING channel for these services has been accepted by 

it. 

- A Payment Transaction has been given in conformity with the 

Bank’s requirements and instructions. 

- The account holder has authorised the Client and/or User to add the 

account(s) of the holders of accounts held with a Third-party PSP to 

the ING channel has such accounts, transfers the Payment 

Transactions and/or receives the information on such accounts. 

- and the account holder has authorised the Third-party PSP where 

the account is held to execute the Payment Transactions 

transmitted by the Bank and sent the information with regard to 

the account at the Bank. 

The Client hereby expressly acknowledges and accepts that the Bank 

may count on the fact that all the authorisations as stipulated in this 

clause are in force and effective up until the Bank has received a written 

notice otherwise. 

The Client authorises the Bank to send a Payment Transaction by 

entering its electronic signature and/or any other means of 

authorisation and by submitting it or filling out the initiation of the 

Payment Transaction. 

Unless indicated otherwise in the Services Documents, the Bank shall 

transmit a Payment Transaction to the Third-party PSP upon receipt.  

The Bank shall be liable only for the transmission of the Payment 

Transaction to the Third-party PSP. It is not liable for the conformity of 

the Payment Transaction sent with standard formats as specified by the 

Third-party PSP. Execution of payments sent shall be subject to the 

terms of the Third-party PSP and the Bank shall not be liable for the 

execution of these instructions or for any actions or non-actions of such 

Third-party PSP. 

Unless indicated otherwise in the documents pertaining to the Services, 

a Payment Transaction that must be sent by the Bank may not be 

cancelled by the Bank. Cancellation of a Payment Transaction is possible 

only directly with the Third-party PSP responsible for the execution of a 

Payment Transaction and subject to its terms. 

The Bank will only transmit Instant Payment Orders if they are received 

in the format described in the Service Documents.  

If the Bank acts as forwarding PSP, the Bank provides the VoP service to 

the Client. If the Bank acts as executing PSP, it executes the Payment 

Transactions without VoP. The VoP is performed by the third-party PSP. 

If this third-party PSP is not located in the EU, the Client acknowledges 

that no VoP will be performed and expressly accepts this risk. The Bank, 

as executing PSP, is not liable if the Payment Transaction is credited to 

an account that does not belong to the intended beneficiary. 

The Bank will only execute Instant Payment Orders initiated by the 

Client via a third-party PSP channel if and insofar as they are received in 

the format described in the Service Documents. 

Clients have the right of recourse to services proposed by TTPs or Third-

party PSP Services Providers to initiate payments, as long as these TPPs 

or Third-party PSPs have an approval granted by the competent 

authorities designated to grant the approval (without the Bank being 

obliged to verify it). 

Unless there is some imperative legal provision, the Bank reserves the 

right in particular to refuse any request to access and/or any Payment 

Transaction initiated by the Client and/or any User who uses 

information services on accounts (AISP) and/or payment initiation (PISP) 

proposed by TTPs or Third-party PSPs in the following cases: 

- if the Client and/or his legal representative has not given explicit 

consent to access its personal data; 

- if the Client and/or his legal representative has not given his consent 

to execute a Payment Transaction or a series of Payment 

Transactions (given in the agreed form between the Payer and the 

Payment Services Provider); 

- for reasonable reasons of security. 

The Client’s identification/authentication elements for his Internet 

Access have a strictly personal and non-transmissible character. 

The Client is therefore obligated to take full necessary measures in view 

of preserving the security and confidentiality of its identification 

elements and bears all risks and losses related to a transfer of said 

identification elements to any third party he authorises. 

The Bank reserves the right to block or restrict access to the Bank's 

internet services in the event of suspected unauthorised or fraudulent 

access to the Client's payment accounts by an AISP or a PISP or in the 

event of a fraudulent initiation of a Payment Order by a PISP. The Bank 

may block a specific transaction initiated by the Client using a 

connection tool or the login tool itself. The Bank shall notify the blocking 

of the internet services or the connection tool to the Client by any 

means it deems appropriate. If possible, the Bank will notify the Client 

before blocking the transaction and at the latest immediately 

thereafter, unless for any reason, in particular security factors, the fact 
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of giving this information is not acceptable or is prohibited by law. In 

order to obtain the unblocking of the operation of Internet services, the 

personal identifiers, or the blocked connection tools, the Client will 

submit his request to the Bank in accordance with Luxembourg law.  

 

In the event the blocking is justified by reasons relating to an AISP or a 

PISP, access to the Client's payment accounts will be released by the 

Bank itself if the reasons justifying the refusal of access are cleared. The 

Bank will not be liable for any prejudice that may arise from a blockage 

and/or possible lack of information relating to this blocking, except in 

the case of intentional misbehaviour or gross negligence on the part of 

the Bank. 

C.10. Waiving of right of protest 

C.10.1. Unless expressly requested by the Client, the Bank and its 

correspondents are not required to proceed with protests in the case of 

non-acceptance or non-payment, or to give notice in this regard, or to 

observe the legal deadlines in this regard in connection with the 

transferable securities they hold, in the capacity as the owner, 

Beneficiary, holder or proxy for the collection. However, if the Bank 

performs such formalities, it shall do so without accepting any liability. 

D. Provisions relating to trade bills 

D.1. General Provisions 

D.1.1. In the context of this Section, the term “trade bill” covers inter alia 

bills of exchange, promissory notes, warrants, and documentary 

remittances; this list is not exhaustive. 

D.1.2. In some cases, such instruments may be regularised by the Bank 

without entailing any liability whatever for it; in particular with regard 

to the authenticity of the signatures and the validity of the various 

mentions thereon. 

D.1.3. The Bank shall incur no liability for the consequences arising out 

of an order wrongly executed as a result of imprecise, incomplete or 

false instructions of the remitter. 

D.1.4. The Bank shall take the utmost care with regard to any bills 

remitted to it together with instructions but shall not accept any liability 

where such instructions are not observed by holders. 

D.1.5. The Bank and its correspondents shall only be required to observe 

all formalities and deadlines stipulated by the law to protect the rights 

attached to bills remitted for collection within the limits of physical 

possibility. Consequently, the Bank shall incur no liability in the event of 

any failure to present bills within the legal deadline and it shall not 

guarantee the cancellation of protests within the legal deadlines. 

D.2. Cheques 

D.2.1. Since 1 January 2023, the Bank has no longer issued cheque 

forms. Since that date, the Bank no longer issues cheques and no longer 

accepts cheques from other banks in Luxembourg or abroad, in EUR or 

any other currency, regardless of the date of issue of the cheque. 

Cheques issued by the Bank and not presented for payment before this 

date will however be processed upon physical presentation of the 

document.  

The provisions below are only applicable to the cheques issued and not 

debited before this date and to so-called certified cheques.  

D.2.2. Unless otherwise expressly agreed, the Bank may pay cheques at 

the account holders’ risk, whether or not the Bank has been advised of 

the issue of the cheques. 

D.2.3. Barring gross negligence, the Bank shall not be liable for any loss 

or damage of whatever nature that may result from the misuse, loss, 

theft, forgery or misappropriation of blank cheques. 

D.2.4. In the event of the loss, theft or misappropriation of cheques, the 

Client is required to notify the Bank immediately, by registered mail. 

D.2.5. The Bank reserves the right to refuse the payment of cheques for 

which there are insufficient funds. 

D.2.6. The Bank is entitled to terminate immediately, by registered mail, 

the Client’s right to use the cheques in his possession without being 

required to justify such decision. In such case, the Client shall be 

required to return all unused blank cheques to the Bank immediately. If 

the Bank breaks off its relationship with the Client at the same time, any 

credit balance shown by the account shall be made available to the 

Client only after the unused blank cheques have been returned and/or 

after a period of 60 (sixty) days under the terms and conditions 

indicated in article B.9 of these conditions. 

D.2.7. Any Client who breaks off his relationship with the Bank shall also 

be required to return the blank cheques in his possession. 

D.2.8. If the Client stops a cheque, the Bank reserves the right to decide 

whether or not it shall take account of such instruction and, in the first 

case, to block, on the Client's account, an amount equivalent to the 

amount of the cheque until receipt either of an amicable agreement 

signed by the payee of the cheque and by the Client, or until the case 

has been settled by a judgement having force of res judicata on the 

rights of the Client and/or the payee of the cheque. 

D.3. Statements - unpaid items 

D.3.1. Subject to Article D.3.6 of these General Terms and Conditions, 

the remittance amount shall only be paid to the remitter or credited to 

its account after actual collection. However, the Bank may credit the 

remitter “under the usual reserves”. The net collection proceeds shall 

only be acquired by the remitter subject to it having been acquired by 

the Bank. 

D.3.2. Where bills in foreign currencies are credited in Euro, collection is 

carried out at the rate applicable in the Grand Duchy of Luxembourg or 

at the rate agreed with the Client.  

D.3.3. As far as bills credited "under usual reserve" and not paid when 

due (whether protested for non-acceptance or non-payment, or not 

protested) are concerned, the Bank may debit the Client's account 

without prejudice to its right of recourse by any legal means against the 

drawer, the drawee, the endorsers or any other person committed by 

such bills of exchange which the Bank shall hold until the final clearing 

of any debit balances; the same principle shall apply for bills not due. 

D.3.4. This right to endorse and preserve the title of all bills, whether due 

or not, subsists even in the event of Client’s bankruptcy, whatever the 

Client's credit or debit position towards the Bank before endorsement; 

partial recoveries on endorsed bills shall not only be used to reduce to 

the debit balance obtained after the endorsement for which the Bank 

has the right to act in the bankruptcy proceedings or any collective 

liquidation procedure. 

D.3.5. Any bill on which the drawer has not indicated the words “no 

charges” or “no protest” or any other similar expression, shall be 

deemed to be contestable in the event of non-payment. However, the 

absence of any protest may never prevent the Bank from endorsing the 

bills under the above-mentioned circumstances and conditions. 

D.3.6. In the event the drawees or the beneficiaries of bills have the right 

to demand, after payment, the repayment of the bills from the drawers, 

the latter shall be required to reimburse the Bank, on written request, 

the proceeds of the payment of any bill whose repayment may be 

claimed by the Bank, regardless of the period passed since the 

payment. The Bank reserves the right to debit the drawer’s account by 

the amount thus to be reimbursed, without having to obtain its prior 

consent. 

D.4. Liability 

D.4.1. The Bank shall assume no liability for any loss or damage, which 

may result from: 
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a) the loss of bills as a result of events deemed to be circumstances 

beyond its control ("force majeure") (war, fire, etc…) as well as 

following postal errors, loss or theft of envelopes, or strikes, etc.; 

b) the non-presentation for the same reasons of bills remitted to the 

Bank either for discounting or for collection; 

c) the incorrect presentation of bills due to a drawee’s incomplete 

address of the drawees; 

d) the irregularity, barring gross negligence by the Bank, of bills with 

regard to the form of their drawing, or for any other reason; 

e) in the case of bills presented for acceptance, with regard to the 

validity of the signature of the acceptor, or especially the 

authenticity or the regularity of such acceptance; 

f) requests for the return without costs of bills removed from the 

Bank’s portfolio. 

D.5. Documentary collections 

D.5.1. The Client attests to the validity and legality of the documents 

submitted for collection, particularly concerning their required 

disclosures. The Client also attests to the authenticity of the signatures 

appearing on these documents. The Client consequently accepts that 

the Bank need not carry out any verification in these respects and 

accepts any consequences resulting from the invalidity of the 

documents submitted by the Client for collection, their illegality, or 

invalid signatures. 

When presenting documentary bills for collection, the Bank shall, 

furthermore, not assume any liability with regard to the accuracy of the 

calculations, the quantity, the quality or the value of the goods 

represented by the documents, the terms and conditions of the 

insurance policy and the solvency of the insurers. 

If, nevertheless, and without prejudice to the above, the Bank should 

detect the incomplete, imprecise, incorrect or illegal nature of a 

document for which it is responsible for collection, it may – but is not so 

obliged – either to return it to the Client, or make corrections if it is in 

the position to amend the data, this operation additionally implying 

that the Bank does not guarantee the document’s quality. 

D.5.2. The Bank refuses to be the receiver or the consignee of goods, 

except in the case of a special agreement. 

D.5.3. The Bank shall not assume any liability with regard to the lack or 

the imprecision of the instructions relating to the delivery of documents, 

the insurance, the shipment, and the storing of goods, etc. 

D.6. Domiciliation of trade bills 

D.6.1. Any account holder may, by means of a general domiciliation 

agreement, domicile at the Bank the trade bills drawn on it and 

denominated either in a currency with legal tender in the Grand Duchy 

of Luxembourg or in a foreign currency. By means of such a general 

domiciliation agreement, the holder shall authorise the Bank to pay and 

debit its account with all bills domiciled and accepted by him. 

D.6.2. The Bank shall consider any domiciliation given to it as validly 

established provided the agreement indicates the number of the 

current account to be debited. 

D.6.3. The Bank shall incur no liability with regard to the authenticity 

and the validity of the domiciled bills paid on the instructions of the 

Client. 

E. Provisions relating to credit facilities 

E.1. General Provisions 

All credit facilities, in whatever form, are governed by the terms and 

conditions contained in: 

- these General Terms and Conditions; 

- the General Regulations for Credits; 

- the credit confirmation letters; 

- the deeds drawn up privately or before a notary public and other 

documents relating to the granting and use of credit facilities. 

The Bank reserves the right to inform Clients who have been granted 

credit facilities of any amendment by any means and, in particular, by 

registered mail, by ordinary letter with or without any agreement, or by 

message enclosed with the account statements or printed on the 

statement itself.  

The Bank may always refuse a credit request without having to justify 

itself, unless there is an imperative legal provision. In particular, the 

Bank reserves the right, without limitation, to refuse to grant a credit if 

the applicant's (tax) residence is in a country not included among the 

jurisdictions accepted by the Bank, in accordance with its internal policy 

and within the limits authorized by the regulations in force.  

Should the Client's (tax) residence change to a country not accepted by 

the Bank, the latter may, after prior notification in accordance with the 

credit agreement and the General Credit Regulations, proceed to 

terminate the credit and demand early repayment of the sums due, 

unless otherwise agreed between the parties. 

Unless expressly provided otherwise in the applicable credit 

documentation, for all loans, credit facilities, credit lines and other 

advances, it is understood that when the interest rate applied depends 

on an external reference rate to which the Bank adds its margin, said 

interest rate can never be less than this margin. 

E.2. Documentary credits 

E.2.1. Without prejudice to the terms of any specific agreement 

between the parties, documentary credits arranged through the Bank 

are governed by the “Uniform Customs and Practice for Documentary 

Credits” drawn up by the International Chamber of Commerce in Paris, 

whose text is available upon request, as well as by the clauses of these 

conditions in all cases not provided for in the aforesaid “Customs and 

Practice”. 

E.2.2. The various inducements debited to the applicant’s account as 

well as all the other expenses incurred by the Bank and its 

correspondents shall not be repaid in the event of cancellation, 

termination, or non-utilisation of the credits. 

E.2.3. Prior to taking up the documents, the Bank shall examine whether 

they are apparently in compliance with the documentary credit 

conditions. The settlement of the documents under such terms and 

conditions binds the principal to release the Bank and take delivery of 

the documents. 

E.2.4. In the event of transit, the principal is required to appoint the 

forwarding agents. If he fails to make such appointments, the Bank is 

authorised to choose a forwarding agent at its own discretion. In both 

cases, the Bank does not accept any liability for any damage resulting 

from the transit, even where it can be ascribed to the action or fault of 

the forwarding agent. The principal undertakes to repay the Bank for 

the costs of handling, re-shipment, etc., which it may be charged by the 

forwarding agent. 

E.2.5. If the Bank uses the services of another bank in order to comply 

with the instructions of the principal, it deems itself authorised to lodge 

funds provisionally at the Bank whose services it is using, in all cases, on 

behalf of and at the risks of the principal, without itself assuming any 

liability. 

E.2.6. The Bank shall not be held liable if it is not possible to open or to 

use the credit pursuant to foreign laws or regulations. The Bank also 

declines all liability with regard to the general terms and conditions 

contained in the printed documents remitted to it. 

E.2.7. For the interpretation of the trade terms, the Bank refers to the 

current “International rules for the interpretation of trade terms” 

(INCOTERMS) of the International Chamber of Commerce. 
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F. Provisions relating to Financial 

Instruments and investment services  

F.1. General Provisions 

F.1.1. Introduction 

F.1.1.1. This chapter F concerns all transactions on Financial Instruments 

made with or via the Bank. It also describes the Client’s rights and duties 

in the Financial Instruments field. It is inseparable from the best 

execution order policy (hereafter called the “Execution Policy”). The 

Bank asks the Client to read the Execution Policy. In the event of 

modification of the Execution Policy, the Client’s failure to exercise his 

right to terminate his business relationship with the Bank, in accordance 

with Clause A.13 of these General Terms and Conditions, shall be 

deemed as acceptance by the Client of the Execution Policy in force. The 

provisions stipulated in this chapter F as well as the Execution Policy are 

applied for all Clients unless specially agreed otherwise, and/or special 

Execution Policy agreed between the Bank and the Client. 

F.1.1.2.  The Bank’s liability limits stipulated in this chapter F, as well as 

the Execution Policy, do not prejudice its general duty of diligence in the 

context of which it recognises its liability for gross negligence or wilful 

misconduct – excluding minor negligence – committed in the exercise 

of its professional activity, by the Bank itself or its officers, in accordance 

with clause A.7 of these General Terms and Conditions. 

F.1.1.3. The provisions of this Chapter F apply whether the Financial 

Instruments are physically held on deposit with the Bank, or in a 

Financial Instruments account.  

F.1.1.4. The most recent version of the Execution Policy in force is 

available at the Bank’s branches and online at www.ing.lu (under the 

heading Regulation/MiFID 2). 

The Client is also invited to refer to the “Guide for investors”, the purpose 

of which is to present the main Financial Instruments and the 

associated risks, and which is given to each Client when opening a 

Financial Instruments account. 

F.1.2. Financial Instruments 

 

F.1.2.1. Definitions 

 

The following terminology is used in the present chapter F and in the 

other document concerning transactions and services pertaining to 

Financial Instruments. The terms have the same meanings in the 

singular or plural. 

A - Securities, Assets and Financial Instruments 

For the application of these General Terms and Conditions, the terms 

“Securities”, “Assets” and “Financial Instruments” all mean the same 

thing and designate all instruments of a financial type, belonging or not 

to ING, as defined in Luxembourg financial laws (in particular, shares, 

bonds, shares in Exchanged Traded Funds (ETFs), financial futures, 

interest term contracts), excluding savings insurance and investment 

insurance.  

B – Securities Account and Cash Account 

1. “Securities Account” (or “Financial Instruments Account”) means 

the specific account in which the Financial Instruments are 

registered. 

2. “Cash Account” means the cash debit or credit account related to 

the Securities Account concerned. The Cash Account in general has 

the same IBAN number as the corresponding Securities Account. 

C – Transactions 

“Transactions” means the purchase, sale, or subscription of Assets, 

except for temporary assignments of Securities. The term “purchase” 

concerns purchases as such, but also subscriptions (e.g. shares or units 

of UCI or shares of SICAV (investment company with variable capital)). 

The term “sale” concerns sales as such, but also redemptions (e.g. 

shares of SICAV, as well as commercial paper when this may not be sold 

via public sale). 

D – Investment and ancillary services 

The Investment and ancillary services offered by the Bank are:  

Investment services:  

• Portfolio management, i.e. the discretionary and personalized 

management of portfolios (where such portfolio includes one or 

mor financial instruments) in accordance with a mandate given by 

the Client; 

• Investment advice is occasional or on on-going- basis) consisting of 

the provision of personalized recommendation) to a Client with 

respect to one or more Transactions relating to Financial 

Instruments  

• The receipt and transmission of orders on Financial Instruments; 

• The execution of orders on behalf of Clients; 

 

Ancillary services: 

• The safekeeping and administration of Financial Instruments on 

behalf of Clients, including custodianship and related services such 

as cash/collateral management and excluding providing and 

maintaining securities accounts at the top tier  level (“central 

maintenance service”) referred to in point (1) of 2-Section A of the 

Annex to Regulation (EU) no. 909/2014 ;  

• The granting of credit or loans to an investor to enable him to carry 

out a Transaction involving one or more Financial Instruments, 

where the firm granting the credit or loan is involved in the 

Transaction;  

• Foreign exchange services when these are connected to the 

provision of investment services;  

• Investment research and financial analysis or other forms of 

general recommendations relating to Transactions in Financial 

Instruments; and  

• Investment and ancillary services of the type referred to in section 

A or C of Annex II to the amended law of April 5, 1993, related to 

the underlying derivative instruments included under points 5, 6, 

7 and 10, Section B, of the said Annex. 

 (hereinafter “Services”). They are set out in section F.1.4 of this chapter 

F. 

E – Complex and non-Complex Financial Instruments 

“Non-Complex Financial Instruments” include in particular shares 

traded on a regulated market or equivalent market of a third-party 

country (including Exchanged Traded Funds or “ETFs”), monetary 

market instruments, bonds and other debt securities, undertakings for 

the collective investment in transferable securities (UCITs), structured 

deposits and other non-Complex Financial Instruments that meet the 

criteria determined by Luxembourg or European financial laws. 

“Complex Financial Instruments” are all Financial Instruments that do 

not fall within the legal definition of Non-Complex Financial 

Instruments.  Amongst other things, these are any assets entitling the 

owner to acquire or sell other Assets, or giving rise to a cash settlement 

fixed by reference to movable Assets, a currency, an interest rate, a 

yield, to raw materials or other indices or measures (such as warrants, 

structured notes, option contracts, term contracts, exchange contracts, 

future rate agreements and other derivative contracts pertaining to 

movable Assets, currencies, interest rates, yields, issuance quotas, raw 

materials, climatic variables, freight rates, inflation rates or other official 

economic statistics, or other derivative instruments, indices or 

measurements, that can be settled by physical delivery or in cash. 

The following Financial Instruments are also considered as “Complex”: 

shares in alternative funds as defined by the applicable Luxembourg 

legislation; shares, bonds and monetary market instruments 

incorporating a derivative instrument, monetary market bonds and 
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instruments exhibiting a structure that renders the understanding of 

the risk incurred difficult to estimate for the Client, structured UCIs; 

structured deposits incorporating a structure that renders the 

understanding of the risk incurred concerning the yield or exit cost of 

the product before term difficult to estimate for the Client, “CFDs” and 

issuance quotas. 

F.1.2.2. General Provisions 

A – Communication modes 

Orders on Financial Instruments introduced by the Clients must meet 

the rules pertaining to the orders given by the Client in these General 

Terms and Conditions. For these orders, the Client may communicate 

with the Bank through various means. The use of certain 

communication modes (in particular phone and/or fax or Internet 

Access) is nonetheless subject to concluding a specific agreement 

and/or confirmation via another communication mode if the Bank 

deems it necessary. 

B – Obligations to cover orders pertaining to Financial Instruments                  

1. When subscribing or purchasing Financial Instruments, the Client 

makes sure to constitute an adequate cash coverage with the Bank 

for the execution of his purchase order or subscription of a Financial 

Instrument. The Bank is authorised to block and reduce the 

available balance of the account to be debited for this Transaction 

(if applicable, increased by the credits being realised in the account) 

by the indicative amount of the order (except costs and taxes) as 

provision for it, up until actual execution, cancellation or expiry of 

the order. At execution of the Securities purchase or subscription 

order concerned, the amount thus rendered unavailable shall, if 

applicable, become available again up to the difference between 

the blocked amount and the amount actually due to the Bank 

pursuant to execution of the order (including costs and taxes).  

In the event of cancellation or expiry of the order, the amount thus 

made unavailable shall become fully available again. In any event, 

the creditors’ interest on the sums concerned shall be booked 

normally without the least loss stemming from this unavailability. 

The indicative amount of the order corresponds to the number of 

Securities requested, multiplied by the latest known price at the 

time of the order or, if applicable, the limit price chosen for these 

Securities, excluding costs and taxes. 

2. At sale or redemption of Financial Instruments: when a Client gives 

a redemption or sale order for Financial Instruments, he makes sure 

to have the necessary Securities for the sale/redemption in the 

Securities Account. Short-selling is prohibited unless an express 

agreement exists between the Bank and the Client. 

C – Information pertaining to Financial Instruments or to Services 

pertaining to Financial Instruments 

1. The Bank’s Services cover a broad range of Financial Instruments. 

Each Financial Instrument has its own characteristics and specific 

risks. Certain Financial Instruments may not be suitable for a 

Client, given his classification (retail Client or professional Client) 

and/or depending on his knowledge and experience, his financial 

position and/or his investment objectives.   

2. Specific or general information, or information containing a general 

description of the nature and risks, pertaining to Financial 

Instruments and to Services pertaining to Financial Instruments (in 

particular determining the price of the Financial Instrument 

concerned) communicated or made available by the Bank are 

provided by the Bank, by the other companies of the ING Group (list 

provided upon simple request to the Bank) or by third parties. This 

information is only intended for the Bank’s Clients unless expressly 

stipulated otherwise. The information is given in the perspective of 

executing Transactions or providing Financial Instruments or 

Services by the Bank or by other entities of the ING Group, or by 

third parties on whose behalf the Bank acts as intermediary.  

3. It is meant exclusively for the Client’s personal use, who makes sure 

it remains confidential. Communicating it or making it available 

nonetheless does not engage the Client to carry out the 

Transactions or to adhere to the Services pertaining to Financial 

Instruments concerning which the information is communicated or 

made available. The Bank takes the greatest care with the quality 

of the information, both as concerns its content and the manner it 

is communicated or made available. 

4. The Bank uses reasonable efforts to provide correct and up-to-date 

information on Financial Instruments and related Services, in 

accordance with applicable legal and regulatory requirements. 

However, in the absence of a specific legal or contractual obligation, 

the Bank reserves the right to modify or cease the dissemination of 

certain information, subject to informing the Client, within a 

reasonable period of time. 

5. Whether or not the information is given a date and/or time, it is 

valid only at the time is communicated or made available, subject 

to any changes and without prejudice to any later changes in 

legislation or regulations in force. 

6. The Client is aware that the information can be modified between 

the time of its communication or availability and the time of 

realisation of the Transaction or adhesion to the Services pertaining 

to Financial Instruments concerning which the information is 

communicated or made available. The information that the Bank 

provides in its own name, as well as that provided by the other 

entities of the ING Group, is based on an objective analysis of the 

data at the Bank’s or these other entities’ disposal. 

D – Information from sources outside the Bank 

When the information about Financial Instruments comes from sources 

outside the Bank, the Bank makes sure to collect it from leading sources. 

Information from such sources, which the Bank communicates or 

makes available with the mention of them, is transmitted faithfully by 

the Bank without appreciation or guarantee from it. In particular, the 

accuracy, absence of error, exhaustive character and updating of the 

data from third parties cannot be guaranteed.  The Bank is unable to 

detect the incomplete, imprecise, or incorrect character of the data in 

its possession unless this is manifest. The consequences of any errors it 

includes cannot be attributed to it. The estimates and prices thus 

communicated or made available by the Bank correspond to those of 

well-traded Securities. They only apply for the financial market to which 

they pertain. They are provided subject to the laws and regulations that 

apply to this financial market, amongst other things as concerns the 

possibilities of differences between published prices and the prices at 

which the Transactions are actually carried out. They are provided on 

an indication basis and constitute only one element of appreciation and 

estimation for the Client, who assumes all the consequences of the use 

he makes of them. 

E – Communication and availability of information 

1. Without prejudice to the foregoing, the Bank communicates or 

makes available to the Client appropriate and understandable 

information concerning the Services and the Financial Instruments 

offered and/or provided by the Bank or via the Bank, as well as on 

the investment strategies suggested, in order to allow the Client to 

understand the nature and risks of the Service and of the specific 

type of Financial Instrument concerned, and to make a well-

informed decision. 

2. This information is communicated or made available by the Bank, 

depending on the type of Financial Instrument concerned, in 

particular through the technical or commercial data sheet of the 

instrument, the prospectus and/or an explanatory brochure. As 

regards shares or units in undertakings for the collective investment 

in transferable securities (UCITS) and packaged retail and 

insurance-based investment products (“PRIIPs”) the appropriate 

information will in particular be provided by the communication or 

making available of the prospectus and the Key Information 

Document (“KID”), as well as periodic reports, if applicable. Prior to 

investing in shares or units in UCITS or in PRIIPs, the Client agrees to 

read the “key information document” concerned, which contains 

important information on the characteristics and risks inherent in 
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the Financial Instrument. These documents are made available to 

the Client in accordance with section F1.2.2 - E.  

3. The Client hereby acknowledges the specific or general 

information provided by the Bank concerning the Financial 

Instruments prior transmitting any Transaction in relation to such 

Financial Instruments. It is the Client’s responsibility to ask for 

additional information, where needed, in order to understand the 

features and the associated risks of the Financial Instruments. The 

information communicated or made available by the Bank is 

intended for its Clients and is not based on an examination of the 

Client’s own situation, with the exception of personalised 

recommendations communicated or made available as part of the 

investment advice Service. Subject to this reservation, the 

information communicated or made available by the Bank cannot 

therefore be considered as personalised recommendations to 

carry out Transactions or to adhere to the Services relating to 

Financial Instruments, within the meaning of Article F.1.4.2. 

F – Value of the communicated information 

The information communicated or made available is only a set of 

elements of appreciation for the Client and is, in any event, 

communicated or made available without guarantee or responsibility 

for it by the Bank, except for gross or intentional negligence on its part. 

The Client remains exclusively and entirely liable for the use he freely 

makes of this information and for the consequences of his decisions. 

G – Information on the related costs and expenses     

Information about the costs related to Financial Instruments or to 

Services pertaining to Financial Instruments is contained on the Bank 

website in the tariff brochure and in the document “Overview of costs 

and charges relative to financial instruments”, which the Client can 

consult prior to a transaction. If all or part of the price has to be paid or 

is expressed in a foreign currency, this currency, the applicable 

exchange rate, and costs are indicated.  As regards shares or units in 

undertakings for collective investments (UCIs) and packaged retail and 

insurance-based investment products (“PRIIPs”), this information will be 

provided by the communication or making available of the prospectus 

and through the Key Information Document (“KID”).  

In addition, the Bank (i) provides quarterly reports to Clients with a 

statement of the costs and charges of Financial Instruments and 

Services that have been charged and borne during the period elapsed 

in the Client’s portfolio, including the benefits and (ii) also provides the 

Client with an annual report on those costs and related charges. 

F.1.2.3. Acceptance of Assets 

1. The effective deposit of Assets or the registration of Financial 

Instruments in the Securities Account takes place subject to 

acceptance of the Assets in conformity with and without prejudice 

to application of the provisions of section F.2 below. Prior to the 

purchase or deposit of any Assets or Financial Instruments, the 

Client must have completed the information process. After receipt 

of all required documents and information, it is possible that a 

latency period may apply for the analysis of the documents and 

information obtained. 

2. Assets are redeemed, as the case may be, at the Bank’s offices or 

by transfer into an account in another bank, within a reasonable 

period. The Financial Instruments on a Securities Account can be 

transferred exclusively by bank transfer onto another Securities 

Account with the Bank or with another financial institution. 

F.1.2.4. Conflicts of interest 

The Bank has established and implements a policy for managing 

conflicts of interest in compliance with the legal provisions in force. This 

policy identifies those situations that might or do give rise to a conflict 

of interests including a high risk of harming the interests of one or more 

Clients and aims to inform Clients on a durable medium of the existence 

of the conflict and related risks. In accordance with the MiFID 2 

Regulation, a brief description of this policy is available online at 

www.ing.lu (under the heading “Regulation/MiFID 2”). Further 

information may be provided at the Client’s request. 

F.1.2.5. Benefits 

In the context of the provision of its Services, and to the extent 

authorised by the Luxembourg regulations in force, the Bank grants or 

receives from third parties’ remuneration, commissions or non-

monetary benefits, notably in the event of distribution of investment 

products such as shares or units in investment funds. The nature and 

amount of this remuneration or of any other non-monetary benefit 

varies according to the services provided to the Clients and different 

factors. Further details are given in paragraph G below as well as in the 

policy on the receipt or payment of commissions, available online at 

www.ing.lu (under the heading “Regulation/MiFID 2”).  

F.1.2.6. Communication to the authorities – Application of US rules 

1. Ban on providing investment services to persons identifying as 

“American”. 

The Client declares that he is informed that, the Bank may not offer 

services in relation to financial instruments or other securities, in 

particular, the purchase, advice, holding and/or sale of financial 

instruments or other securities, as well as holding a Securities Account, 

to Clients identified by the Bank as American or “similar” in accordance 

with the rules in force and the Bank’s internal rules), including (but not 

limited to) in the case of a Client:   

• With US nationality, a US postal, legal or tax address, a US 

telephone number, US permanent residency (Green Card), or is 

identified as “American” according to the applicable rules; 

• Whose agent or representative has US nationality, a US postal, 

legal or tax address, a US telephone number, US permanent 

residency (Green Card), or is identified as “American” according 

to the applicable rules; or 

• One of whose economic beneficiaries has US nationality, a US 

postal, legal or tax address, a US telephone number, US 

permanent residency (Green Card), or is identified as 

“American” according to the applicable rules. 

The Bank is therefore expressly authorised to suspend such services 

and/or sell and/or transfer to another bank not belonging to the ING 

Group, all financial instruments or other securities held by such Clients 

with the Bank as soon as they have been identified as American or 

“similar”, or it has become aware of the Client’s US citizenship 

(established in accordance with the rules in force and the Bank’s internal 

rules).  

In the event that (i) this service is nevertheless provided and Financial 

Instruments are acquired or transferred and deposited in a Financial 

Instrument Account, or (ii) the Client is subsequently identified as 

American or similar by the Bank, the latter reserves the right, after 

having informed the Client at least 60 calendar days in advance to give 

him the possibility to transfer these Financial Instruments to another 

financial institution, to sell the relevant Financial Instruments at their 

market value and to close the Financial Instrument Account. In such 

case, the Bank will not bear any costs and charges. 

2. Financial instruments or securities subject to US rules  

Given the existence of certain US regulations that may have 

extraterritorial application, the Client declares that he is informed that 

the Bank may refuse to hold certain financial instruments or securities, 

particularly if the Client invests in the products listed in article F.2.1.15. 

Furthermore, in the event of acquisition of other financial instruments 

or securities falling within the scope of application of the US rules, the 

Client declares that he is informed that the Bank is subject to the 

obligations detailed in article F.9.4. 

F.1.2.7. Communication to the authorities 
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1. Without prejudice to clause F.12, in the event of investment in 

certain Financial Instruments, and in accordance with the 

applicable legal or regulatory provisions, the Bank is obliged to 

transmit data relating to the holder and/or beneficial owner of its 

Financial Instruments, as well as, where applicable, information on 

the Financial Instruments (in particular the name, number of the 

Financial Instrument purchased or sold, the quantity, the date and 

time of execution, the price of the transaction), to national or 

foreign supervisory authorities or financial instrument custodians. 

The Client irrevocably authorises the Bank, on his/her behalf and, 

where applicable, on behalf of the beneficial owner, to provide the 

authorised authorities (or their duly authorised agents) with any 

information required by them. The Client acknowledges that, by 

the mere fact of transmitting an order or carrying out a 

Transaction, he/she confirms the authorisation given above and 

thereby authorises the Bank to carry out the due diligence and 

declarations required for the purpose in question. 

2. In the context of the Transactions on Financial Instruments, the 

Bank is required to report certain transactions on Financial 

Instruments to the Luxembourg and European authorities. In this 

context, the Bank shall give the information on the transaction and 

the Client’s data to the European authorities in compliance with 

personal data protection laws. The Client agrees, if the Bank does 

not have all the data requested, to communicate all the missing 

data to the Bank at first request. 

F.1.3. Client classifications for investment and ancillary services  

F.1.3.1. Retail Clients, Professional Clients and Eligible Counterparty 

Clients 

In accordance with the regulations in force, before offering a Client 

investment products and services, the Bank classifies each Client under 

one of the following three categories: retail client (or non-professional 

client); professional client; or eligible counterparty client. 

This classification determines the level of protection to which the Clients 

are entitled.  

• A “Retail Client” or “Non-professional Client” is any natural or legal 

person who is not a Professional Client as defined below; 

• A “Professional Client” is any natural or legal person who has the 

experience, knowledge and skills necessary to make his or her own 

investment decisions and correctly assess the risks incurred, and 

who meets certain criteria defined by the regulations in force; 

• An “Eligible Counterparty Client” is any professional Client who, 

concerning specific services, meets additional criteria defined by 

the regulations in force. 

F.1.3.2 Information of the Client as to his category  

The Client shall be advised of the category to which he belongs, in his 

account opening form or, in the event of a modification, by means of a 

separate letter. 

F.1.3.3. Change of category  

The financial regulations in force provide for the possibility for a Client 

to request a change of category and, in certain cases, to obtain a 

change of category. The Client who wishes such a change shall send a 

request to the Bank, which decides, depending on its conditions, 

circumstances, and knowledge of the Client, if it can accept this request. 

The request shall not take effect unless it is formally accepted by the 

Bank. 

Nonetheless, it is the responsibility of the professional Clients and 

eligible counterparties to inform ING of any change that could impact 

their classification as a Professional Client or eligible counterparty Client. 

F.1.3.4. Communication with retail Clients 

Notwithstanding article A.3 of these General Terms and Conditions, 

Retail Clients may, at any time, change the method of receiving 

correspondence and request to receive correspondence intended for 

them in paper form, free of charge (except for requests for duplicate 

documents). 

The Bank offers the Client the possibility of subscribing to certain 

products and Financial Instruments electronically, either on its premises 

or remotely. When the Client subscribes electronically, either on the 

premises or remotely, the Client accepts that the required pre-

contractual and contractual documents may be sent to him/her on a 

durable medium other than paper, by electronic means of 

communication. The documents are stored by the Bank on its IT 

infrastructure and are accessible to the Client as part of his remote 

access or in the form agreed between the Client and the Bank. 

F.1.3.5. Communication with professional Clients and eligible 

counterparty Clients  

For professional Clients and eligible counterparty Clients, the sole mode 

of communication authorised for the documents linked to the 

investments, within the meaning of the MiFID 2 Regulation, is electronic 

communication.  

F.1.4. Investment services relating to Financial Instruments 

F.1.4.1. Portfolio management services   

1. This Service is a discretionary management service for the Client’s 

portfolio on the basis of a discretionary management agreement 

and in accordance with a management strategy agreed between 

the Bank and the Client.  

2.  It requires the prior determination of the Client’s Investor Profile, 

established by means of an investor questionnaire. If the Client fails 

to respond to the questionnaire, the Bank will not be able to provide 

the discretionary management service, as more fully described 

below. It is the Client’s responsibility that the information provided 

to the Bank is accurate and up to date. He is also responsible for 

informing the Bank, with no delay, of any changes in the 

information provided by the Client.  

F.1.4.2. Non-independent investment advice services  

1. Investment advice consists of providing personalised 

recommendations to the Client, either at the Client’s request or on 

the initiative of the Bank concerning one or more Financial 

Instruments.  

2. The investment advice service provided by the Bank is a non-

independent advice service: it covers a limited analysis of different 

types of Financial Instruments compared to Financial Instruments 

available on the market; it may also relate to Financial Instruments 

issued or offered by an entity of the ING Group, or an entity having 

close links (in particular legal or economic) with the Bank or the ING 

Group. The Bank is authorized, in connection with the non-

independent investment advice service provided to the Client, to 

receive fees, commissions or benefits from third-parties in 

accordance with applicable regulatory requirements. 

3. This Service is provided and set out by signing an investment advice 

agreement. It requires the prior determination of the Client’s 

Investor Profile, established by means of an Investor Questionnaire. 

If the Client fails to answer this questionnaire, the Bank will not be 

able to provide the investment advice service to the Client, as more 

fully described below.   

4. The Bank carries out a periodic assessment of the adequacy of the 

Client’s portfolio in relation to the Client’s Investor Profile and 

informs the Client through periodic quarterly reports.  

5. With regard to Investment Advice, the Bank provides only suitability 

statement. The decision to follow or not the Bank’s advice on a 

Transaction is the Client’s sole responsibility.  

F.1.4.3. Receiving and transmitting orders on Financial Instruments 
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1. Without prejudice to article F.1.4.2.2., the Service of receipt and 

transmission of orders on Financial Instruments is offered or 

provided by the Bank without any personalised recommendation 

being made to the Client.  

2. Before providing this service, when it is provided to non-

professional Client, the Bank requires that the Client complete an 

Investor Profile (see art. F.1.5.). When the service provided by the 

Bank to the Client consists exclusively of executing and/or 

receiving and transmitting orders on the Client's initiative, with or 

without ancillary services and relating to non-complex products, 

the Bank does not assess whether the instrument concerned by 

the order or the service provided by the Bank is appropriate for the 

Client and does not request or consult the information that would 

enable it to make such an assessment. In this case, the Client is 

informed when the service is provided that the Bank is not obliged 

to assess whether the Financial Instrument is suitable for the Client 

and that the Client does not benefit from the corresponding 

protection under the relevant rules of conduct.  

In addition, the Client undertakes, prior to any subscription, to 

check the legal documentation for the funds, including the KID, 

which contains important information and eligibility criteria that 

must be met. The Client undertakes to check the registration 

status of the investment funds and to ensure that he/she is 

authorised to invest in these funds. 

3. If the non-professional Client chooses not to provide any 

information or if he does not provide the Bank with sufficient 

information to determine the Investor Profile, the Bank will not be 

able to execute a Client’s purchase order for such time as the 

necessary information is not provided by the Client.  

4. When a Client sends the Bank an instruction, the Client declares to 

assume alone, all prejudicial consequences of fraud or errors 

inherent in the transmission or comprehension of the instruction. 

The Client undertakes to check the registration status of the 

investment funds and to ensure that he/she is authorised to invest 

in these funds.  

5. It is the sole responsibility of the Client to ensure that his current 

or future place of residence legally allows him to access and use 

the said order reception and execution services. 

6. The Bank shall not be held liable in the event of non-compliance 

with local laws or regulations applicable to the Client due to his/her 

current or future place of residence. Clients expressly acknowledge 

that they are acting on their own initiative and under their sole 

responsibility when they request or use the Bank's order reception 

and execution services from a country other than Luxembourg. 

Consequently, the Bank declines all responsibility for any direct or 

indirect consequence resulting from the use of its services in a 

foreign legal or regulatory framework, including, but not limited 

to, any restriction, prohibition or reporting obligation imposed by 

the local authorities. 

7. It is understood that the Client’s order will be executed only after 

the Bank has had the necessary time to carry out its internal 

verification procedures. The order is also executed in accordance 

with the conditions of the market on which the order must be 

processed.    

8. If the Bank considers, on the basis of Investor Profile, that the service 

or the Financial Instrument envisaged is not appropriate for the 

Retail Client, the Bank will inform the Retail Client before executing 

the order. 

9. Additional information on, in particular, the total amount of 

commissions and costs invoiced and, the breakdown by item 

included, may be communicated to the Client at the Client’s 

request. 

10. The Bank may refuse to execute an order or suspend its execution 

when that order refers to transactions or products that the Bank 

does not usually handle or when the order is contrary to the Bank’s 

policies or code of ethics, or likely to create a risk for the Bank 

F.1.4.4. Securities Account opening and Financial Instruments custody 

service  

1. The Bank’s Securities Account opening and Financial Instruments 

custody service enables the Client to deposit and have the Client’s 

Financial Instruments kept in a Securities Account in accordance 

with the provisions of section F.2. below. 

2. The Bank shall use it best efforts to open a Securities Account within 

two Business Days following the day of effective receipt of the 

request form to open a securities account in order to provide the 

Financial Instruments custody service, provided that:  

• the request is made on a Business Day; 

• the Client has a Cash Account; 

3. The Bank reserves the right to close any Securities Account and the 

Cash Account linked to it three months after the withdrawal of the 

last Financial Instruments registered. 

F.1.5. Investor Profile and suitability and appropriateness 

assessments 

F.1.5.1. Investor Profile  

Once a Financial Instruments account is opened, the Client’s investor 

profile is determined on the basis of a questionnaire. 

This Investor Profile remains valid until the Client informs the Bank of 

any related change. The Investor Profile is also reviewed periodically. 

 The Client must inform the Bank of any change in his or her personal 

situation that may have an impact on the Client’s Investor Profile, as 

soon as the Client is aware of this change and before any new 

Transaction. The Client is responsible for the accuracy of the 

information provided to the Bank for the establishment of the Client’s 

Investor Profile. The Bank may rely on this information unless it knows 

or should know that the information provided by the Client is clearly out 

of date, inaccurate or incomplete. In this case, the Bank reserves the 

right not to provide the service concerned and may not be authorised 

by law to provide it. 

It is the Client’s responsibility that the information provided to the Bank 

is accurate and up to date. He is also responsible for informing the Bank, 

with no delay, of any change in the information provided by the Client. 

Incomplete or incorrect information may lead the Bank to provide the 

Client with a Service that is not suitable or appropriate, and that could 

lead to prejudicial consequences, for the Client. The Bank may not be 

held liable in this type of case. Any change in the information sent to 

the Bank may affect the Client’s classification.  

F.1.5.2 Suitability assessment 

The Investor Profile is required for Clients entering into a portfolio 

management or investment advice agreement serves as a basis for the 

necessary suitability assessments (the “Investor Profile”).  

An Investor Profile for Retail Clients is also required by the Bank, before 

Clients can use the service of receipt and transmission of orders on 

Financial Instruments, and order execution on behalf of the Clients. 

This Investor Profile is drawn up on the basis of the following types of 

information: 

• the Client’s knowledge and experience in matters of 

investments; 

• the Client’s financial situation;  

• the Client’s investment horizon and objectives; and  

• under an investment advisory contract only, and not under any 

other contract, his Environmental, Social and Governance (ESG) 

preferences.  
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For each agreement or each account, the Client may define different 

investment objectives and a different investment horizon, which will 

allow different Investment Profiles to be defined. 

When the account linked to the management or advice agreement 

belongs to several holders, these holders shall agree on a common 

investment horizon and objective and determine an Investor Profile for 

this account. Similarly, where an account has more than one holder, 

those holders determine together the Investor Profile for that account 

before using the service of receipt and transmission of orders on 

Financial Instruments, and order execution on behalf of the Clients.  

F.1.5.3. Knowledge and experience assessment and appropriateness 

assessment  

1. Collection of information relating to Knowledge and Experience: As 

part of the Investor Profile process, the Bank collects the Client's 

knowledge and experience of investments in the various categories of 

Financial Instruments offered by the Bank. In the case of accounts held 

by more than one account holder, the least experienced account holder 

must complete the “knowledge and experience” section. The Client is 

responsible for the truthfulness of the information provided to the Bank 

for the appropriateness test.  

2. Appropriateness test: On the basis of the Knowledge and Experience 

collected in the Investor Profile, the Bank carries out a one-off test to 

check that the Client understands the Financial Instrument concerned. 

This test is carried out during purchase transactions on a Financial 

Instrument as part of the reception and transmission of orders on 

Financial Instruments, order execution services, and as part of the 

investment advice service.  

F.1.6.  Client reports 

F.1.6.1. Confirmation of execution  

Except when providing a discretionary management service, the Bank 

shall send the Client, on a durable medium, a notice confirming the 

execution of the order, at the latest during the first Business Day 

following its execution. 

For the proper understanding of this article, when the Client subscribes 

electronically, on the premises or remotely, the Client accepts that the 

documents are communicated to him on a durable medium other than 

paper, by electronic means of communication. The documents are 

stored by the Bank on its IT infrastructure and are accessible to the 

Client as part of his remote access or in the form agreed between the 

Client and the Bank. 

F.1.6.2. Periodic statement of investments  

At least quarterly, the Bank shall make available to the Client, on a 

durable medium, a statement of the Financial Instruments and of the 

funds held by the Client with the Bank.  

The Bank shall also send the Client, at least quarterly, a detailed 

management report including, in particular, a description of the 

composition and value of the portfolio, of transactions executed during 

the quarter, the total amount of commissions and costs incurred over 

the period covered and dividends, interest and other payments received 

during the period covered. 

F.1.6.3. Suitability report 

6. If an investment advice service is provided, before executing the 

transaction, the Bank shall provide solely the Retail Client with a 

suitability report. This report shall indicate whether and to what 

extent the recommendation formulated is suitable for the Client, 

taking into account the Client’s Investor Profile. The decision to 

follow or not the Bank’s advice on a Transaction is the Client’s sole 

responsibility.  

F.1.6.4. Obligation for legal entity Clients to have a Legal Entity Identifier 

(“LEI”) code (for communication to supervisory authorities)  

All legal entity Clients agree to request an LEI (Legal Entity Identifier) 

code from a LOU (Local Operational Unit) or from a Registration Agent 

if they wish to acquire, sell or execute certain transfers of Financial 

Instruments such as shares, warrants, bonds and trackers (ETFs, funds 

traded on the stock exchange). This obligation also applies if the 

Financial Instruments are traded over the counter or if they represent 

an underlying product of an unlisted Financial Instrument. Financial 

institutions, such as the Bank, which perform this type of Transaction on 

behalf of their clients, are subject to reporting obligations to the 

authorities, provided for by the MiFID 2 Regulation, for which the LEI 

code is required. 

Before carrying out the Transactions referred to above, the legal entity 

Client agrees to request an LEI code and to communicate that code to 

the Bank. More information is available online at the Bank’s website 

www.ing.lu. 

F.1.6.5. Additional information requirements for portfolio management 

transactions or transactions involving contingent liabilities  

When the Bank holds the account of a Retail Client comprising positions 

in leveraged financial instruments or transactions involving contingent 

liabilities, the Bank shall inform the Client when the value of each of 

these financial instruments falls by 10% compared to its initial value, 

and for each multiple of 10% thereafter. The Bank shall inform the Client 

by no later than the end of the Business Day on which this threshold is 

exceeded or, in the event the threshold is not exceeded on a Business 

Day, at the end of the next Banking Day. 

If a discretionary management service is provided, the Bank shall inform 

the Client when the value of the Client’s portfolio falls by 10% compared 

to the last valuation, and thereafter for each multiple of 10%. The Bank 

shall inform the Client by no later than the end of the Business Day on 

which this threshold is exceeded or, in the event the threshold is not 

exceeded on a Business Day, at the end of the next Business Day. 

F.1.6.6. Target market 

When distributing Financial Instruments, the Bank takes into account 

the target market defined by the producer or the issuer of the Financial 

Instrument in question as well as the target market defined by the Bank.  

When providing a discretionary management service or an investment 

advice service, the Client is informed that the Bank may be required to 

execute or recommend a transaction for a Client located outside the 

target market (including in the negative target market in the context of 

discretionary management), only for hedging or portfolio diversification 

purposes, if the portfolio as a whole or the combination of a Financial 

Instrument with its hedging is suitable for the Client. 

When the Bank provides a service of receipt and transmission of orders 

on Financial Instruments, the Client is notified of any transaction 

outside the target market (including the negative target market); 

validation of such a transaction by the Client, despite the Bank’s 

warning, is the Client’s sole responsibility.  

In the interest and for the protection of the Client, notwithstanding the 

preceding paragraph, the Bank reserves the right to refuse transactions 

in the negative target market as defined by the MiFID 2 Regulation. 

The Bank informs professional clients who wish to enter transactions on 

their own initiative and who have not provided an Investor Profile or 

failed to update it, that it will not necessarily be able to assess their 

suitability for the target market. 

F.2. Financial Instruments on deposit 

F.2.1. Deposit of Financial Instruments 

F.2.1.1. The Client may entrust custody of Luxembourg or foreign 

Securities to the Bank provided they are followed up and accepted by 

the Bank.  

F.2.1.2. As owner of the Securities, the Client designates the Bank as 

custodian of the Securities held or to be held by him. The Bank assumes 

https://www.cssf.lu/
http://www.ing.lu/


 

General Terms and Conditions of the Bank 

(Retail & Private Banking)  
Issuing Date: 1st August 2025 

Page 40/74 

 

Under the supervision of the Commission de Surveillance du Secteur Financier (CSSF), 283 route d'Arlon, L-1150 Luxembourg, www.cssf.lu, Tel. +352 26 25 11 

ING Luxembourg, Société Anonyme 

26, Place de la Gare L-2965 Luxembourg 

R.C.S. Luxembourg B. 6041 

VAT LU 11082217 

Phone: + 352 44 99 1 

 

www.ing.lu 

BIC: CELLLULL                                     
 

no other obligations with regard to the Client than those expressly 

stipulated by Luxembourg law and by these General Terms and 

Conditions. 

F.2.1.3. Physical Securities will only be accepted and registered in the 

Securities Account after the express agreement of the Bank. They must 

comply with the conformity and regularity checks carried out by the 

Bank and, where applicable, by its correspondents, such as Euroclear, 

Clearstream, or a sub-custodian, as well as the Luxembourg legal 

requirements and internal procedures of the Bank relating to the 

holding of such Physical Securities. 

F.2.1.4. As far as applicable, the securities deposited in custody must be 

satisfactorily delivered, i.e. genuine, in good physical condition, 

unopposed, not subject to forfeiture or sequestration, at any venue 

whatsoever, accompanied by all coupons still due.  

In the event that Securities are not delivered satisfactorily, it must be 

noted that Securities subject to opposition will be blocked, Securities in 

poor physical condition will be replaced where possible and at the 

Client’s expense, or returned, and finally that forged Securities will be 

seized. 

F.2.1.5. The Bank is not liable for any defects affecting the Assets 

deposited by the Client, including defects visible before deposit. 

F.2.1.6. These deposits are considered final only after confirmation of 

their registration by the third-party custodian. If applicable, the stock 

market orders on these deposits can be executed only after this 

confirmation. 

In as far as the securities are held in safe custody under usual reserve, 

the Client is liable to the Bank for any damage resulting from a lack of 

authenticity or obvious or hidden defects of the securities deposited. 

Any Security found not to have been satisfactorily delivered, even after 

being placed on deposit, may, as soon as it is established that this 

security belongs to the Client, be withdrawn from the Client’s securities 

portfolio and returned or blocked pending regularisation of the 

situation. If the situation is not regularised, the Client’s cash account 

shall be debited with the amount equal to the value of the securities, 

plus all expenses and inducements, at the rate of the day. 

Furthermore, the Client shall bear any consequences resulting from the 

deposit or trading of Securities which have been subject to opposition. 

The Client shall be required to indemnify the Bank for any loss suffered. 

For this purpose, the Bank reserves the right, at any time and ipso jure, 

to debit the relevant account(s) to the value of any loss suffered.  

In the event that the opponent intends to summons the Bank to 

ascertain the identity of the remitter, the latter irrevocably authorises 

and empowers the Bank to disclose his identity to the opponent; the 

remitter therefore releases the Bank from his obligation to professional 

secrecy in this respect. 

F.2.1.7. Unless otherwise stipulated by the Client and duly accepted by 

the Bank or unless otherwise stipulated by the Bank itself, all Securities 

portfolios are deemed to be fungible. Therefore, the Client can only 

require the Bank to restore Securities of a similar type to him, without 

regard for the certificate numbers. 

However, the Securities being deposited are recorded mentioning, 

insofar as is necessary, their numbers. The Client must check this record. 

The Bank does not accept any liability in the event of an error in the 

recording of the securities numbers. Subsequently, the Bank shall advise 

the credit to the securities portfolio of the Securities deposited. 

F.2.1.8. The Client is obligated to notify the Bank immediately of any 

contest pertaining to the Securities it holds and of which he is aware. 

F.2.1.9. The Bank shall meet its obligations as custodian of Financial 

Instruments on behalf of its Clients with the same care that it applies to 

the conservation of its own Financial Instruments. Unless the Client 

expressly requests otherwise, the Bank may deposit the securities 

entrusted to it by the Client in its name but on behalf of its clients, with 

correspondents and/or collective depository institutions, chosen by the 

Bank, in the Grand Duchy of Luxembourg or abroad. In such cases, the 

Securities entrusted to the Bank are deposited at the place it deems 

most opportune, in the Client’s interest and, if applicable, under the 

surveillance of a third-party custodian. The Bank acts with prudence, 

care, and diligence as concerns the selection, designation, and periodic 

examination of its third-party custodians, and takes account of the 

legal, regulatory and contractual provisions concerning the 

conservation of Securities, and more precisely when that is likely to 

affect the Client’s rights.  

The Bank shall only be held liable in the event of gross negligence on its 

part. To the widest extent authorised by law, the Bank shall be neither 

accountable for the solvency of the correspondents and/or collective 

depository institutions, nor liable for negligence by them in the course 

of their activities. Consequently, the Client will bear a proportional share 

of all the financial and legal consequences affecting the Securities thus 

placed by the Bank, as a result of (i) any case of force majeure that may 

arise and in general any external event beyond the control of the Bank 

whose consequences would have been unavoidable despite reasonable 

efforts by the Bank to prevent it or (ii) changes to legal and statutory 

provisions, fiscal or otherwise, applicable in the country of the 

correspondent, of the collective custodial institution or of the issuer and 

particularly in the case where the situation thus created may involve 

the elimination, deterioration, unavailability of or loss of income– total 

or partial – from the assets registered in the name of the Bank on behalf 

of the Client.  

F.2.1.10. The Client accepts that the execution of the obligations 

stemming from the rules and contracts between the Bank and the third-

party custodians are binding upon him and are pursued on his assets. 

Various legal systems may therefore apply. The applicable law, 

supervision by the surveillance authorities and the applicable law (in 

particular pertaining to a system of Investor protection, i.e., the 

maximum amount reimbursable in the event of insolvency of the third-

party custodian) may differ from one country to another.  

This might influence the right that Clients may have over their Financial 

Instruments. 

The Bank shall not be liable for any damages, losses or costs that the 

Client would incur pursuant to a fault by a third-party custodian, or in 

the event of insolvency proceedings concerning that custodian, as long 

as the Bank has provided all the care that can be expected as to the 

choice of that custodian, except if that custodian is a subsidiary of the 

Bank, in which case the Bank shall bear the same level of liability as 

when it keeps the Financial Instruments itself. 

F.2.1.11. The Client agrees that in respect of Securities subject to foreign 

law, its rights as investor shall be governed, at least in part, by the 

applicable foreign law and that its rights under the foreign law are not 

necessarily identical to those existing under Luxembourg law in respect 

of similar Securities. In such case, it is for the Client to ascertain and to 

keep itself informed about the practices applicable abroad and the 

resources available to it abroad in order directly to assert its ownership 

rights over the Securities. Unless expressly agreed otherwise between 

the Client and the Bank, the Bank shall not have any obligation in that 

regard.  

F.2.1.12. Depending on the applicable laws on the subject, the Bank has 

a lien (that is, it benefits from a priority right reimbursement over other 

creditors) on Securities that: 

are remitted to it by the Client in view of constituting the coverage 

intended to guarantee execution of transactions on Securities, 

subscription of Securities and futures Transactions on currencies. 

it holds pursuant to execution of transactions on Securities or futures 

Transactions on currencies, or pursuant to the liquidation it is charged 

with, and pertaining to transactions of Securities, to subscriptions of 

Securities or futures Transactions on currencies that are made directly 

by the Client. 

This lien guarantees any credit by the Bank stemming from these 

transactions or liquidations concerned in the first paragraph, including 
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credits stemming from loans or advances pertaining to Transactions on 

these Securities. 

In addition to this lien, the Bank may benefit from other sureties, liens, 

or compensation rights in accordance with the provisions of the General 

Terms and Conditions and, if applicable by virtue of special contracts 

concluded between the Bank and the Client. 

Third-party custodians designated by the Bank for conservation of 

Clients’ Securities may also benefit from sureties, liens and 

compensation rights concerning the Securities in their custody. 

F.2.1.13. The Client states that he is aware that in the event that the 

Securities, whether Luxembourg or foreign Securities, are not held 

directly by the Client in the issuer’s register but indirectly through one 

or more custodians (including where the Bank acts as nominee), the 

Bank may not be able to notify him, or to notify him in good time, of 

certain information on/from the issuer or the Securities. The Bank may 

only be held liable for gross negligence. The Bank may not be held liable 

in respect of the exercise of rights attached to the Securities indirectly 

held by the Client (including where the Bank acts as nominee or where 

the form of the Securities does not allow these rights to be exercised), 

in particular notices of general meetings, the right to attend and vote 

at general meetings and the right to bring proceedings against the 

issuer, within the context of both collective and individual proceedings. 

Unless expressly agreed otherwise between the Client and the Bank, the 

Bank shall not have any duty to act as agent of the Client, commissioner 

(concept of nominee) or other similar quality in order to exercise the 

rights of the Client. At the express request of the Client, the Bank 

undertakes to issue declarations certifying the number and type of the 

Securities registered in the Client’s account in order to facilitate exercise 

by the Client of the rights attached to the Securities. 

Notwithstanding the previous paragraph, the Bank remains bound by 

its legal obligations to provide information to the Client where these 

obligations relate to Securities held by the Client with the Bank.     

F.2.1.14. The withdrawal of securities is possible after a period of time 

which varies depending on the deposit venue and the nature of the 

securities in question. The Bank will therefore not be in a position to 

guarantee the Client a specific delivery date. 

In the event that the Bank finds it necessary to engage in temporary 

transfers of securities, making use of securities belonging to the Client, 

the Bank shall notify the Client in advance to this effect. 

F.2.1.15. The Bank may refuse to hold certain Securities, in particular in 

the following cases: when the Bank no longer follows up the Securities 

or the third-party custodian concerned no longer accepts them:  

• when the holding of these Securities is not accepted by the Bank 

due to strict legal or fiscal obligations which the Bank cannot ensure 

vis-à-vis the country of issue of the Securities;  

 

• Norwegian Securities for Norwegian tax residents and Norwegian 

nationals; 

 

• Finnish Securities for Finnish tax residents and Finnish nationals; 

 

• Securities from a country other than Luxembourg or Belgium and 

the Netherlands for tax residents of this other country of issue; 

 

• if it becomes illegal for the Bank to hold or keep these Securities in 

custody; 

 

• if the place of residence and/or nationality of the Client, its 

shareholders, directors and/or managers, the issuer or any other 

criterion under applicable law subjects the Bank to obligations, 

prohibitions, or any other provision stipulated by foreign 

legislation likely to have extraterritorial effects on the Bank; 

 

• if the Client invests in products that fall within the scope of Section 

871(m) of the Internal Revenue Code or similar legislation, as well 

as products that may trigger specific reporting obligations or 

withholding tax for the Bank; 

 

• if the holding of these Securities is, or becomes, at the discretion 

of the Bank, incompatible with the “Environmental and Social Risk 

Framework” policy set by the ING Group. More information on this 

policy is available at 

https://www.ing.com/Sustainability/Sustainable-

business/Environmental-and-social-risk-policies.htm 

 

• for Securities without value or having a low value (such as US 

penny shares) lower than the annual custody fees levied by the 

Bank for them to be held with the Bank;  

 

• if the Client refuses or fails to send in due course the Bank the 

documents required by the competent tax authorities or any 

other third party to allow the Securities to be held; 

 

• if the Client does not meet the conditions legally required or set by 

the issuer to hold these Securities; 

 

• if the Client does not provide all information requested and/or does 

not take the necessary measures within the time limits imposed 

by the circumstances or requested by the Bank in order to allow (i) 

timely compliance with any tax obligation, both in Luxembourg 

and abroad, or (ii) to fulfil its obligations relating to the exchange 

of information with Luxembourg or foreign tax authorities 

(automatic or on request); and  

 

• if the sub-custodian used by the Bank charges excessive custodial 

fees.  

 

In such cases, the Bank shall inform the Client in writing and give the 

Client a reasonable period (no more than two months) to sell or transfer 

the Securities concerned to another financial institution. If the Client 

refuses or fails to sell or transfer the Securities to another financial 

institution within two months, the Securities shall, at the sole discretion 

of the Bank, (i) be sold at their market value, after deduction of any 

commissions, fees and taxes, or (ii) transferred to the Caisse de Dépôts 

et Consignations. In the event of the sale of the Securities, the proceeds 

of the sale shall be paid into the Client’s cash account.    

F.2.1.16. Wherever the Bank has a legal duty to do so and where the 

Bank has expressly undertaken to do so, subject to cases of force 

majeure and subject to the Bank’s entitlement to deposit Securities with 

correspondents abroad, as mentioned above, the Bank may either 

restore Securities of the same type, or pay the equivalent of the said 

Securities at the time of the request for restoration, without its liability 

extending beyond such action. 

F.2.1.17. Registered Securities deposited at the Bank must be endorsed 

by the person in whose name they are registered.  

Failing endorsement, the Bank shall be exempt from all liability resulting 

from all operations carried out on the Securities, namely capital 

operations, payment of dividends, and transfer, assignment, and sale 

requests. 

F.2.1.18. The Bank ensures segregation between the Securities 

belonging to its Clients and the Securities belonging to the Bank.  The 

Bank further ensures that, where applicable, the third-party custodians 

also ensure segregation between the Securities of the Bank’s Clients and 

its own Securities. Separate global accounts may be used for this 

purpose, on which Financial Instruments are not individualised in the 

name of each Client but are kept together for all Clients. When using 

global accounts, Clients cannot claim individual ownership rights, but 

shared co-ownership rights. Therefore, each Client obtains a 

proportional right to joint ownership of the common account in 

proportion to the number of Securities held with the Bank. The risk of 

loss or possible lack of Securities, for example following the bankruptcy 

of the third-party custodian, is borne proportionately by all co-owners. 

Upon request and subject to the payment of the corresponding costs, 

the Client may request that his Securities deposited with the Bank be 

https://www.cssf.lu/
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segregated into a separate account in the event of their being sub-

deposited by him with a third central securities depository in 

accordance with Article 38 of Regulation 909/2014 on the improvement 

of securities settlement in the European Union and the central securities 

depositories, as amended (CSDR).  The Client may obtain upon request 

more information on the consequences related to this option and the 

related costs. Pursuant to the provisions of CSDR, the Bank reserves the 

right to debt any consecutive fees without notice in the event of delay 

in the payment of securities by central securities depositories. 

If a Client’s Securities have been placed in the custody of the third-party 

custodian established outside the European Union, the Bank shall 

inform the Client that, under local law, this third-party custodian may 

not be able to segregate the Clients’ own Securities and its own 

Securities. In this case, the Client accepts that the Bank shall keep the 

Client’s relevant Securities in an account with this third-party custodian, 

on which the Bank’s Securities are also registered. In the event of the 

Bank’s bankruptcy, this may have negative consequences on the 

Client’s rights with regard to the Client’s Securities. 

F.2.1.19. Deposit guarantee  

The Securities are subject to the protection of depositors and investors 

as described in Article B.1. of these General Terms and Conditions. 

F.2.2. Deposits of precious metals 

The Bank does not offer a precious metals deposit service. 

F.3. Stock exchange transactions 

F.3.1. General Provisions 

F.3.1.1. The Client declares, where applicable after having read the 

Investor Guide that he is familiar with the operation of stock markets 

and other regulated markets and, notably, with their volatility, the 

uncertain nature of the transactions made on them and the extent of 

the risks which may arise from the execution of related orders. 

He declares that he has received from the Bank the information required 

to permit him to take considered decisions in full knowledge of the facts.  

F.3.1.2. The Client shall ensure that he does not issue orders which might 

exceed his financial capacity. 

F.3.1.3. It should be noted that the value of any investment may fall 

significantly and that the investor may not recoup the capital he has 

invested. Past performance is not a guarantee of future performance 

and fluctuations in exchange rates may also affect the value of 

investments. In this respect, and unless otherwise agreed, the Bank 

offers no performance guarantee in respect to its products or any other 

products specified on its website. 

F.3.1.4. It is the Client’s responsibility prior to each investment to ensure 

that he meets the subscription or acquisition conditions of the product 

or service and to verify that he is authorised under his national 

legislation or that of his country of residence and/or domicile to invest 

in a particular financial product. It is therefore incumbent on the Client 

to make himself familiar with all the legislation and regulations 

applicable to each investment and to taxation in his country of 

nationality and/or residence. 

F.3.1.5. The products and services specified on the transactional part of 

the Bank’s website do not under any circumstances constitute an offer 

in a country in which such an offer or solicitation is not authorised or in 

which the issuer of such an offer or solicitation is not accredited to make 

such. 

F.3.1.6. In general terms, and unless otherwise agreed, the Client shall 

be personally liable for: 

- all investment decisions and the execution or the related orders as 

encoded by him; 

- Operations carried out on his account and the losses/profits made 

following his use of the service. 

F.3.1.7. In the framework of a public issuance (in particular an initial 

public offering or transactions on the primary market), if all subscription 

orders are given to the Bank by its clientele cannot be honoured, the 

Bank will make an equitable distribution of the available Securities 

amongst its subscribing Clients. Only one subscription order per Client is 

allowed for a given public issuance. The Client allows ING to group the 

various orders it has placed for the purposes of this distribution, in 

compliance with the applicable market rules. 

F.3.1.8. In the context of a public takeover bit, the Client authorises ING 

to group the various orders given by him with indication of the same 

price. 

F.3.1.9. Warrants can be the subject of a sale order only upon the 

Client’s express instructions. Lacking execution of the order no later 

than at the latest official quote, these warrants will in principle lose all 

their value. Orders concerning due warrants are therefore not accepted. 

F.3.1.10. Subscription or attribution rights can be sold only upon express 

instructions from the Client. Lacking execution of the order no later than 

at the latest official quote, these rights shall in principle lose all their 

value. Orders concerning elapsed rights are therefore not accepted. 

F.3.1.11. The Bank converts convertible bonds registered in the Client’s 

Securities Account only upon the Client’s express instructions, except for 

Clients having signed a discretionary portfolio management contract. 

F.3.1.12. Unless instructed otherwise, the Bank takes care of making the 

payments called on Securities registered in the Client’s Securities 

Account but not entirely paid up, by debiting the Client’s account as 

long as there are sufficient provisions in it. 

F.3.1.13. The evaluation of the Financial Instruments, as long as these 

are tracked by the Bank according to these General Terms and 

Conditions and held in Securities Accounts by the Clients, is based on 

the value and current of the regulated market exhibiting the largest 

volume of transactions. 

F.3.1.14. The Bank will withhold a tax on stock market transactions 

(TOB). On its Clients behalf, and in its capacity as a foreign professional 

intermediary, the Bank will make the declaration and the payment of 

the amounts of TOB levied by the Belgian tax administration. The TOB 

applies to natural persons having their habitual residence in Belgium 

and legal entities in respect of a headquarters or establishment in 

Belgium, for transactions subject to the TOB (mainly the purchases and 

sales of financial instruments such as shares, bonds, warrants, and 

structured notes, etc., as well as redemptions for the capitalisation 

shares of certain SICAVs) concluded or executed in their name and on 

their behalf by a professional intermediary established abroad (a bank 

located in Luxembourg for example). In order to determine whether or 

not a Client falls within the scope of the TOB ratione personae, the Bank 

takes into account the Client’s information that it is aware of at the time 

of the Transaction’s completion. In the event the TOB is due but is not 

withheld by the Bank, the Client must, as the person liable for the TOB, 

make the declaration and the payment of the TOB to the Belgian tax 

administration.  

For further information on this subject, please consult the website of 

the Belgian tax administration 

https://finances.belgium.be/fr/experts_partenaires/investisseurs/taxe-

sur-les-opérations-de-bourse. 

F.3.1.15. The Bank may reject any instruction relating to Securities in the 

cases listed in Article F.2.15. If the Client uses his or her own broker to 

buy or transfer Securities, the Bank may also refuse to execute the 

instructions in the same cases.  

F.3.1.16. The Bank reserves the right to set a maximum authorised 

amount for orders executed via ING Channels. The Bank notifies the 

Client of this limit by any appropriate means.  

A purchase order initiated with a limit, whose validity has expired, will 

remain in initiated status for three Business Days before changing to 

expired status. Consequently, the funds reserved for the initial 

investment will remain blocked and unavailable for any further 

https://www.cssf.lu/
https://finances.belgium.be/fr/experts_partenaires/investisseurs/taxe-sur-les-opérations-de-bourse
https://finances.belgium.be/fr/experts_partenaires/investisseurs/taxe-sur-les-opérations-de-bourse


 

General Terms and Conditions of the Bank 

(Retail & Private Banking)  
Issuing Date: 1st August 2025 

Page 43/74 

 

Under the supervision of the Commission de Surveillance du Secteur Financier (CSSF), 283 route d'Arlon, L-1150 Luxembourg, www.cssf.lu, Tel. +352 26 25 11 

ING Luxembourg, Société Anonyme 

26, Place de la Gare L-2965 Luxembourg 

R.C.S. Luxembourg B. 6041 

VAT LU 11082217 

Phone: + 352 44 99 1 

 

www.ing.lu 

BIC: CELLLULL                                     
 

investment during this period. Should the Client wish to place a new 

order during the blocking period, he/she is invited to contact his/her 

investment advisor. 

F.3.2. The Bank’s order execution policy  

F.3.2.1. The Client is informed that the Bank has an Execution Policy 

applicable to his orders transmitted to it. This execution policy shall be 

applicable to “Retail Clients” and “Professional Clients”. It shall not 

however apply to transactions transmitted by Clients falling within the 

“Eligible counterparties” category. 

F.3.2.2. Within the framework of this Execution Policy, the Bank takes all 

sufficient steps to obtain the best possible result (or best execution) for 

their Clients, while executing orders or simply receiving and 

transmitting orders to another party for execution. 

F.3.2.3. The Bank selects execution venues capable of guaranteeing best 

execution in the majority of cases in relation to the factors and criteria 

defined in its execution policy. The key criteria are price, cost, speed, 

likelihood of execution and settlement, size, the nature of the order and 

any other consideration relating to execution of the order. The 

importance of these criteria varies according to the type of Client.  

According to the delegated regulation 2017/576, supplementing the 

MIFID 2 Directive, the main selection factors for the retail clients are the 

price and the cost.  

F.3.2.4. The Client is informed and agrees that the Bank may choose to 

execute an order away from a regulated market or multilateral trading 

facility (MTF) even if the order relates to a financial instrument admitted 

to trading on a regulated market or MTF. 

F.3.2.5. The Bank’s adherence to its execution policy constitutes a best 

endeavours obligation; the Bank is under obligation to achieve the best 

possible result for its Clients taken as a whole.  

F.3.2.6. The Bank may not be held liable for non-compliance with all or 

part of its Execution Policy or for any loss or damage thereby 

occasioned to the Client in the case of an event constituting force 

majeure, i.e. an event liable to interrupt, disrupt or disturb its services, 

in whole or part. The Bank’s liability shall be restricted to instances of 

gross negligence in implementing the resources necessary for the 

application of its Execution Policy. 

F.3.2.7. The Bank reviews its Execution Policy on a regular basis and in 

the event of any significant change affecting the Bank’s capability to 

continue to achieve the best possible execution for its Clients. 

F.3.2.8. The Client can find further information about the Bank’s 

Execution Policy in on the website www.ing.lu (under the heading 

“Regulation/MiFID 2”) or it can also be obtained at the branch offices. 

F.3.2.9. Any request for execution of an order on the part of the Client 

implies the latter’s acceptance of the Bank’s current execution policy. 

F.3.3. Transactions on derivatives 

F.3.3.1. The Client who, after having signed the specific documentation 

relating to derivative products, gives the Bank orders to buy or sell 

options, futures or who contracts other derivative products with the 

Bank, is presumed to know the risks inherent in these Transactions and 

therefore assumes full responsibility.   

F.3.3.2. The Client is informed and accepts that the Bank can choose to 

execute an order outside a regulated market or an MTF even if the order 

concerns a derivative admitted for trading on a regulated market or an 

MTF. 

F.3.3.3. Within the periods provided for by law or employed in line with 

customary practice, and using the means of communication agreed 

with the Client, the Bank will provide the Client with confirmation 

detailing the principal terms and conditions of each contract relating to 

derivative products that has been concluded with the Bank.  

F.3.3.4. Unless a more restrictive provision is agreed between the Bank 

and the Client, any objection concerning the terms and conditions 

contained in this confirmation must be received in writing by the Bank 

within 2 Business Days at the latest of the confirmation or the 

notification relating to this being sent.  In the absence of such an 

objection, the terms and conditions contained in the confirmation sent 

to the Client by the Bank will be definitive and will be deemed to have 

been approved and acknowledged as being correct by the Client. 

F.4. Regularisation operations (“corporate actions”) 

F.4.1. General Provisions 

F.4.1.1. The Bank shall execute both “mandatory” and “optional” 

regularisation operations and in particular transactions relating to 

capital increases associated with the Securities on deposit, subscription 

rights, optional dividends, swapping of Securities, re-investment of 

dividends, etc., both in the Grand Duchy of Luxembourg and abroad.  

The Bank shall have no liability in relation to “optional” transactions 

which shall be the exclusive liability of the Client, and whose instigation 

furthermore originates with the Client. 

F.4.1.2. As far as possible, therefore, according to the publications and 

means of information at its disposal, the Bank watches over all 

Operations which may affect the Securities in its custody and informs 

the Client of the details of such Operations. The Bank shall have only 

secondary liability in respect of this obligation of surveillance, which 

shall be primarily the duty of the Client. In all cases, the Bank’s liability 

will be limited to a best endeavours obligation. 

F.4.1.3. For mandatory transactions, the Bank shall, insofar as it has the 

necessary information and sufficient time, automatically execute the 

corporate actions on the deposited securities in custody and shall notify 

the Client of the details. 

F.4.1.4. In respect of optional transactions, the Bank shall send the 

Client, insofar as it has the necessary information and sufficient time, 

the most comprehensive information with the terms and conditions of 

the transaction, and it shall carry out the transaction in accordance with 

the instructions received. 

The Client gives the Bank the necessary instructions in due time for the 

operations in relation to the Securities in its custody.  

In the absence of any instructions from the Client or in the case of 

instructions received after the deadline indicated in the information 

advice, the Bank shall carry out the transaction in the Client’s best 

interests, at its discretion, in accordance with its Execution Policy or by 

the default option specified in the advice sent to the Client.  

F.4.1.5. Furthermore, the Bank shall, in so far as it is possible, carry out 

the regularisation operation at the express request of the Client (in 

particular the exercising of warrants, conversions, etc.) and in 

accordance with its instructions. Unless previously agreed otherwise by 

the Bank and subject to reimbursement of its fees (including the 

payment of adequate fees on account), it shall not represent its Clients 

at general meetings or in court proceedings. 

F.4.1.6. In addition to the repayment of the expenses incurred, the Bank 

shall be entitled to charge a commission that may vary according to the 

nature of the transaction. 

F.4.1.7. The Bank shall not be obliged to monitor other events in the life 

of companies whose Securities are deposited with it other than those 

involved in regularisation operations. This shall be the case in particular 

for notices of legal actions, convening general meetings or any other 

publications placed by these companies in the media.  

F.4.1.8. All liabilities of the Bank in relation to the regularisation 

transactions under this section F.4 shall be subject to the provisions of 

clause F.4.2 above.  

F.4.1.9. The Bank also makes sure that these Transactions are carried 

out for the Securities registered with its correspondents or third-party 

custodians on behalf of the Client. Without derogating from the market 

practices, those Securities that have been the subject of a request for 
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withdrawal or transfer are no longer subject to the Bank’s surveillance 

as to the Transactions they may prompt. The same holds for Securities 

that have been remitted to it while awaiting execution of a sale order. 

F.4.1.10. If a Security that has been purchased, subscribed, or withdrawn 

is, because of the maturity of a coupon during the time necessary for 

its delivery, delivered without this coupon, the Bank pays the amount of 

the coupon to the Client after it cashes it, subject to any costs and taxes. 

If a Security subject to ale or delivery (a transfer) is, due to maturity of 

a coupon during the time needed for its delivery, delivered without this 

coupon, the Bank debits the amount of this coupon to the Client if this 

amount has been unduly credited to the Client at the coupon’s 

maturity. 

F.4.1.11. In the event of regularisation of the conversion of Securities to 

the bearer, the Bank may refuse to regularise if this conversion appears 

to be impossible, requires disproportionate efforts or results from the 

refusal or inertia of the issuer. The Bank reserves the right to return old 

Securities to the Clients (per the procedures of its choice) under their 

responsibility and bearing the costs. 

F.4.1.12. By way of derogation from the provisions of paragraphs F.4.1.1 

to F.4.1.7, the Bank remains bound by its legal obligations to provide 

information to the Client when these obligations relate to Securities held 

by the Client with the Bank.    

F.4.2. Liability  

F.4.2.1. The Bank shall execute the transactions instructed by the Client 

under the sole liability of the Client. In the case of transactions that the 

Bank carries out automatically it shall only be held liable in cases of 

gross negligence. 

F.4.2.2. In all cases, regularisation operations are executed according to 

the information transmitted by the custodians and/or the other sources 

of financial information used by the Bank. Therefore, the Bank shall not 

be held liable for the inaccuracy of such information and any erroneous 

transactions that may result. 

F.5. Coupons and redeemable Securities 

F.5.1. General Provisions 

F.5.1.1. The Bank shall collect the coupons and redeemable Securities in 

the case of Securities physically remitted to any of its branches or 

deposited in custody.  

F.5.1.2. The Bank shall be authorised to present the coupons and 

Securities physically remitted for collection to the correspondent of the 

Bank’s choice.  

The Bank shall not be held liable for any loss or damage that may result 

from such transmission of coupons or Securities. 

F.5.1.3. Coupons and redeemable Securities denominated in currencies 

which are not legal tender in the Grand Duchy of Luxembourg and 

credited under the usual reserves which are returned unpaid for 

whatever reason shall be debited in this currency, or in case of the 

unavailability or significant depreciation of this currency, though the 

Bank shall not be bound to do so, in another currency at the discretion 

of the Bank and at the rate in force on the date of the return with no 

specific deadline. 

F.5.2. Terms of payment 

F.5.2.1. Coupons and redeemable Securities shall be paid subject to the 

deduction of the expenses and inducements calculated in accordance 

with the Bank’s tariffs in force. 

F.5.2.2. Payments are made by default in the payment currency of the 

coupon or Security. In the absence of an account held in the name of 

the Client in this currency, and unless otherwise instructed beforehand, 

payments shall be made into an account created for this purpose in the 

currency in question. In case of the significant depreciation or 

unavailability of the coupon payment currency, the Bank reserves the 

right, but is not bound to, pay the coupon in euros with all exchange 

and other losses being borne by the Client.  

F.5.2.3. Coupons may only be credited to current or savings accounts. 

F.5.2.4. Early total or partial repayment of Securities by drawing lots or 

following the decision of the issuer shall be made according to the terms 

of such transaction and the Client shall be advised and notified of the 

transaction. 

In the event of repayment by drawing lots of fungible Securities in 

custody, the beneficiaries shall be determined automatically by a 

computer application giving equal opportunities to all depositors. 

F.5.2.5. In a more general manner and subject to the Bank having 

sufficient time, the payment of Securities or coupons which require an 

instruction from the Client (early settlement or exchange option at the 

discretion of the holder) shall be notified to the Client and executed in 

accordance with the Client’s instructions within the deadline indicated 

in the notice. 

F.5.2.6. All transactions referred to in these provisions shall be read as 

"under usual reserve". 

F.5.3. Liability 

It is understood that the Bank provides the maximum care with the 

Securities placed in its custody by its Clients, in particular as concerns 

verification of printing, execution of corporate actions and exchange of 

Securities, cashing transactions and the exercise and trading of 

subscription and attribution rights but the Client is obligated to oversee 

the operations concerned in these provisions himself, as the Bank 

answers only for any gross negligence. 

F.6. The Client’s obligations 

F.6.1. Cover 

F.6.1.1. The Client is required, when he gives his instructions, to provide 

cover for the Securities to be bought and to deliver the Securities to be 

sold. 

F.6.1.2. In the case of absence or insufficient cover or delivery, the Bank 

has the choice to either refuse the purchase or sale instructions, or to 

carry them out partially or totally at the exclusive risks of the Client. 

F.6.1.3. Where the cover or delivery is not provided within the deadline 

required after such execution, the Bank shall, without any obligation on 

its part, be entitled to automatically settle the transactions at the 

expense and risks of the Client. Any loss or damage that may result for 

the Bank shall be borne by the Client (in particular, changes in prices, 

penalties, and any expenses of whatever nature). 

F.6.1.4. In the absence of accurate instructions from the Client as 

regards to the account to be debited for cover or delivery, the Bank 

reserves the right to debit any account in the name of the Client. 

F.6.2. Transmission of instructions 

F.6.2.1. All instructions must be validly signed by the Client. In case of 

handwritten signature, the signature affixed to the instruction must 

match the specimen signature deposited by the Client when the 

account was opened.  

F.6.2.2. The Bank may refuse to execute any instruction found to be 

incomplete or incorrect. However, in the event that, notwithstanding, 

the Bank agrees to execute an instruction under these circumstances, 

the Bank shall incur no liability for errors or delays resulting from the 

incomplete or incorrect nature of the instruction. 

F.6.2.3. The Client shall be liable for any error he might make while 

drawing up or transmitting his instructions. 

F.6.2.4. In principle, instructions given to the Bank may not be revoked. 

However, under exceptional circumstances, the Bank may accept 

revocations, without incurring any liability in this respect.  
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F.6.2.5. The Bank shall be under no obligation to execute an instruction 

which it reasonably believes to be contrary to legislation or regulations 

currently in force, or contrary to its method of working as a custodian. 

F.6.2.6. Instructions may be transmitted by post or, under certain 

conditions, by telephone, fax or any other means of communication 

approved by the Bank. Unless expressly agreed otherwise, the Client 

shall not be authorised to give instructions by telephone for securities 

transactions.  

F.6.3. Key Information Document (“KID”) 

F.6.3.1. The Client hereby represents that he is aware that the latest 

available documents relating to Key Investor Information (Key 

Information Document or “KID”) relating to undertakings for collective 

investment distributed by the Bank (latest versions available) or all other 

Financial Instruments for which such a document is now compulsory, 

are made available by the Bank on the website www.ing.lu or in a 

branch upon request in accordance with the applicable regulations, and 

undertakes to the Bank that he will procure it and take note of it, in good 

time, before any instruction regarding acquisitions or subscriptions in 

such undertakings for collective investment. 

F.6.3.2. If the Client agrees to place purchase or subscription instructions 

by telephone or any other means of communication previously 

accepted by the Bank for undertakings in collective investments (UCIs) 

or any other Financial Instruments for which a KID is mandatory, the 

Bank will send the KID to the Client, before transmission of the order, via 

the channel of communication chosen by the Client. 

F.6.3.3. In particular, the Client is informed that the KIDs relating to UCIs 

distributed through the Bank (latest available versions) are made 

available via the website www.ing.lu/kid or through a branch office upon 

request. If the website www.ing.lu/kid is used, the Client acknowledges 

that the Bank makes this service available to him under his own 

responsibility. The Client declares being aware and understanding the 

functional characteristics of the telecommunication means (Internet, 

etc.) and the technical limits, the risks of interruption, the response time 

to consult, interrogate, or transfer information, the risks inherent in any 

connection and any transfer of data over an open network.  

F.6.3.4. Moreover, should the Bank use, fully or in part, the services of a 

third party provider to ensure the provision of KID by Internet, the Client 

acknowledges and agrees, by using said service, that the responsibility 

of the Bank cannot be incurred in relation to faults or errors of said 

service provider, except where the Bank has not exercised sufficient care 

in selecting said third party provider or is guilty of gross negligence or 

wilful conduct.  

F.6.3.5. In case of doubt, of non-availability of the service or refusal of 

the limits of liability set out above, the Client is asked to contact the 

branch directly or refer directly to the official website of the promoter 

of the undertaking for collective investment or the issuer or the initiator 

of the Financial Instrument concerned. 

F.6.3.6. Finally, the Client acknowledges that the information contained 

in the KID is provided by third party sources, which implies that the Bank 

has no control over their content. It cannot, therefore, under any 

circumstances be held responsible for the failure of an undertaking for 

collective investment of its issuer or initiator, or its representatives or 

agents to provide the last updated KID or for any direct or indirect 

consequences due to incomplete, inaccurate information contained in 

the KID or errors or omissions in the KID, except in cases of wilful 

misrepresentation on the part of the Bank or gross negligence on its 

part. 

F.6.3.7. This section F.6.3. also applies to the provision of the KID for 

packaged retail and insurance-based investment products. 

F.7. Custody fees, transaction charges and other charges 

F.7.1. For the custody of any item placed on deposit, unless otherwise 

agreed between the Client and the Bank, the Client is liable to pay the 

Bank custody fees, calculated annually according to charges in force. 

Such safe custody fees and other expenses relating to the deposit shall 

be debited periodically over the year taking account of the transactions 

carried out, without any further instructions on the part of the Client. 

F.7.2. Transaction fees shall be debited from the Client’s cash account 

after each operation, without further instructions from the Client who, 

in accepting the present General Terms and Conditions, authorises the 

Bank to debit the amount due from his account. 

F.8. Complaints 

F.8.1. Any complaints relating to market orders must be addressed in 

writing to the “Complaints” Service of the Bank within the following 

deadlines: 

a) with regard to execution of the order: upon receipt of the relevant 

notice or statement; if the Client has requested the Bank to hold his 

correspondence, receipt shall be regarded as having taken place 48 

(forty-eight) hours after the execution of the transaction by the 

Bank; 

b) with regard to failure to execute the order: within a time limit of 5 

(five) Business Days from the date at which the notice of execution 

or statement should have reached the Client. 

F.8.2. In the absence of a complaint lodged within the above-mentioned 

time limits, the Bank’s method of working shall be deemed to have been 

approved by the Client and any statements and/or notices issued shall 

be deemed to have been acknowledged as accurate and approved. 

All claims are made in the conditions (price, delay, form, recourse) 

described in Article A.6 of these General Terms and Conditions.  

F.9. Tax provisions 

F.9.1. Duty to transmit information required by the Bank 

In accordance with the tax regulations issued by certain countries and 

applicable in Luxembourg, the Client is obligated to furnish the Bank, 

upon simple request, with the documentation required to proceed with 

transactions on Securities. Otherwise, the Client declares he is informed 

that the Bank is thereupon expressly authorised to suspend such 

services and/or sell the Securities concerned by these regulations in 

accordance with these General Terms and Conditions. 

F.9.2. Mandate to communicate tax information 

If a law, double taxation preventive convention or any other applicable 

regulation allows the effective Beneficiary to have a reduction or 

exemption of withholdings, the Bank is authorised – without being 

obligated to do so – to disclose the required information (including the 

effective Beneficiary’s name and address) to the competent tax 

authorities and/or to foreign custodians in order to obtain this reduction 

or exemption. The Bank cannot be held liable if the Client is then refused 

any of the tax advantages stipulated by said law, double taxation 

preventive convention or any other applicable regulation. 

F.9.3. Foreign taxes (withholding) 

For some countries, resident Clients can use the Bank to benefit from a 

tax withholding reduction or exemption or obtain return of it. To this 

effect, the Client must expressly give the Bank a written mandate on all 

the Securities in his Securities Account by signing an ad hoc convention. 

The return occurs under the conditions and for all countries (with which 

Luxembourg has concluded a double taxation preventive convention) 

stipulated in the mandate, without the Client being able to delete one 

or more countries from the list. 

If the Client has empowered the Bank to obtain such a reduction or 

exemption, the Client thereby expressly consents and authorises the 

Bank to contact any competent tax authority directly in his name to 

obtain any tax residence certificate or any other similar proof needed 

to achieve the desired objective. 
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If the Client does not send the Bank the required documents in due time 

prior to a payment, the Bank cannot be held liable for non-application 

of any reduction of withholdings or return of this withholding. 

F.9.4. American tax provisions 

The Bank has signed an agreement with the United States/ U.S. Internal 

Revenue Service (“IRS”) to benefit from the status of Qualified 

Intermediary (“QI”). With this status, the Bank may apply the reduced 

withholding tax/WHT rate to each well documented client according to 

the provisions of a convention preventing the double taxation signed 

between the Client’s tax residence country and the United States. Also, 

the Bank must comply with the due diligence, withholding, reporting 

and compliance requirements provided for by the QI agreement. 

In this context, the Client agrees to cooperate with the Bank and to 

provide, at the Bank’s first request, all information and documents, 

including the form issued by the U.S. tax authorities (e.g. W-8BEN form) 

before subscribing to U.S. financial instruments or securities, and to take 

all actions required by the Bank or by applicable law or regulation as 

regards documentation, WHT and reporting  to comply with his own  tax 

obligations. The Client confirms and ensures that all information (to be) 

provided to the Bank is true, correct and complete. 

The Client declares that he is aware that the Bank may refuse to hold 

certain financial instruments or securities on his behalf due to the 

application of U.S. rules or Bank’s internal rules relating thereto. 

The Client must immediately, and unless indicated otherwise herein, at 

the latest within 30 (thirty) calendar days, inform the Bank in writing of 

any change in the information provided to the Bank, together with valid 

documents to support the said change. The Bank may rely on the 

information provided by the Client until it receives notification of such a 

change or an update on the information provided. 

Moreover, should during the account opening process or the banking 

relationship, certain indices would lead the Bank to assume that the 

Client would have a status different from the one that he declared, the 

latter will be obliged to promptly respond and at the latest within the 

time limit set in the request made by the Bank, to the questions asked 

in relation to his status and to provide the Bank with any evidence or 

supporting documents relating thereto at the Bank’s convenience.  

The Client declares that he is informed that in the event of non-

compliancy (at the Bank’s discretion) with the above terms and/or 

applicable rules, the Bank shall be entitled to report the relationship to 

the authorities, to withhold the applicable taxes (e.g. to apply the 

maximum rate of U.S. tax on U.S. source income depending on the 

status determined notably in accordance with the presumption rules), 

to suspend any transaction or service concerned and even to sell, where 

applicable, any financial instruments or other securities and assets 

affected by these obligations, without prior notification of the Client, 

and without the Client being able to seek compensation. 

The Client acknowledges that the status determined by the Bank for the 

purposes of applying the said U.S. rules shall not constitute a tax advice 

on its part. 

The Bank shall in no way be held liable for the harmful consequences of 

an omission to transmit information or a false or erroneous declaration 

or WHT levied by the Bank on the basis of the information at its disposal 

and the applicable rules. 

If the Client subsequently provides the information and/or documents 

requested, the Bank shall not rectify the tax levied for the period during 

which no valid documentation was in its possession. It will be the 

responsibility of the Client to directly contact the U.S. tax authorities if 

he wishes to claim a possible tax refund. 

F.10. Indemnification 

F.10.1. The Client is required, at all times, to indemnify the Bank for any 

damage, loss, cost, or expense, including any legal costs, he may incur 

by implementing any instruction it thinks was reasonably approved by 

the Client, transmitted on behalf of the Client, or due to the Client’s non-

fulfilment of any of the obligations set out in these Terms & Conditions.  

F.10.2. To the broadest extent permitted by law, when the Client 

designates a third-party broker through which a transaction is to be 

executed and the Bank agrees to carry out this transaction through this 

third-party broker on behalf of the Client, the Bank may not be held 

liable in the event of damage, loss or costs sustained or incurred by the 

Client as a result of the execution of this transaction by the Bank. In this 

case, the Client agrees to indemnify the Bank for any damage, loss, cost, 

fees or expenses (including legal) incurred by the Bank in executing the 

transaction.   

F.11. Providing information 

The Client shall promptly provide the Bank with any information the 

Bank may require in order to establish the elements referred to in these 

Terms & Conditions, to comply with the regulations in force, or for any 

other reason. The Client will notify the Bank of any material change to 

this information. 

F.12. Information disclosure by the Bank  

F.12.1. In the context of financial instrument transactions, and more 

generally, throughout the duration of the relationship between the 

Client and the Bank, the latter may be required to disclose to certain 

Third Parties, established in the Grand Duchy of Luxembourg or in other 

countries, information relating to the Client (or beneficiary owner), the 

financial instruments held by the Client, and his operations in financial 

instruments, based on applicable local or European legal or regulatory 

provisions (in particular, without being restrictive, this includes, the laws 

and regulation related to the fight against money laundering and the 

financing of terrorism or applicable to the Financial Instruments), and 

on the articles of association of the issuer of the financial instruments 

or issuance conditions applicable to such financial instruments or 

transactions thereon.  

For the purposes of this Article F.12, “Information” means, without this 

definition being exhaustive, an intermediary of the Bank, the identity of 

the direct or indirect holders of financial instruments (including, but not 

limited to, the first name, last name, date of birth, unique identifier ((i) 

in the case of a Client who is a natural person, the national identifier 

within the meaning of Article 6 of the Delegated Regulation (EU) 

2017/590, as amended or replaced if applicable, and (ii) in the case of a 

Client who is a legal entity, the legal name, the LEI (as defined in Article 

F 1.6.4 hereof) or the unique national registration number/ a Bank 

Identifier Code (BIC)/or unique client code of any entity or legal 

structure, in any jurisdiction, preceded by the country code 

corresponding to the country of registration), nationality, email 

address, and address (street, number, postcode, city, country, postcode 

of the post box and post box number), of the Client or, where applicable, 

the Client’s beneficial owners), the rights of the Client and/or the Client’s 

beneficial owners (ownership, usufruct, number), their characteristics, 

the type of shareholding operated by the Bank, the initial date of 

shareholding/of deposit and the quantity/number of the financial 

instruments concerned held by the Bank on behalf of the Client, all other 

information related to the transaction relating to these financial 

instruments, and, where applicable, the name of the third party 

authorised by the Client to make investment decisions on the Client’s 

behalf as well as the third party’s unique identifier. This Information 

may contain personal data. This clause also applies to the beneficial 

owner if the Client is not the owner of the Financial Instruments 

concerned. 

For the purposes of this Article F.12, “Third Parties” means, without 

being exhaustive, third-party depositary, any competent Luxembourg 

or foreign authority (including the market authority and the competent 

authority for the control of the trading venue), any clearing agency, any 

central depository, all professional supervisory bodies, 

brokers/intermediaries acting in the context of the acquisition, holding, 

transfer, sale and/or transfer of financial instruments, the issuer or third 

parties acting on behalf of the issuer of the financial instruments 
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concerned (including transfer agents), courts and tribunals and judicial 

police authorities, and any other public body, tax authority, 

administrative or judicial authority as part of an investigation or dispute, 

and in general, any person authorised by law (Luxembourg or foreign) 

to make requests for Information, as well as the duly authorised agents 

of the above-mentioned persons and authorities.   

F.12.2. The Client is hereby advised that failure to comply with these 

obligations to disclose Information may result in the blocking and/or 

sale of the financial instruments concerned (e.g. the blocking or 

suspension of the exercise of voting rights or financial rights linked to 

the financial instruments (blocking or suspension of dividend 

payments), or the temporary or permanent impossibility for the Client 

to negotiate or carry out acts of disposal or management) or other 

sanctions. 

F.12.3. Therefore, the Client authorises and irrevocably mandates the 

Bank, throughout the duration of their relationship, to provide the Third-

Parties, if the Bank is obliged by law or upon request of these Third-

Parties, without delay and without having to prior consult the Client 

and/or the client of the Client, any Information requested by these Third 

Parties or whose transfer is required by law. The Client is advised that 

the purpose of such transfer of Information is to enable the Bank and/or 

Third-Parties to comply with their respective legal, regulatory, or 

contractual obligations. In certain cases, it is possible for the Bank and 

these Third-Parties to ensure the proper execution of the operations 

instructed by the Bank through these Third Parties on behalf of the 

Client. The identity of the Third-Parties to whom the Information was 

transmitted may be provided to the Client upon written request to the 

Bank.    

F.12.4. To the extent necessary, the Client irrevocably agrees, at the 

Bank’s first request, to provide all Information deemed necessary by the 

Bank for the purposes of complying with this Article F.12. 

Notwithstanding the disclosure obligation mentioned above, if the 

Client is unable to provide the Information requested or to ensure that 

such Information is provided to the Bank, the Client also undertakes to 

hold harmless the Bank from any and all responsibility for any resulting 

consequences, including direct and indirect damages.  

F.12.5. Without being bound by any obligation, the Client agrees that 

the Bank may (i) do everything necessary to comply with all of the 

shareholders’ reporting rules, including disclosure of the Client’s identity 

to the issuing Company, at the respective stock exchanges, and to the 

relevant authorities in accordance with Directive SRD 2 and (ii) manage 

the Client’s interests with the sub-custodian or the clearing and 

settlement body, so as to be able to track the shareholdings to be 

reported and the information relating to the Client, if necessary.   

F.12.6. The Client and/or its client is/are required to fulfil all applicable 

shareholder reporting obligations themselves if these obligations apply 

to them. The Client and/or its client is/are responsible for the 

identification and declaration related to their holdings and in general 

for complying with all reporting, notification or other requirements 

imposed by Luxembourg or foreign regulations, or by any competent 

authority, relating to or affecting the holding by the Client of Financial 

Instruments.  

Without prejudice to Article F.10. above, it is understood that the Bank 

assumes no liability in the event of non-compliance by the Client, or as 

the case may be by its management company, with any reporting, 

notification, or other requirements imposed by Luxembourg or foreign 

law, or any other competent authority relating to, or affecting, the 

holding by the Client of financial instruments. Without being exhaustive, 

this includes understanding whether the Bank acts on behalf of the 

Client (i) as the custodian bank of the Client within the meaning of the 

regulations applicable to alternative investment funds or undertakings 

for collective investment in transferable securities, or (ii) as nominee.  

F.12.7. The Client undertakes upon first request of the Bank to proceed 

with the necessary formalities to ensure the re-registration on its 

behalf, or where appropriate on behalf of the Client, of the financial 

instruments for which the Bank acts as nominee for the Client’s account. 

Any costs relating to this re-registration will be borne by the Client.    

F.12.8. To the extent necessary, the Client irrevocably agrees, first 

request by the Bank, all Information deemed necessary by the Bank for 

the purposes of complying with this Article F.12. If he is unable to 

provide the Information requested or to ensure that such Information is 

provided to the Bank, notwithstanding the disclosure obligation 

mentioned above, the Client also agree to hold the Bank harmless from 

any and all liability for any resulting consequences, including direct and 

indirect damages. 

F.12.9. The Client confirms (i) that he obtained the consent of all third-

parties whose personal data and other information may be transferred 

pursuant to this Article F.12. He confirms (ii) having informed said third-

parties of the content of this Article F.12. and transfers of Information 

that may be made by the Bank. The Client further agrees to adopt the 

contractual measures necessary to obtain at any time (i) the necessary 

disclosure authorisations, other consents, and (ii) the Information 

requested pursuant to Article F. 12., including, in respect of his beneficial 

owners and/or his own clients.   

F.12.10. The Client accepts that the present article F.12. also applies to 

disclosure requests relating to the Client's investments in Luxembourg 

or foreign investment funds. 

 

 

 

G. Inducement reception and payment 

policy 
 

G.1. Definition: inducements are remuneration, commissions, or non-

monetary inducements paid or received by the Bank in connection with 

an investment service or an ancillary service. 

 

G.2. When it pays or receives inducements, the Bank strives to respect 

its policy on conflicts of interest as well as its obligation to act in an 

honest, fair and professional manner in the best interests of the Client.  

 

G.3. When it provides discretionary management services, the Bank 

does not in principle receive monetary inducements in relation with the 

discretionary management service. 

 

However, if it does receive such inducements, it must pay them to the 

Client (in principle, by crediting his account) as quickly as possible after 

having received them and informing the Client of same.  

 

The Bank does not pay monetary inducements to third parties, in 

relation to the discretionary management service.  

 

It is authorised to receive non-monetary inducements if they qualify as 

minor, under the conditions provided hereinafter.  

G.4. When providing any other investment or ancillary service, the Bank 

shall only receive or pay monetary or non-monetary inducements to a 

third party (other than the Client or a person acting on the Client’s 

behalf) on condition that they improve the quality of the service 

provided to the Client (or enable the provision of an additional service to 

the Client) and do not have the effect of preventing the Bank from acting 

honestly, fairly and professionally in accordance with the best interests 

of its Client. 

Prior to the execution of the investment service, the Bank shall inform 

the Client of the existence, nature and amount of the inducement or, 

where the amount cannot be determined, the method of calculation. 

The exact amount of the inducement shall then be communicated to 

the Client after the execution of the investment service concerned. 
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All inducements received by the Bank are in any case also 

communicated to the Client once a year in the management report. 

These include recurring retrocessions (or trailer fees) that the Bank 

receives from UCITS management companies for the UCITS that it 

distributes and offers to its clients, whether these are third-party or 

intra-group UCITS.  

The Bank may also receive recurring retrocessions and upfront fees 

from Group entities issuing structured products that the Bank 

distributes or offers to its clients.  

These inducements are particularly justified by the fact that they allow 

the Bank to offer a broader range of financial products to its clients and 

as such, best meet its clients’ needs. 

   

G.5. Irrespective of the investment or ancillary service, the Bank may 

also receive and pay minor non-monetary inducements, if reasonable, 

proportionate and of a size unlikely to influence the conduct of the Bank 

in a manner that may harm the Client’s interests.   

 

For example, this may be:  

(i) information or documentation relative to a financial 

instrument or investment service 

(ii) comments on economic statistics or the results of a 

company; 

(iii) summaries of issuers’ public declarations; 

(iv) written marketing supports drafted by a third-party 

supplier, remunerated by a financial instrument’s 

issuer, with a view to the promotion of issuances of 

financial instruments;  

(v) participation in road shows organised as part of a 

fundraising event, open to investment companies’ 

analysts and investors; 

(vi) macro-economic supports, accessible unreservedly for 

a whole investment company or by the public through 

a website; 

(vii) participation in conferences, seminars and training on 

a financial instrument or an investment service; 

(viii) welcome gestures of a reasonable value (such as food 

and drink) as part of the abovementioned events. 

 

G.6. Investment research work and analysis (other than that qualified 

as minor non-monetary inducements referred to above) received by 

the Bank from suppliers or entities of the Group to which it belongs shall 

not be considered as inducements, irrespective of the investment or 

ancillary service to which they relate, provided that they are paid for 

directly and borne by the Bank. 

 

G.7. Furthermore, any remuneration paid by the Bank to a third party 

through which it has entered into a relationship with a Client, when it is 

related to an investment service, is always justified by an improvement 

in the quality of the service provided to the Client, unless it is a 

remuneration paid on an ad hoc basis, in return for a service of 

introduction of the Client and unrelated to an investment service or an 

ancillary service. 

 

It is communicated to the latter prior to the provision of the investment 

service. 
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APPENDIX 1 - DEPOSITOR INFORMATION FORM - FGDL 
 

 

Basic information about the protection of deposits as per the law dated 18 December 2015 on deposit 

guarantee scheme and indemnification of investors 

Deposits in ING LUXEMBOURG S.A. are protected by:  The Fonds de Garantie des Dépôts Luxembourg (FGDL) (1) 

Limit of protection: EUR 100 000 per depositor per credit institution (2) 

 

 
If you have more deposits at ING Luxembourg: All your deposits at ING Luxembourg are “aggregated” and the 

total is subject to the limit of EUR 100 000 (2) 

If you have a joint account with another person(s): The limit of EUR 100 000 applies to each depositor 

separately (3) 

Reimbursement period in case of ING Luxembourg’s failure: 7 working days (4) 

 

 Currency of reimbursement: euro 

Contact: FGDL  

283, route d’Arlon  

L-1150 Luxembourg 

Postal address:  

L-2860 Luxembourg 

Telephone: 

 + 00 35226.25.1.-1 

Fax: 26.25.1-2601 

 

e-mail: info@fgdl.lu 

More information: http://www.fgdl.lu  

ADDITIONAL INFORMATION: 

Other important information: 

In general, all retail depositors and investors are covered by the Fonds de Garantie des Dépôts Luxembourg. 

Exceptions for certain deposits are stated on the website of the FGDL dedicated to information of the depositors and investors.  ING 

Luxembourg will also inform you upon request if some products are covered or not. If these deposits are covered, ING Luxembourg will 

also confirm it to you in your account statements. 
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FOOTNOTES: 

    

(1) Scheme responsible for the protection of your deposits: Your deposit is covered by the Fonds de Garantie des Dépôts Luxembourg. 

(2)   General limit of protection: 

If a deposit is unavailable because ING Luxembourg is unable to meet its financial obligations, depositors are repaid by the FGDL. This 

repayment is covered at maximum EUR 100 000 per credit institution. This means that all deposits at ING Luxembourg are added up in 

order to determine the coverage level. If, for instance a depositor holds a savings account with EUR 90 000 and a current account with 

EUR 20 000, he or she will only be repaid up to EUR 100 000. 

In the cases provided by Article 171(2) of the Law 18 December 2015 relating to the default of credit institutions and of some investment 

enterprises, your deposits will be protected for an additional amount  

which will not exceed EUR 2,500,000.  

More information can be obtained at http://www.fgd.lu 

 

(3) Limit of protection for joint accounts: 

In case of joint accounts, the limit of EUR 100,000 applies to each depositor. 

However, deposits in an account to which two or more persons are entitled as members of a business partnership, association or 

grouping of a similar nature, without legal personality, are aggregated and treated as if made by a single depositor for the purpose of 

calculating the limit of EUR 100,000. 

 

(4)   Reimbursement: 

The responsible Deposit Guarantee Scheme is the FGDL, at L-2860 Luxembourg, 283, route d’Arlon, info@fgdl.lu, Phone: (+352) 26 25 1-

1, www.fgdl.lu. It will repay your deposits (up to EUR 100,000) within seven (7) working days. 

If you have not been repaid within these deadlines, you should contact the FGDL since the time to claim reimbursement may be barred 

after a certain time limit. Further information can be obtained at http://fgdl.lu. 
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APPENDIX 2 - OUTSOURCING  
"SUMMARY DOCUMENT - Third party and ING Group Common infrastructure1"  

(see Article A.9 bis of the "General Terms and Conditions of the Bank (Retail & Private Banking)") 

This information will apply to Clients in the Retail and Private Banking segments from 15 December 

2025. However, for Clients in the Retail and Private Banking segments who have established and 

maintained a banking relationship with the Bank prior to this date, this information will come into 

force from 15 February 2026.  
 

Services of access to Third-Party Payment Service Providers under 

the Revised Payment Services Directive (PSD2) 

- Description of Services: 

To enable Third-Party Payment Service Providers (Third-Party Payment Service 

Providers) to collect account information, initiate payment transactions and confirm 

the availability of funds, in accordance with the Bank's legal obligations and the 

regulations applicable to payment services. 

- Type of data shared:   

The Client's identity, country of residence, IBAN and associated means of 

authentication (including the LuxTrust certificate), the associated link between the 

Client and its payment accounts, account balances, the availability of existing funds in 

the accounts at a given time and the details of the payment transactions carried out. 

- Access to data:  

Certain information may be shared confidentially with (i) a Professionals of the 

Financial Sector (PFS) located in Luxembourg, currently LuxTrust (ii) ING Bank NV 

(Netherlands) and/or (iii) its subcontractors in the Netherlands, Germany, Spain, 

Belgium, Romania or Poland. 

 
  

 

1 The Bank's appointed subcontractors are regulated entities that are required by law to maintain professional secrecy or are contractually obligated 
by the Bank to follow strict confidentiality rules. 

* However, in view of applicable US laws and the cloud platform provider's links with the United States, certain data may exceptionally be accessible 
by the US authorities. 
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Know Your Customer (KYC) Services 

- Description of Services: 

• Performance and Customer Due Diligence Review: 

In the context of transaction monitoring and the fight against money laundering and 

terrorist financing, the Bank will take the necessary measures - centrally - to collect, 

control and verify the information required by applicable national and international 

laws. This includes the identification of Clients, their agents or legal representatives and 

beneficial owners, or any other documents relating to them or the Client's transactions 

with the Bank.  

This process takes place both when opening a new account and during the entire 

duration of the account's activity. This centralised management will allow the Bank to 

classify its Clients according to their specific situation, in accordance with the various 

applicable laws and regulations, such as the fight against money laundering and 

terrorist financing, the FATCA regulation, the CRS regulation, the MiFID 2 regulation, the 

MAR regulation (market abuse regulation), etc.   

• Name screening: 

Carry out the necessary verifications of the identity of Clients, their (legal) 

representatives or representatives and beneficial owners centrally within the ING 

Group. This verification is carried out in accordance with applicable standards and/or 

national and international laws, in particular regarding the identification of Clients, 

beneficial owners and the fight against money laundering and the financing of 

terrorism, both at the time of opening accounts and during their lifetime.  

The filtering of the same people in the media is also centralised within the ING Group. 

• Pre-transaction screening: 

Carry out the necessary pre-screenings, checks and verifications on transactions and 

operations carried out on Clients' accounts in a centralised manner within the ING 

Group. This is done in compliance with applicable national and international laws, 

particularly in the fight against money laundering and the financing of terrorism.  

• Post-transaction monitoring: 

Carry out the necessary post-clearance control of transactions and operations on 

Clients' accounts centrally within the ING Group. It also includes all necessary checks, 

controls and investigations to comply with applicable national and international anti-

money laundering and counterterrorist financing laws.  

- Type of data shared: 

• Customer Due Diligence Performance and Review, Pre-transaction screening and Post-

transaction monitoring: 

All identification data of the Client, the Client's reference and, where applicable, its 

(legal) agents or representatives and beneficial owners, their identification data, 

profession, date and place of birth, passport number, national and/or tax identification 

number, address, place of residence, telephone number, all public data concerning 

them and all data communicated at the time of opening the account or subsequently 
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in relation to "Know Your Customer" and source of funds. It also covers all information 

provided to the Bank during each transaction on accounts opened with the Bank. 

• Name screening: 

The data transferred for screening includes: first name, last name, date of birth and 

country of residence, in addition to what is mentioned above in the section 

"Performance and Customer Due Diligence Review".  

 

The data transferred for name verification (or any other entity of the same group) 

includes: first name, last name, date of birth and country of residence. 

- Access to data: 

• Performance and Customer Due Diligence Review:  

ING Bank NV and/or its subsidiaries, branches and/or subcontractors in the Netherlands, 

Poland, the Philippines and Slovakia may receive certain information on a confidential 

basis. This information may be stored on the ING Private Cloud (IPC) infrastructure, 

managed by ING Bank NV, with servers located in the Netherlands. 

 

• Name screening:  

ING Bank NV and/or its subsidiaries, branches and/or subcontractors in the Netherlands, 

Romania, Poland, Slovakia and the Philippines may receive certain information on a 

confidential basis. This information may be stored on the IPC private cloud* 

infrastructure, managed by ING Bank NV, with servers located in the Netherlands. 

 

The service provider located in the United Kingdom (Regulatory Data Corp Ltd) as well 

as any other entity of its group may receive certain data relating to persons subject to 

media screening. Name filtering and its results are stored in a database stored on a 

cloud-based platform managed by Amazon Web Services (AWS)*, with servers located 

in Germany and Ireland. 
 

• Pre-transaction screening: 

Professionals of Financial Sector (PFS) located in Luxembourg, their subsidiaries located 

in Europe (including Poland and Hungary) as well as ING Belgium, ING Bank NV and/or 

their subcontractors in the Netherlands, Romania, Poland, Slovakia and the Philippines 

may receive certain information on a confidential basis.  

 

This information may be stored on the IPC private cloud* infrastructure, managed by 

ING Bank NV, with servers located in the Netherlands. 

 

• Post-transaction monitoring: 

ING Bank NV and/or its subsidiaries, branches and/or subcontractors in the Netherlands, 

Poland and Slovakia may receive certain information on a confidential basis.  

 

This information may be stored on the IPC private cloud* infrastructure, managed by 

ING Bank NV, with servers located in the Netherlands. 
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Data Remediation Services 

- Description of Services: 

The purpose of this service is to manage data in ING's systems. It is a question of 

creating them, updating them to ensure that the information used in the internal 

processes is correct. 

 

This must meet the business requirements, and the goal is to identify potential errors 

and correct them. 

- Type of data shared: 

See "Performance and Customer Due Diligence Review" above. 

 

The following (personal) data of any legal representative and beneficial owner of the 

Clients is collected: the first name, last name and all data contained in the documents 

that demonstrate the powers and legitimacy of the Clients' beneficial owners and 

agents. 

- Access to data: 

ING Bank NV and its affiliate in Slovakia may receive certain information confidentially. 

Compliance support services in the areas of market abuse, conflicts 

of interest and the fight against corruption and influence 

- Description of Services: 

To enable the Bank to identify (potential) problems (e.g. conflicts of interest, insider 

trading, market manipulation) and to assess, propose and take action to ensure 

compliance with the Bank's policies on combating market abuse and conflicts of 

interest. 

 

These services help the Bank monitor the outside activities of its employees, to avoid 

conflicts between their personal interests and those of the Clients. 

 

These services help the Bank keep track of the gifts and hospitality that employees 

receive or give to the Citizens. This helps to limit the risk of corruption or influence. 

- Type of data shared: 

Clients' names and contact information and any information provided in recorded 

conversations and emails. 

 

Name of the Client, its representative(s)/beneficial owner(s) and details of their 

relationship with the relevant ING employee(s). 

 

Name of the Client, its representative(s)/beneficial owner(s) and gifts or entertainment 

received or offered by the relevant ING employee(s). 
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- Access to data: 

ING Bank NV (Netherlands) and its subsidiaries, including in Poland, Romania and the 

Philippines and the service providers Workday Ltd and Kainos who process data in 

Ireland, may receive certain information on a confidential basis.  

 

Some information may be stored on a cloud platform* managed by (1): Amazon Web 

Services (AWS), with servers located in Ireland; (2) Microsoft, with servers located in 

Germany and Ireland; and (3) ING Bank NV, with servers located in the Netherlands. 

SWIFT and payment service platforms 

- Description of Services: 

Process payment transactions via SWIFT and send messages using the same service in 

general, in addition to storing and archiving these messages and controlling, filtering 

and verifying these payment transactions or messages. 

 

Process and execute all processes related to Clients' incoming and outgoing payment 

transactions and storing and archiving such transactions. 

 

Perform certain tasks to verify the identity of the beneficiary, if necessary. 

- Type of data shared: 

The data shared includes any information present in messages or payment systems 

(such as Swift) or used to verify the identity of the beneficiary. 

This includes, for example:  

• The Client reference;  

• The identity of the Client (including his surname, first name, company name or 

trade name);  

• The Legal Identifier (LEI); 

• Their tax number or other unique European identifier; 

• His address; 

• Its IBAN number; 

• The balance of the accounts; 

• Movements on his accounts; 

• The identity of the people who send or receive the payments; 

• Details of payments. 

- Access to data: 

SWIFT, ING Bank NV (Netherlands) and/or its subcontractors in Belgium, Romania, 

Poland, Slovakia, the Philippines, India and the United Kingdom may receive certain 

information on a confidential basis. 

 

To verify the identity of the beneficiary, certain data may be shared confidentially with 

ING Bank N.V. in the Netherlands, its affiliate in Romania, and service providers such as 

Luxhub (Luxembourg), EBA Clearing (France) and SurePay (Netherlands). This data can 

be stored on secure cloud* servers located in Germany and Ireland, managed by AWS 

or Oracle. 
 

http://www.cssf.lu/


 

General Terms and Conditions of the Bank 

(Retail & Private Banking)  
Issuing Date: 15 December 2025 

Page 57/74 

 

 

Under the supervision by the ‘Commission de Surveillance du Secteur Financier’ (CSSF), 283 route d’Arlon, L-1150 Luxembourg, www.cssf.lu tel. +352.262511 

ING Luxembourg, Société Anonyme 

26, Place de la Gare L-2965 Luxembourg 

R.C.S. Luxembourg B. 6041 

VAT LU 11082217 

Phone: + 352 44 99 1 

 

www.ing.lu 

BIC: CELLLULL                                     
                                              

 

Portal used to facilitate the management of the products and 

services offered to Clients by the Bank 

- Description of Services: 

Use of a cloud* infrastructure managed by ING Bank NV (Netherlands) relying on certain 

centrally stored data for KYC purposes (see above). ING sales employees can access 

various secure applications of the Bank via this portal to manage relationships with 

Clients. This access does not store the data outside Luxembourg once the search is 

completed. 

- Type of data shared: 

All data allowing the identification of the Client and data necessary for the subscription 

and management of services and products: 

• Personal data and consent data: for example, the Client's reference, name, postal 

and email addresses, telephone numbers, Unique Identifier (TIN, LEI), date and 

place of birth, as well as all data communicated to the Bank when opening an 

account and during the entire period of managing the relationship with the Client; 

• Services and products subscribed to (current accounts, savings accounts, Visa 

accounts, credit accounts, etc.)  

• Payments (SEPA, instant payments, standing orders, beneficiary management, 

account operations, etc.); 

• Electronic documents, signed or not; 

• Documents signed by the Client; 

• Proposal and subscription to products and/or services. 

- Access to data: 

ING Bank NV (Netherlands) and its affiliates in the Netherlands and Poland may receive 

certain information confidentially.  

Technical Support Service 

- Description of Services: 

First-level IT support for the users (mainly the employees) of the Bank, including 

incident management. 

- Type of data shared: 

The service provider may occasionally access any data hosted on the Bank's IT 

infrastructure as part of IT support. 

- Access to data: 

In this context, certain limited information may be made confidentially accessible to a 

Financial Sector Professional (PSF) located in Luxembourg, to ING Bank NV 

(Netherlands), and to the service provider Fujitsu, established in Belgium and which 

may process the information in Portugal.  
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Technical infrastructure services 

- Description of Services: 

(1) Supply and management (including maintenance) of an infrastructure hosting the 

Bank's applications to a Professional of Financial Sector (PFS) and its subcontractors, as 

well as a workstation infrastructure managed by ING Bank NV (The Netherlands) 

enabling a secure working environment. This infrastructure includes an e-mail service, 

an active directory service, a computer and mobile phone management service, file 

servers, and a second-level centralized help desk. 

 

(2) Provision of a cloud infrastructure and family of digital products ranging from 

networks, firewall management, virtual machines, container hosting platforms and 

databases. It also includes performing operational or maintenance computing tasks, 

including computer systems that rely on cloud computing.  

 

(3) Use of third-party vendors to support technical infrastructure service, production 

work monitoring, and incident management.  

- Type of data shared: 

(1) (2) (3) The Client data transferred in this context include:   

the Client's reference, name, email address, phone number, company name if 

applicable, email content and attachments,  

 

the information mentioned in the sections “Know Your Customer (KYC) services” 

(above), “credit risk management services” and “market risk management services” 

(below) and, more generally, 

the data identifying the Client and, where applicable, its (legal) agents or 

representatives and beneficial owners, as well as the data necessary and used for the 

management of the services and products. 

- Access to data: 

(1) In this context, the information may be made accessible in a confidential manner 

to service providers in Luxembourg, Belgium, Poland and Hungary, ING Bank NV 

(Netherlands) and/or its subcontractors in Poland, Portugal and Ireland.  

 

The infrastructure platform and data are hosted and stored on a Microsoft Azure cloud* 

platform with servers located in Austria, Finland, Germany, Ireland and the 

Netherlands. 

 

(2) Information is stored on the private IPC cloud infrastructure, managed by ING Bank 

NV, with servers located in the European Union, in the Netherlands. Operational support 

is provided by affiliated companies from Romania and Turkey. 

 

(3) Support for technical infrastructure services and incident management is provided 

by ING Bank NV’s affiliated companies in Poland, as well as by the service providers 

TATA Consultancy Services Netherlands B.V., HCL Technologies B.V. (based in the 

Netherlands), Cognizant Worldwide Limited (based in the United Kingdom), Infosys Ltd., 
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Acuity Knowledge Partners, and their affiliates in the Netherlands, India, the Philippines, 

and Canada, which may occasionally have access to data. 

IT security 

- Description of Services: 

Provision of maintenance and support services related to the Bank's applications 

hosted in infrastructures. 

 

IT security system management, with a focus on detecting and managing security 

incidents. 

- Type of data shared 

 

The data transferred may potentially include all types of (personal) data and 

information, documents and contracts collected and/or processed by the Bank with its 

Clients in the course of its activities (e.g. the Client's reference, name, email address, 

telephone number, company name, email content and attachments). 

 

For the management of the IT security system, the data concerned also includes 

technical data from system logs and flows (containing users' IP addresses) as well as 

data from incoming and outgoing Internet flows. 

- Access to data: 

A Professional of Financial Sector (PFS) located in Luxembourg (including its 

subcontractors) with data centers located in Luxembourg as well as ING Bank NV 

(Netherlands) and/or its subcontractors in Poland may receive certain information on 

a confidential basis. 

Services related to the printing and management of Clients' 

documents  

- Description of Services: 

Formatting, printing and scanning service of Clients' documents. 

- Type of data shared: 

All information relating to the Client contained in the documents, such as the Client's 

reference, first and last name, address, account number, account movements, account 

balance, products and services subscribed to. 

- Access to data: 

Some information may be shared confidentially with a Professional of Financial Sector 

(PFS) located in Luxembourg for the scanning and printing of documents. In addition, 

ING Belgium may access this information to format different types of Client documents. 
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Physical Archive Management 

- Description of Services: 

Storage of archives, collection of archives for secure transport to a storage warehouse, 

return of archives for consultation and destruction of archives upon presentation of a 

certificate of destruction. 

- Type of data shared: 

The Client's reference, first and last name, email address, correspondence, telephone 

number and all other data and documents processed during the Client's relationship 

with the Bank and contained in the physical archives.  

 

Data used for archival tracking (for consultation purposes) and for destruction. 

- Access to data: 

Some information may be shared confidentially with a Professional of Financial Sector 

(PFS) located in Luxembourg and which stores the archives in the country. The PFS only 

deals with the container, not the content. 

Credit Risk Management Services 

- Description of Services: 

Centralized orchestration and storage of credit applications and decisions (whether at 

the time of application or during the life of the credit), determination of credit limits 

and credit risk exposures by Client. 

 

Monitoring and modelling of credit and market risks, as well as internal and external 

reporting of the Bank's credit risks related to Clients in different market conditions 

(scenarios). 

- Type of data shared: 

All Client data relating to the initial loan application, to the assets (pledged as security 

or financed), any modification or any other event related to the product lifecycle, as 

well as any supporting documentation. 

 

This information includes:  

• The Client's reference; 

• Account number; 

• The balance of the account;  

• Repayment schedules; 

• The type and characteristics of the products subscribed to; 

• The conditions of remuneration; 

• Guarantees;  

• Securities; 

• The names of any guarantors; 

• The assets;  

• Payment defaults;  
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• Risk rating; 

• The address of the property (financed or pledged as security);   

• Where applicable, detailed information about the property used to secure the loan 

application;  

• Any other financial information held by the Bank in relation to the Client, such as 

the credit or debit balance, existing credit facilities or other loans granted by the 

Bank and their outstanding amounts.  

 

For legal entity Clients, the data transferred also includes the Client's financial data (e.g. 

balance sheet, turnover and number of employees). In addition, it includes the personal 

data of beneficial owners and legal representatives, such as identity, address, 

ownership structure, sector of activity, city, and country of incorporation. 

 

For natural person clients, the data transferred also includes the Client's personal data, 

such as the Client's identity, profession, marital status, marriage contract and the 

number of dependent children. 

- Access to data: 

In this context, some information may be made accessible in a confidential manner to, 

as the case may be Nexvia (a service provider located in Luxembourg), ING Bank NV 

(Netherlands) and to its subcontractors in the Netherlands, Belgium, Poland and 

Slovakia and the Philippines. 

 

The central platform and data are hosted and stored on the IPC cloud* infrastructure 

managed by ING Bank NV, with servers located in the Netherlands. 

 

The infrastructure platform and data transmitted to Nexvia in Luxembourg are hosted 

and stored on an Amazon Web Services cloud platform with servers located in Ireland. 

Market Risk Management Services 

- Description of Services: 

Monitoring and modelling of market risks, internal reporting and export of the Bank's 

interest rate and liquidity risks. 

- Type of data shared: 

The Client's reference, account number, account balance, repayment schedules, type 

and characteristics of the products subscribed to, remuneration conditions, etc. 

- Access to data: 

ING Bank NV (Netherlands) or its affiliated companies in Belgium, Poland or the 

Philippines may receive certain information on a confidential basis. 
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My ING - Web Banking 

- Description of Services: 

Offer a Web Banking platform on iOS/Android and web mobile apps. 

- Type of data shared: 

The identity of the Client and data necessary for the management of daily activities, 

for example: 

• Authentication (LuxTrust certificate), security and fraud prevention; 

• Personal Data and Consents; 

• Product overview (checking accounts, savings accounts, Visa accounts, loan 

accounts, etc.); 

• Payments (SEPA payments, instant payments, standing orders, beneficiary 

management, etc.); 

• Alerts (email and push notifications); 

• Account aggregation; 

• Secure messaging; 

• Electronic documents; 

• Proposal and subscription of products and/or services. 

- Access to data: 

A Professional of Financial Sector (PFS) located in Luxembourg (currently LuxTrust), ING 

Bank NV and/or its subcontractors in the Netherlands, Belgium or Poland may receive 

certain information on a confidential basis. 

Services related to Audit Letters (for companies only) 

- Description of Services:  

Harmonize and automate the request, creation and sending of audit letters.  

 

Web platform allowing auditors to request audit letters directly from ING. 

- Type of data shared: 

• Client data, such as Client reference, company name, ultimate beneficial owner, 

account names, and email address;  

• Data relating to the Client's employees, such as first and last name, email address, 

telephone number and IP address (electronic signature data); 

• Data relating to the Client's auditor, such as email address, telephone number and IP 

address (electronic signature data) 

- Access to data: 

ING Bank NV (Netherlands), and/or its affiliated companies in Slovakia and the Client's 

authorised auditor may receive certain information on a confidential basis.  

Some information may be stored on IPC's cloud* infrastructure, managed by ING Bank 

NV, with servers located in the Netherlands. 
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Some information may be shared with the service provider Thomson Reuters and the 

data may be hosted on Equinix Hosting's private cloud* infrastructure, located in the 

Netherlands. 

 

Digital communication channels 

- Description of Services: 

Provide secure digital communication channels such as audio calls, chat, and 

messaging. 

 

These channels use cloud-based Internet services. 

- Type of data shared: 

The information necessary for establishing communication and speech recognition: 

• IP address; 

• Phone number; 

• Email address; 

• Photo or video; 

• Natural Language Processing (NLP, Speech Recognition). 

 

Communications are recorded and stored by the Bank and may be used as evidence in 

accordance with the applicable terms and conditions. 

 

The operator of the Cloud services* only has access to the technical data according to 

the channel (and not to the decrypted content of the communications): 

• IP address; 

• The encrypted content of the message (for which only the Bank has the decryption 

keys) for the duration of the communication; before being deleted at the end of the 

call. 

- Access to data: 

ING Bank NV and/or its subcontractors in the Netherlands, Belgium or Poland may 

receive certain information confidentially. 

 

The infrastructure platform and data are hosted and stored on the Amazon Web 

Services (AWS) and Google cloud* platforms, both located in Ireland and Germany. 

MultiLine (for businesses only) 

- Description of Services: 

Hosting and management of the MultiLine multi-banking platform. Any company that 

has subscribed to this service can consult the data related to its bank accounts and 

initiate payment transactions. 
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- Type of data shared: 

The Client's identity and the data necessary for the day-to-day management of their 

accounts, such as: 

• Authentication (LuxTrust certificate, etc.), security and fraud prevention; 

• Account-related data: balance view and list of transactions; 

• Payments (SEPA, instant payments, standing orders, beneficiary management). 

- Access to data: 

Professionals of Financial Sector (PFSs) located in Luxembourg, Worldline Financial 

Services and its affiliated companies in France, Belgium and Germany may receive 

certain information on a confidential basis, without affecting the Swift and Payment 

Service Platforms section. 

Central services for over-the-counter (OTC) transactions in financial 

instruments 

- Description of Services: 

All transactions concluded by mutual agreement between the Client and the Bank are 

centralised on the platforms of ING Bank NV (Netherlands) in order to improve the 

service to the Client and to enable central monitoring and legal controls. This includes 

compliance with the European Market Infrastructure Regulation (EMIR) and MiFID 2 

(including MiFIR). 

- Type of data shared: 

The Client's reference, legal entity name, legal entity identifier (LEI) (if applicable), email 

address, and transaction details. 

- Access to data: 

ING Bank NV in the Netherlands and/or its subsidiaries or branches in Belgium, Slovakia, 

the United Kingdom, Singapore, India and the Philippines may receive certain 

information on a confidential basis. 

Central services linked to positions acquired in financial instruments 

on European markets 

- Description of Services: 

Identifying shareholders at the request of the issuer concerned and meeting the Bank's 

regulatory obligations under SRD II (Shareholder Rights Directive II EU 2017/828, as 

amended). 

- Type of data shared: 

The Client's reference, name, postal address, email address, unique identifier (TIN, LEI) 

and the position held on the security concerned. 
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- Access to data: 

In addition to information provided to the relevant issuer in accordance with SRD II, 

certain information may be shared confidentially with Broadbridge Financial Solutions 

Ltd, a service provider located in the United Kingdom, and with a managed private 

cloud (IBM) solution with servers located in France and Germany. 

 

Management of credit and debit cards and authentication of 

transactions via the Internet and anti-fraud activities 

- Description of Services: 

Complete management of credit or debit card processing (including 3D Secure): 

• In terms of transactions carried out using these cards and operations carried out 

during the life of the card (ordering the card, blocking the card, contactless function, 

etc.); 

• Monitoring for suspicious or fraudulent transactions; 

• Manage complaints at the Visa network level; 

• Manage e-commerce transactions with secure 3D authentication. 

Complete management of anti-fraud activities:  

• Monitoring and blocking if necessary suspicious or fraudulent transactions made 

via VISA ChannelsCard, Online Banking transfers (SEPA payments) and/or via the My 

ING and My ING Web Banking mobile applications;  

• Monitoring access to accounts; 

• Monitoring authentication processes such as LuxTrust;  

• Management of fraud complaints and investigations. 

 

- Type of data shared: 

The Bank may transfer certain information such as: 

• The Client's or cardholder's reference; 

• The name and surname of the Client or cardholder;  

• His address; 

• Its IBAN number; 

• The availability of existing funds in accounts linked to their cards; 

• Personal data such as the address or age of the Client and/or cardholder; 

• Login information and actions taken in the My ING app or on Web Banking; 

• The location of the device; 

• Payment data. 

 

Service providers can also manage: 

• Information related to the cards; 

• Means of identification such as the LuxTrust certificate; 

• Details of the operations performed. 
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For anti-fraud activities, the data transferred may include: 

• The bank card number (PAN); 

• Login information for the My ING app or Web Banking (including device type, 

operating system used, device location, IP address); 

• Actions carried out in the My ING mobile app or on the Banking website; 

• Transaction information (amount, payee, date and time and type of authentication 

– LuxTrust). 

 

In addition to this, documents such as police reports or notes related to fraud 

complaints or investigations (including the results) may also be submitted. 

- Access to data: 

In this context, certain information may be shared confidentially with ING Bank NV 

(Netherlands), its affiliated companies in Poland, including their subcontractor IT Card 

S.A., and with Professionals of Financial Sector (PFSs) in Luxembourg, namely (i) 

LuxTrust and (ii) Worldline Financial Services and its affiliated companies in France, 

Belgium, and in Germany. 

Marketing Event Management Service 

- Description of Services: 

Use of an external platform to collect electronic registrations from guests, Clients and 

prospects for marketing events organised by the Bank.  

- Type of data shared: 

The following identification data, entered directly by the person who registers online 

for an internet marketing event in response to an invitation: 

• Last name; 

• First name; 

• Company name for legal entities; 

• Email address; 

• Phone number (optional). 

- Access to data: 

ING Bank NV (Netherlands), its subsidiary in Belgium, and its partner Via Futura Bvba, 

located in Belgium, may receive certain information confidentially. 

 

The data is stored in a database stored on an Amazon Web Services (AWS) cloud 

platform* whose servers are located in Belgium, the Netherlands, and the United States 

for the email address. 

Cash Management 

- Description of Services: 

When the Client subscribes to any product that allows cash management by 

automatically switching liquidity between main accounts, sub-accounts and 

participation accounts. 
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- Type of data shared: 

Data relating to the Client (company name if applicable, Client number, etc.) and 

financial data (account balances, account movements, etc.). 

- Access to data: 

ING Bank NV in the Netherlands, ING Belgium and/or its affiliated companies around the 

world that participate in the subscribed cash management product may receive certain 

information on a confidential basis. 

Production of debit and credit cards  

- Description of Services: 

Management of the production of credit and debit cards and their delivery to 

Clients/cardholders. 

- Type of data shared: 

The Client's reference, the name and surname of the Client or cardholder, the IBAN 

number, the address and the information related to the debit or credit card. 

- Access to data: 

ING Bank NV (Netherlands), ING's affiliated companies in Poland and/or their partner 

Thales (or its subsidiaries) in France and/or Germany may receive certain information 

on a confidential basis.  

 

The central platform and data are hosted and stored on the IPC private cloud* 

infrastructure managed by ING Bank NV, with servers located in the Netherlands. 

Electronic signature Service 

- Description of Services: 

Use of a platform to collect electronic signatures related to legal documentation 

between the Bank and its Clients. 

- Type of data shared: 

The documents to be signed, as well as the first and last name of each signatory, their 

position, their relationship to the legal entity they represent if applicable, their 

telephone number (for sending SMS), their date of birth and their email address. 

- Access to data: 

Some information may be shared confidentially with a cloud* infrastructure provider 

provided by Adobe and hosted by Amazon Web Services (AWS) with servers located in 

Ireland and Germany. 

The consolidated regulatory reporting of the Bank 

- Description of Services: 

Consolidation of the regulatory reports of the Common Reporting Framework (COREP) 

and the EBA (European Banking Authority). 
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- Type of data shared: 

The Client's reference, the Client's name and, if applicable, its LEI and the national 

identification number of the firms representing the Bank's largest credit risk exposures. 

- Access to data: 

ING NV Bank and its subcontractors in the Netherlands, including PwC, may receive 

certain information confidentially. 

 

Some information may be shared confidentially with Solvinity, the provider of the 

cloud* infrastructure hosted by Solvinity.  

 

The data will remain in Solvinity's databases in the Netherlands. 

Services to process and register transactions related to cost and 

revenue  

- Description of Services: 

IT tools to manage financial operations such as expenses and revenues. These tools 

allow these transactions to be recorded in an accounting register, even when they are 

not supported by the usual product systems. This also includes the processing of 

invoices sent to Clients. 

 

- Type of data shared: 

The Client's name, address, billing data, and financial data (e.g., bank account number). 

 

- Access to data: 

ING Bank NV (Netherlands) and its subcontractors may receive certain information 

confidentially.  

 

Some information may be stored on the Oracle cloud* platform with servers in the 

Netherlands. 

Automated Translation System 

- Description of Services: 

Translation tool using artificial intelligence. 

- Type of data shared: 

All types of texts and documents, including those collected by the Bank or 

communicated by the Client during the course of the business relationship, such as 

manuals, contracts, procedures, reports, product and support information, websites, 

etc. 

- Access to data: 

Some information may be stored on the IPC private cloud* infrastructure managed by 

ING Bank NV, with servers located in the Netherlands. 
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Communication tools for ING Luxembourg employees 

 

- Description of Services: 

Use of communication tools, primarily messaging (emails and instant messages), 

including the archiving of this messaging. These tools enable collaboration, 

communication, and intelligent assistance in employees’ daily tasks. 

 

- Type of data shared: 

All data relating to the Client that may be found in messages sent and received, 

recordings made, the calendar and the employee directory, as well as in other tools 

and features. 

- Access to data: 

Some information may be shared confidentially with ING Bank NV in the Netherlands 

on a Microsoft Azure cloud platform*, with servers located in the Netherlands, Poland 

and Ireland. 

 

Some information may also be stored on an IPC private cloud* infrastructure, managed 

by ING Bank NV and whose servers are located in the Netherlands. 

 

The archive of this e-mail can also be accessed confidentially by ING Bank NV 

(Netherlands) and by the service provider Arctera Enterprise Vault, based in Ireland, 

which will process the data in the United States and the Netherlands. 

- Infrastructure for Data and Document Storage and Management Description of Services: 

Provision of an infrastructure to store and manage data and documents used by the 

Bank employees.  

- Type of data shared: 

All types of data and information, documents and contracts collected and/or processed 

by the Bank with its Clients in the course of its activities. 

- Access to data: 

Some information may be shared confidentially with ING Bank NV in the Netherlands 

or with its affiliated companies throughout the world and is stored on a Microsoft Azure 

Cloud platform* with servers located in the Netherlands, Poland and Ireland. 
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Contact Center  

- Description of Services: 

Transfer of calls to the Contact Center of ING Belgium or its subcontractors (in particular 

B-Connected, N-Allo and CXL) via the telephone platform. 

 

Supply of technological and application infrastructure elements through a cloud* 

infrastructure managed by ING Bank NV for the management of a data warehouse. 

- Type of data shared: 

The data contained in the call transferred to ING Belgium, the telephone number, the 

name and surname of the Client. 

 

Transmitted communications are recorded and stored by ING Belgium and may be 

used as evidence in accordance with the applicable terms and conditions. 

- Access to data: 

ING Belgium and its subcontractors (in particular B-Connected, N-Allo and CXL) located 

in Belgium may receive certain information on a confidential basis.  

 

In addition, certain information may be stored on the IPC cloud* infrastructure 

managed by ING Bank NV, whose servers are located in the Netherlands. 

Client Offboarding 

- Description of Services: 

Software tools and technologies that facilitate the process by which the Clients' 

relationship with the Bank ends (so-called "offboarding").   

- Type of data shared: 

The Client's reference, name, postal and email addresses, telephone numbers, Unique 

Identifier (TIN, LEI), date and place of birth, account balance, account number and all 

data communicated to the Bank when opening an account and throughout the 

duration of the management of the relationship with the Client. 

- Access to data: 

Certain information may be made available confidentially by ING Bank NV in the 

Netherlands, by the service provider Xlinq BV in the Netherlands, and by the service 

provider ABBYY Europe GmbH in Germany.  

 

The information is also stored on a Microsoft Azure Cloud platform*, with servers 

located in the Netherlands and Ireland. 
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Reporting service in accordance with the Central Electronic System 

for Payment Information (CESOP) regulations 

- Description of Services: 

A IT tool to generate reports on cross-border payment information from Member States and 

the beneficiaries of such payments, in order to comply with the CESOP regulation. This includes 

Directive (EU) 2020/284 amending Directive 2006/112/EC, as transposed into Luxembourg law, 

and Regulation (EU) 2020/283 amending Regulation (EU) No 904/2010, as it may be amended. 

The reports generated are sent to the Direct Contributions Administration for centralisation 

and aggregation in a European database, the Central Electronic System of Payment 

Information (CESOP). 

 

- Type of data shared: 

The data transferred concerns, but is not limited to: 

• The BIC code or any other company identification code that identifies the payment 

service provider responsible for the declaration; 

• The name or company name of the beneficiary; 

• The VAT identification number or any other national tax number of the beneficiary; 

• The IBAN number or any other identifier allowing the beneficiary to be identified 

and its location; 

• The beneficiary's address;  

• If it is a payment or refund;  

• The date and time of payment or refund of payment; 

• The amount and currency of the payment or refund of the payment; 

• The country code of the Member State of origin of the payment; 

• The country code of the Member State of destination of the refund;  

• Information used to determine the origin, destination, or refund of the payment; 

• Any reference that identifies the payment; 

• If necessary, all information indicating that the payment is initiated at the 

merchant's premises.  

The information provided may vary depending on the payment method used.  

- Access to data: 

ING Bank NV (Netherlands) and its subcontractors may receive certain information 

confidentially. 

 

The information is stored on the IPC cloud* infrastructure managed by ING Bank NV, 

with servers located in the Netherlands. 
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Reporting service in accordance with the Foreign Account Tax 

Compliance Act (FATCA) and the Common Reporting Standard (CRS) 

regulations 

- Description of Services: 

Service set up to generate reports related to FATCA/CRS obligations and newsletters in 

order to meet the requirements of the Luxembourg "FATCA" law and the "CRS" law. 

- Type of data shared: 

The data transferred concern: 

• Name and surname of natural persons; 

• The company name if applicable;  

• Postal address; 

• Legal address; 

• Client number; 

• Date of birth; 

• Company number if applicable;  

• Bank account; 

• Account balance; 

• Financial data; 

• Products and services used; 

• Tax identification number(s); 

• Tax residence(s); 

• Role of natural and legal persons (Ultimate Beneficial Owner);  

• FACTA, Qualified Intermediary and CRS statutes. 

 

- Access to data: 

ING Bank NV (Netherlands) may receive certain information confidentially. 

The information is stored on the IPC cloud* infrastructure, managed by ING Bank NV, 

with servers located in the European Union in the Netherlands. 

Internal control process 

- Description of Services: 

Identification, monitoring and assessment of controls to ensure that the Bank acts in 

accordance with ING's policies, procedures and internal controls, minimum standards 

and applicable laws. 

- Type of data shared: 

All data identifying the Client, and if applicable, its (legal) agents or representatives and 

beneficial owners. This also includes all data required or used to manage the services 

and products, as well as all Client data that is processed in connection with the tested 

process (e.g. KYC, payment, fraud, market abuse). 
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- Access to data: 

ING Bank NV (Netherlands) and/or its affiliated companies in Slovakia, the Philippines 

and Romania may receive certain information on a confidential basis. 

Services of complementary research in case of dormant or inactive 

account and inactive safe deposit boxes  

 

- Description of Services: 

Use of a third-party provider to carry out additional research to obtain and use 

information on inactive or dormant Clients, to initiate research operations with a view 

to re-establishing contact and to obtain instructions on the Client's wishes (to continue 

or terminate the relationship with the Bank). This is in accordance with the Bank's legal 

obligations and applicable laws regarding inactive or dormant accounts and inactive 

safes. 

- Type of data shared: 

All identification data of the Client, the Client's reference and, if applicable, its (legal) 

agents or representatives and beneficial owners. This also includes their identification 

data, profession, date and place of birth, passport number, national and/or tax 

identification number, address, place of residence, telephone number, any public data 

concerning these same persons, all data communicated when opening the account or 

subsequently in terms of "Know Your Customer", source of funds,  and all information 

provided to the Bank in connection with each transaction carried out on accounts 

opened with the Bank. 

- Access to data: 

Dynaslux, a PSA (Professionnel du Secteur des Assurances) approved third-party service 

provider located in Luxembourg and its subcontractors (in particular Finaca, ARCA 

CONSEIL, DETECNET, ARGENE) located in France may receive certain information on a 

confidential basis. 
 

Whistleblowing procedure 

- Description of Services: 

In order to comply with regulatory requirements relating to the protection of persons 

who report breaches of European Union law, the Bank encourages employees or other 

persons (e.g. consultants) to report in good faith any criminal, unethical or other 

misconduct committed (suspected or proven) by or within the Bank, through its internal 

whistleblowing procedure. 

 

An external platform serves as a reporting channel, case management system and 

database for all reports received through other channels (e.g. by email). 
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- Type of data shared: 

Any data concerning the Client may be included in the whistleblowing reports. 

- Access to data: 

ING Belgium SA (Belgium), ING Bank NV (Netherlands) and the service provider Vault 

Platform Ltd (located in the United Kingdom) and its subcontractors, including Amazon 

Web Services (AWS) – located in the United Kingdom, Ireland, Germany, Sweden and 

the United States – may receive certain information on a confidential basis.   

 

Some information may be stored on AWS cloud infrastructure*, with servers located in 

the United Kingdom. 

ATM Access Service 

- Description of Services: 

Use of an ATM network provider so that our clients can make withdrawals, deposits, 

and other transactions. 

- Type of data shared: 

The data transferred includes, in particular, the card number, name, PIN, account 

numbers, account balances, as well as details of transactions carried out at ATMs. 

- Access to the data: 

In this context, certain information may be made confidentially accessible to the 

service provider LuxConstellation, based in Luxembourg. This provider will store the 

data in Luxembourg with a Professional of the Financial Sector (PFS) and will use 

subcontractors located within the European Union. 
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